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Welcome
Thank you for choosing Polarion as your Application Lifecycle Management solution.

The current product version is 2015-SR3.

Help and Other Documentation
The documentation covers all features of the Polarion the platform. However, depending on your
license, some of the features described may not be visible or may be disabled in the Polarion portal
when you log in. Documentation generally notes if some feature or information is restricted to one
or more product licenses. The following icon convention is used:

Table 1. Product Icons

Icon Product Name

Polarion ALM

Polarion PRO

Polarion REQUIREMENTS

Polarion QA

 In addition to the above, Polarion REVIEWER is available. This low-cost license provides
read access to most portal content (subject to user permissions), and allows a licensed user to
approve Work Items, and create or reply to Work Item comments. Administration features are not
available to users of this license.

If no product icon appears for a topic, the assumption is that the content is applicable to all products.
If a topic applies only to certain products, the icon(s) appear beneath the topic main heading.
Occasionally, a topic generally applicable to all products may contain one or more subtopics
which are applicable only to specific products. In such cases, the icon(s) appear beneath the
subtopic heading. The icon only appears with topics that are important for people using a Polarion
REVIEWER license.

Polarion documentation is provided in two formats:

• Online Help, accessible from the Help link in the header of the portal web interface.

• PDF which you can download from the Polarion Software website in the same Download area as
the Polarion product you use. Content of the PDF document is the same as that of Online Help.

Help Structure
Polarion Help is divided into the following major "books":

• Administrator's Guide: Provides information for Polarion administrators about configuring
Polarion, managing user accounts, setting up and configuring projects, scheduling jobs, and
general maintenance.

• User Guide: Provides information about features and common tasks. There are topics with
information and links for people in different roles: project managers, requirements engineers,
developers, or QA Testers, for example.
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• Reference: Provides reference information and a Glossary.

Installation Documentation
An additional PDF manual covering installation of the server and licenses is provided in all product
distributions. This document is also available as a separate download on the Polarion website
product download areas. There are separate versions of the installation guide for Windows and
Linux. Both cover the following information for the respective operating system:

• System requirements (hardware and software)

• Installation/uninstallation procedure

• Key initial system configuration, such as SMTP server for notifications.

• Startup/shutdown procedure

• License installation procedure

• Portal access instructions

• How to change the default password

• Common problems and solutions

Where to begin with Help
The following information may help you get started with the documentation.

If your role is:

• System Administrator: Installation Guide (separate documentation in installation bundle),
Administrator's Guide

• System User: User Guide

Some key topics for system users include:

• Portal Tour

• Getting Started with Projects

• Working with Home Pages

• Managing Polarion Work Items

If your role is, or is similar to one of the following, some additional Help topics could be of interest
to you.

• Requirements Manager/Engineer: Managing Requirements with Polarion

• Project Leader/Manager: User Guide, Polarion for Project Managers

• Quality Assurance Engineer/Manager: Polarion for Testing and Quality Assurance

• Software Developer/Engineer: Polarion for Developers

Video Tutorials
If you are new to Polarion (or even if you aren't), you may find something useful in Polarion's
tutorial videos. The series is available on the Polarion website at http://www.polarion.com/
resources/?cat=tutorials.

http://www.polarion.com/resources/?cat=tutorials
http://www.polarion.com/resources/?cat=tutorials
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Polarion Extensions
If Polarion's default functionality doesn't fully meet your needs, you may find a solution on the
Polarion Extensions web portal. There you will find a constantly growing catalog of useful
extensions for Polarion solutions ranging from utilities to project templates, to complete features.
Some extensions are developed by Polarion employees or partners, others by users in the Polarion
community. "Certified" Extensions are tested and supported by Polarion.

The Polarion Extensions server is located at: http://extensions.polarion.com. You can click the
Extensions link in the tool view of Navigation to visit the site.

Quick Overview
The Polarion® application lifecycle management platform is a fully integrated, unified solution
for managing requirements and/or software development projects and process throughout
the life cycle. End users can use different Polarion solutions with the platform to get just the
coverage they need. For example requirements engineers can "plug in" a solution that focused
on requirements management, while developers can use a different solution that focuses on bug
tracking, collaboration, and version control. The ALM solution integrates requirements, tasks,
change requests, process management, project planning, time management, build management,
source code audits and metrics, and maturity model compliance tracking. Polarion's unique approach
is built around a single source, repository-based architecture where all artifacts in the development
process are stored in a software configuration management system, namely Subversion [http://
subversion.apache.org].

You can find a more detailed overview on the Polarion web site at  http://www.polarion.com/
overview/ [http://www.polarion.com/overview/].

About Polarion
The Polarion Application Lifecycle Management Platform and compatible solution products are
products of Polarion Software. Here are some links to our web site which may be of interest:

• Home Page: www.polarion.com [http://www.polarion.com].

• Extensions Portal: http://extensions.polarion.com.

• Subversion Tools: www.polarion.com/products/svn/ [http://www.polarion.com/products/svn].

COPYRIGHT STATEMENT

Polarion software products and documentation are Copyright © 2004-2015 Polarion Software.

Permission is granted to reuse, copy, or redistribute the product documentation provided that the
above copyright notice and this paragraph appear in all copies.

CURRENT PRODUCT VERSION: 2015-SR3

Trademarks and Acknowledgments
Polarion and the Polarion logo are registered trademarks of Polarion Software. Polarion ALM,
Polarion REQUIREMENTS, Polarion QA, Polarion PRO, Polarion REVIEWER, and Polarion
VARIANTS are trademarks of Polarion Software.

Apache and the Apache logo are trademarks of the Apache Software Foundation.

Eclipse is a trademark of the Eclipse Foundation

http://extensions.polarion.com
http://subversion.apache.org
http://subversion.apache.org
http://subversion.apache.org
http://www.polarion.com/overview/
http://www.polarion.com/overview/
http://www.polarion.com/overview/
http://www.polarion.com
http://www.polarion.com
http://extensions.polarion.com
http://www.polarion.com/products/svn
http://www.polarion.com/products/svn
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Google and Google Docs are trademarks or registered trademarks of Google, Inc.

HP Quality Center and HP ALM are trademarks of Hewlett-Packard Development Company, L.P.

JIRA is a registered trademark of Atlassian.

Linux is a trademark of Linus Torvalds.

MATLAB and Simulink are trademarks or registered trademarks of The MathWorks, Inc.

Microsoft, Microsoft Office, Microsoft Word, Excel, Microsoft Internet Explorer, Microsoft Project,
and .NET are trademarks or registered trademarks of Microsoft Corporation.

iOS is a trademark of Apple, Inc.

pure::variants is a trademark of pure-systems GmbH

Subversion is a registered trademark of The Apache Software Foundation.

Some Polarion software products use icon images from the Silk Icons set, www.famfamfam.com/
lab/icons/silk/ [http://www.famfamfam.com/lab/icons/silk/] and the Copenhagen icon set,
www.iconfinder.com/ [http://www.iconfinder.com/].

Some Polarion software products use licensed icon images from the Glyphish PRO [http://
glyphish.com/] icon set.

Other trademarks and servicemarks mentioned in Polarion documentation or web portal interface
and embedded knowledge bases are the property of their respective owners.

Disclaimer
Mention or display of any third-party trademark in the software or documentation does not
constitute, and is not intended to imply any endorsement of or by Polarion Software, or any
relationship between the owner of the mark and Polarion Software.

http://www.famfamfam.com/lab/icons/silk/
http://www.famfamfam.com/lab/icons/silk/
http://www.famfamfam.com/lab/icons/silk/
http://www.iconfinder.com/
http://www.iconfinder.com/
http://glyphish.com/
http://glyphish.com/
http://glyphish.com/
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Chapter 1. Getting Started
Administration Basics

This section introduces the basic concepts of Polarion administration and configuration.

Administration rights
To be able to access Polarion's administration interface you must have a user account with
Administrator level access rights. Access rights are defined by the "Role" assigned to the user
account. Administration rights can have one of 2 scopes:

1. Global: administrations rights for the entire repository

2. Project: administration rights for a specific Project

The Default Administration Account
Polarion is installed with one default user account with user name "System Administrator" which
has Global administration rights. The default log-in credentials for this account are:

• User ID:  admin
• Password:  admin

NOTE: Changing the Default Administration Password
The procedure for changing the password for the default System Administrator account
is detailed in the Installation Guide that comes in the Polarion distribution. Look for:
"Changing the default System Administrator password". For information about passwords, see
Administration Reference: Passwords.

The default System Administrator account provides access to all Polarion administration and
configuration features for the Polarion system and all Projects in the Subversion repository, and
access to the repository itself.

Defining Additional Administrators
The main System Administrator may find it useful or necessary to grant administrative access to
other Polarion users. For example, if the main administrator is absent for some reason, someone
else in the organization should be able to perform system administration functions with Polarion.
Another example: the manager of each Project might be given administrative rights for the
Project(s) he/she manages. This enables the manager to add user accounts and assign user roles for
the Project, among other things.

To define an additional administrator, first create a user account if one does not already exist. You
can specify the new user's role(s) for the global system and/or per Project in the process of creating
the account. For an existing user, you need to edit the user's account and specify his/her role(s) for
the global installation and/or per Project.

For information on creating user accounts and defining user roles, see Managing Users &
Permissions.

The Administration Interface
There are two ways that you can perform administrative functions in Polarion:

1. Graphical User Interface
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2. XML configuration files

Most administration and configuration tasks can be done using the graphical user interface. This is
the preferred approach for new or less experienced Polarion administrators.

Administration Scopes
Administration and configuration operations are generally possible in 2 scopes:

• Global: Changes and customizations affect the entire repository.

To work in this scope, select Repository in the Open Project or Project Group dialog.

• Project: Changes and customizations affect one project only.

To work in this scope, select any existing project in the Open Project or Project Group dialog.

TIP
There is another level of configuration/customization that controls behaviors and functions of
the Polarion platform and features: the system configuration, contained in the system properties
file polarion.properties. This file resides on the server's file system (see System
Properties File Location), and requires editing outside the Polarion portal. Many users never
need to modify the system configuration. The most frequently needed system configuration
tweaks are covered in the topic Advanced Administration: Advanced System Tuning.

Inheritance

• Changes in the global configuration and are inherited by all new projects created after any
change/customization. Changes in the global scope do not propagate to projects that already exist
before the changes.

• New projects inherit the global configuration. Project-scope copies of all the global configuration
files are created in the project's repository location. Changes in the project scope overwrite the
content in the configuration files inherited from the global configuration.

• Changes and customizations to a project cannot be rolled up to the global scope, nor can they be
propagated to other existing projects. However, a customized project can be exported as a project
template from which new projects with identical properties, configuration settings and content can
be instantiated.

Precedence

• Project-scope settings always take precedence over global-scope settings.

• Within a project-scope configuration, settings specific to a Work Item type take precedence over
generic settings applicable to all Work Item types.

WARNING
Do not remove any project-scope configuration file in order to use the respective global
configuration in the project. This will interfere with the system's ability to resolve inheritance
and precedence. It can prevent users from performing workflow actions, and cause other
problems.

Either restore the original revision of the project-scope file from the repository, or if the global
configuration has changed since the original revision, copy the current global-scope file to the
project's repository location, overwriting the project-scope file.

EXAMPLE: Suppose a Work Item type "Defect". When looking for configuration settings for this
type:
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1. The system looks for configuration settings for the Defect type in the current project.

2. If none is found, the system looks for configuration settings for all Work Item types in the
project.

3. If none is found, the system looks for configuration settings for the Defect type in the global
configuration.

4. If none is found, the system uses the settings for all Work Item types in the global configuration.

Figure 1.1. Precedence Diagram

Example of configuration scope precedence

Graphical User Interface
Actually, all administration functions are accessible via the graphical user interface (GUI) of the
Polarion portal. However, not all configurations can be performed using graphical controls in
the portal. Where graphical controls are not provided, configuration are performed by editing the
respective XML configuration file. Such editing can be done on line or off line.

XML Configuration Files
Some administrative functions are performed by editing a relevant XML configuration file stored
in the repository. These configurations are generally less frequently customized by most Polarion
users. Where some configuration requires editing a configuration file, you have 2 options:

• Edit the XML file online using the basic text editor provided in the portal web UI.
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• Download a copy of the configuration file to your local system, edit it locally, then upload the
modified file back to the Polarion portal. (Upload and download controls are provided in the
portal UI for each configuration file).

Figure 1.2. Accessing XML configuration files

Edit XML configuration files locally or online

Sometimes configuration or customization is possible both globally, and also for projects (or
sometimes project groups). Initially, there will be no configuration file for the more granular scope.
In this case, you can download the global configuration file, modify it for the scope in which it
applies, and upload the modified file to the repository URL applicable for the scope, or, in some
cases, to the same URL but with the file renamed in a way that Polarion recognizes as applying
to the more granular scope. You will find help texts in the GUI screen where you access to the
configuration file which indicate where you need to upload the modified file, and/or how the
modified file must be named to apply in a narrower scope.

You can create some project-scope configurations online without having to download/upload the
XML configuration file. Where this capability is available, a labeled control or link is provided
creating a project-scope configuration. Refer to help for individual configurations for specifics.
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Figure 1.3. Project configuration

Customizing global configuration for a project

Resolving Problems & Troubleshooting
The Polarion platform is designed to be very easy to administrate and configure. But it is a very
robust system, and no system is ever perfect. If you experience any problems, we suggest you try to
look into the log files first (see Administration Reference: Log Files).

If you see that some items are missing, or do not display correctly, you check the Index and Reindex
section in this guide. The index repair and rebuild procedures described there can resolve many
issues.

If you are still unable to resolve some problem, please contact Polarion technical support. It will
expedite matters if you can provide the following:

• a detailed description of the problem and symptoms observed

• log files from the time the problem occurred, and also log files from any reindex operation if you
may have run when attempting to fix a problem.

TIP

On Linux you can use /etc/init.d/polarion tar-log to gather all relevant log files.

Setup for Internet Explorer Users
It is required that Internet Explorer be configured to include the URL of your Polarion server in the
Local Intranet security zone.

To configure Internet Explorer on client computers:
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1. Log on to the client computer with the permissions necessary to change Internet Options.

2. Start Internet Explorer, and on the main menu choose Tools > Internet Options, then click the
Security tab.

3. Select Local intranet and click the Sites button.

4. In the Local Intranet dialog, click Advanced button

5. In the field Add this website to the zone, enter the URL of your Polarion server. For example:

http://polarion.mydomain.com or https://polarion.mydomain.com

6. Click the Add button to add your Polarion server URL to the list of sites, then close the Local
Intranet dialog.

7. Click OK in the dialog until you are back to the Internet Explorer main menu.
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Chapter 2. Administration Topics
Overview
Overview of Topics

When you have administrator permissions for the scope you are working in (Repository or a
project), the Administration link appears in the tool view of Navigation. Click it to enter the
administration interface for the current scope.

When you enter the Administration interface, the Navigation pane contains a tree of Topics - links
that take you into various administration functions and provide access to configuration files and
graphical interfaces (where available). Nodes displaying a > symbol are administration categories.
Clicking such nodes expands them to show the available topics. Clicking a topic opens the relevant
administrative function in the Content Pane.

Some configurations provide a graphical user interface (GUI) that enable you to edit the
configuration visually. For example, Workflow and Enumerations have such interfaces. In all other
cases, configuration requires editing the respective XML configuration file. When you select this
type of topic in the Navigation pane, the Content Pane provides access to and information about the
configuration file and help texts. Two options for editing the configuration file are also provided:

1. Off-line editing: Links and controls are provided for downloading the current version of the
configuration file, and uploading the modified file back to the repository.

2. On-line editing: A basic text editor is provided that enables you to load the current version of the
configuration file, edit the XML on line in the portal, and commit the changes immediately.

Each of the available topics is documented in the Administrator's Guide. Reference information
about data fields, defaults, is provided in the Administration Reference.

The following topics are available in the Administration interface:

Table 2.1. Administration Topics

Topic Scope Description

Projects Repository Create and manage projects in
the repository

Project Project Settings for the currently open
project

Project Templates Repository Access to Project templates,
including download and upload

User Management Repository, project Manage users, permissions, and
user roles per project or system-
wide

Work Items Repository, Project, Project
group (limited)

Customize Work Item types,
fields, Interfaces, assignment,
workflow, project planning,
time management, voting

Testing Repository, Project Test management configuration
settings

Portal Repository, project Define Shortcuts
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Topic Scope Description

Reports Repository, project Configure report descriptors,
work Item metrics, and various
reports

Building Repository, project Define build artifacts (project
only) and descriptors, configure
Work Item reports

Wiki Repository, Project Configure defaults for exported
Wiki pages (header, footer, etc.)

Notifications Repository, project Configure how and when email
notifications are sent to users

Scheduler Repository Configure scheduled jobs
(builds, dashboard updates,
system cleanup, etc.)

Index and Cache Repository Index maintenance and cache
clearing tools

Index and Cache Repository, Project Check and refresh selected
Work Item indexes, and clear
system caches.

License Repository License assignment tools;
license usage information

Repositories Repository, Project Configuration of external
repositories
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Chapter 3. Managing Users &
Permissions
User Management in Polarion

The Administration interface provides access to all operations for managing Polarion user accounts
and permissions. An administrator with global (i.e. repository-wide) administration rights can
access all user accounts in the Polarion system. An administrator with project-scope administration
rights can access user accounts for users who are assigned to the project(s) for which he/she has
administrative rights.

The User Management topic in the Navigation panel provides access to the following user
management functions:

• User accounts

• User roles

• User time splitting (between projects)

• Permissions

• LDAP interfacing (auto-create users, mapping)

Users and Projects
When you are first beginning to use Polarion, the process of creating projects and user accounts may
see a bit like the old "chicken or the egg" question - which comes first?

When you create a new project, you have the possibility to specify a user as the project lead. But
if you haven't created user accounts yet, you'll need to come back to the project to specify this.
When you create a user account manually (i.e. not automatically via LDAP or user self-create
configuration), you have the possibility to specify what Project(s) the user has access to. If you
haven't yet defined any projects, you have to return to the user account to assign project(s) after
creating those in the system.

For a new Polarion system, you will probably create more user accounts than Projects initially,
so the most efficient approach is probably to define projects first and then create user accounts,
assigning each user to one or more projects in the process. Just remember to go back and specify a
project lead for each project.

Creating User Accounts
There are two ways to create user accounts in the Polarion system:

1. An Administrator creates accounts directly in Polarion

2. Accounts are automatically created when new users try to log in

This section will cover both options. These assume that the Subversion access file is the desired user
authentication method. It is also possible to have user accounts authenticated by and LDAP/Active
Directory server, and to auto-create Polarion accounts from LDAP data. For information on LDAP
interfacing, see Integrating Polarion Server with LDAP/Active Directory.

Keep in mind the following scenarios when deciding on your approach to user account creation:
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1. You have users on the LDAP server and want to synchronize them with Polarion.

Use the LDAP Synchronization feature. When the users are synchronized, they will not be able to
log in to Polarion until the administrator assigns them the role user.

2. Users already exist on the LDAP server and you have turned on and set up role assignments for
new users.

When a new user logs in to Polarion for the first time, a new user account in Polarion will be
created, and the default role(s) will be assigned.

3. You have enabled the Create Account form in the system configuration.

Users can create their own user account in Polarion before logging in for the first time. All
user credentials are written to the passwd file. The role(s) will be assigned according to the
properties in the system configuration for auto-creation of users.

Creating a New User Account
This section describes the procedure for creating a new user account directly in the Polarion user
interface.

You will need the following information at hand in order to create a new user account:

• The new user's name (e.g. "Jean Schmidt").

• The new user's e-mail address. Although not required to create a new account, if it is not specified
the user will not receive any notifications.

To create a new user account:

1. Log in to Polarion with administrator rights (global or project scope).

2. Enter the Administration interface.

3. If you want to create a new user for a specific project, open that project. Otherwise, select
Repository in the Open Project or Project Group dialog.

4. In the Navigation panel, select User Management : Users.

5. In the Users table, click the Create New User button. A form for entering new user account
information appears.

6. Enter information in the required fields (marked with a red asterisk) and any other information
you want to specify at this time.

7. Click the Create button to create the new user account.

Important

The Login Name field must be a unique value in the repository, and should not contain spaces.
Acceptable characters include upper and lower case letters, numbers, dash, underscore, period,
and the "at" sign (@).

New users must be assigned at least one Global role in the Global Roles section or they will not
be able to access any content in the portal.

Also note that login permission is only granted to users assigned a role of user. By default,
a new user is assigned the role everyone. If you do not also assign a role of user, either at
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the repository level, or in at least one project, the new user account will be disabled, and the
string [disabled] appears in red text in the user's account page when the new user account
is saved. (This applies to normal users. Administrator users do not need explicit permissions
assigned, as the administrator role grants them all permissions in the scope.)

Specifying a License for User Accounts

If multiple licenses are present on your Polarion server, the License Type field appears on the user
account form. The field provides a drop-down list of the licenses currently available. Select the
license to be used by the new user you are creating.

After pressing Save, the new user is added to users file (if the type is not the
defaultUserLicense type.

Enabling New Account Creation Form
Administrators may optionally configure a Polarion installation to enable new users to self-create
a new user account. When the system is so configured, the portal login page displays the following
link:

Figure 3.1. Explicit Account Creation

Portal login page may allow new users to explicitly create a new account

When users click the link, a form appears which enables the user to specify account credentials,
including user name, password, and email address for receiving notifications. When the form is
submitted, the login screen appears again and the user can log in with the new credentials.

In cases where more than one Polarion product license is present on the server, it is also possible to
configure which license type will be used by new users who self-create an account from the portal
login page.

Enabling the Create New Account Form

This configuration is performed in the system properties file polarion.properties (follow
link for location). To enable the new account form, feature set the enableCreateAccountForm
option to true. To specify the license for accounts created via the new account form,
use the licenseForNewUserAccount property (see comments in the properties file
for information about values). You can also specify the minimum length for passwords
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(minimalPasswordLength option) and role(s) for new users rolesForNewUserAccount
option).

Configuring User Auto-create
The Auto-create feature makes it possible for new users to create user accounts by simply logging in
to the portal. When Auto-create is enabled, then when a new user enters a user name and password
in the portal login screen, a Polarion user account is automatically created, provided that the
password supplied is valid for accessing the Subversion repository. The new user is also assigned
the role(s) configured for new auto-created users. It is recommended to configure the Auto-create
feature with at least a role that enables users to log in... the user role, for example.

To enable Auto-create:

1. Log in with administrator permissions for the repository. Enter Administration if you are not
already there after login.

2. In Navigation, expand User Management and select Auto-create

3. In the User Management > Auto-create page, check Enable Auto-create. The Global Roles list
appears. The user role is selected by default.

4. Specify the global (i.e. repository scope) role(s) for Polarion to automatically apply to all auto-
created user accounts. IMPORTANT: be sure you understand the roles and the permissions
they grant to users, and recommended best practice for role assignments. For information, see
Administration Reference: Default Roles and Permissions.

If more than one Polarion license type is present on your Polarion server, you may want to
configure the license to be assigned to new auto-created users. Specify the license in the
licenseForNewUserAccount property in the polarion.properties file. (Windows:
polarion/configuration/polarion.properties, Linux: %POLARION_HOME%/
etc/polarion.properties). See the comments for this property in the configuration file for
more information.

Note
For Auto-create, the user specified in the login parameter of the polarion.properties
file must have write access rights for the repository folders /.polarion/user-
management/users and /.polarion/security in Subversion. This is not configured
in default access file. You can configure it in Administration > User Management > Access
Management (topic available in Polarion ALM only), or in the SVN access file directly.

Enabling Users to Reset Password
You can configure Polarion to display a link on the Polarion portal login page that leads to some
page you have set up for users to reset their password. You need to set two system properties in the
polarion.properties system configuration file:

• com.polarion.ui.login.resetPasswordLinkURL - the URL of your password reset
page.

• com.polarion.ui.login.resetPasswordLinkLabel - Link text to display on the
portal login page.

See also: Advanced System Tuning [204].

Modifying Existing User Accounts
This section briefly covers several common modifications an administrator may be called upon to
make to user accounts.
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Accessing a User Account

To access an existing user account:

1. Log in to Polarion with administrator rights and enter the Administration interface.

2. In the Navigation panel, select User Management : Users to load the Users table in the Working
area.

3. In the table, select the user account you want to modify. Remember that use user account you
want may not be on the first page of the Users table of there are multiple pages. If necessary, use
the Search field to search for the user's name.

Editing a user account

After accessing the desired account, click the Edit button in the Detail Pane of the Working Area.
The following fields are modifiable:

• Full Name

• Email

• Password

Changing a User's Password

To change a user password:

1. Access the user account as described in  Accessing a User Account.

2. Open the account for editing using the Edit button.

3. Enter the new password in the New Password field.

4. Enter the new password again in the Re-enter Password field.

5. Exit the Re-enter Password field to make sure your two entries match and correct the fields if
they do not.

6. Click the Save button to change the user's password.

Note

For information about passwords and password characters, see Administration Reference:
Passwords.

Deleting Users
Repository administrators can delete a Polarion user provided that the user is not the Assignee of
any Work Items. This is the only check Polarion performs. If a deleted user is Author of any Work
Item(s), the ID of the deleted user appears italicized in the Author field of those items.

If Polarion is synchronized with LDAP, and a user is deleted in Polarion Administration, then the
user's LDAP account is not deleted. The user will not be able to log into Polarion anymore, but
can still to access the Subversion repository - via an external client, for example). Delete the user's
account on LDAP if the user should not have continued access to the repository.

To delete a user from the Polarion portal:

1. Log in with administrator permissions for the repository.
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2. Go to Global Administration (open Repository, or click Global Administration if you are in
project Administration).

3. In Navigation, expand User Management and select Users.

4. In the top portion of the Users page, select the user you wish to delete, either by browsing the list,
or using the Search field.

When the user is selected in the top portion of the page, the user's detail appears in the lower
portion of the page.

5. In the toolbar of the detail portion of the page, click the Delete button and respond to the
confirmation prompt.

If the button is disabled, it means the user has some Work Item(s) assigned and therefore cannot
be deleted..

Resolving Users Who Cannot Be Deleted

If you find a user cannot be deleted, you need to locate the Work Items assigned to him/her and
either unassign or reassign the items.

To resolve the issue of a non-deletable user :

1. Note the ID of the user you wish to delete. Then open the Repository. If you are in
Administration, click the link Return to Portal.

2. In Navigation, select Work Items.

3. In the Table view, enter the following query string into the Query Builder:

assignee.id:[USER_ID]

Where [USER_ID] is the ID of the user you wish to delete. This query will retrieve all the Work
Items in the repository for which the user is an Assignee.

4. For each item, either unassign the user or reassign the item to a different user. Use Bulk Edit to
select multiple Work Items and apply the change of Assignee to all selected items at once.

Run the above query again to be sure there are no Work Items remaining assigned to the user.

After completing the above steps, you can return to Repository Administration where you should
now be able to delete the user as described above.

Configuring User Roles
User roles control the portal content a user can access, and what level of access the user has to
project artifacts and data. For example, a someone assigned a project_developer role generally
can make changes to project artifacts, while someone with a project_user role would typically
have read-only access. What a user with a given role can access is controlled by the permissions
configuration. In Polarion, permissions are applied to roles, and roles are assigned to users.

User roles can be assigned in the repository scope, and in individual projects. Repository-scope
roles control permissions of users when they log in to the repository. Project-scope roles control
permissions of users when they log into a project.

User roles are configured in the User Management > Roles topic in the Administration
interface. The level of access for each defined role is configured in User Management >
Permissions Management. Configured roles can be assigned to users in either User Management >
Roles, or User Management > Users.
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Default Roles
Polarion comes pre-configured with several default user roles for different scopes. These are
documented in the Administration Reference: Default Roles and Permissions.

Managing Role Definitions
You can add or delete role definitions for the repository or a project. If you add a new role
definition, you will need to configure permissions for it in User Management: Permissions
Management (see Configuring User Permissions). If you assign a role to a user without defining
permissions for the role, the user assigned it will not be able to access anything in the repository.
Also, access rights for the Subversion repository should be adjusted for the new role in User
Management > Access Management (topic available in Polarion ALM only), or in the SVN access
file directly.

Adding a Role Definition

To add a new role definition:

1. Log in with administrator permissions for the scope in which you want to define the new role,
and enter Administration.

2. If adding a repository-scope role, select Repository in the Open dialog, otherwise, select the
project for which you want to add a new role definition.

3. In Navigation, expand User Management and select Roles. The Roles administration page
appears, listing the roles currently configured for the scope in which you are working.

4. In the page toolbar, click the Create New Role button.

A new role definition form appears in the lower half of the page.

5. I Enter a role identifier in the ID field. For example: project_tester. Don't use spaces in the
ID.

6. In the Users section of the page, select the user(s) to whom you want to assign the new role. (This
is optional - you can assign the role to users at a later time.)

7. Click the Create button to save the new role definition.

8. Open User Management > Permissions Management, click the By Role tab, and select the new
role you just created in the Role list.

9. Grant all the permissions you want users who are assigned the role to have, and click Save when
finished.

Deleting a Role Definition

To delete an existing role definition:

1. Log in with administrator permissions for the scope having the role definition you want to delete,
and enter the Administration interface.

2. In Navigation, expand User Management and select Roles.

3. On the Roles page, in the table listing currently configured role definitions, select the role
definition you want to delete.

4. IMPORTANT: In the role definition detail form (lower part of the page), check the list of users
who are assigned the role you are about to delete, and make sure these users have some other
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role assigned... at least the repository-scope user role, for example. After you delete the role
definition, any users who were assigned only that role and no other will not be able to access
anything in the portal.

When you are ready to proceed, click the Delete button and confirm the action when prompted.

Assigning Roles to Users
You can assign one or more roles to any user. A role definition must already exist in order for the
role to be assigned to users.

It is possible to assign a user multiple roles in a project, but this is not the recommended practice. In
particular, the roles project_admin, project_developer and project_user should be used exclusively,
adding only the project_assignable role if the user should appear in the list of users in the Assignee
field. In general, assign the role the provides the user all the permissions needed to perform his/her
tasks, and no more.

For example, by default the project_admin provides all the permissions of project_developer and
project_user, so you do not need to assign those roles in addition to project_admin.

TIP

You can easily check what permissions are granted by a role assignment. Select the role name
on the By Role tab in Administration: User Management: Permissions Management (click
Expand All).

To assign a role to one or more users:

1. Log in with administrator permissions for the scope in which you want to make role assignments,
and enter Administration.

2. Use the Open Project or Project Group dialog to select Repository, or a project.

3. In the Navigation panel, select User Management : Roles.

4. In the Roles table, select the role you want to assign to users.

5. In the Users table (lower half of the page), click Edit.

6. In the Name column of the Users table, select a user in the drop-down list. The selected user will
be assigned the selected role.

7. To assign more users to this role, click the  icon in the Actions column, and select another user
in the Name list in the new table row.

8. When you have added all the users you want to assign the role, click the Save button to complete
the assignment(s).

The Assignable Role

Users must have a role of assignable and/or project_assignable in order to have Work
Items assigned to them.

If users report that they are missing in Assignee lists, an administrator should make sure such users
are assigned the assignable role in the appropriate scope.

The user Role

By default, permission to log in to the portal is granted to users having a role of user. If a user
cannot log in, check the assigned roles and make sure a repository-scope role of user is assigned.
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When a new user account is created, this role is not automatically assigned. You can tell if the user
does not have this role if the user account page shows [disabled] in red text. See also: Creating
User Accounts.

Synchronizing Roles with Repository

The Roles page of Administration provides the Synchronize SVN Access File button on the page
toolbar. The button updates the access file of the Subversion repository, synchronizing it with
the Polarion configuration of role definitions and user role assignments. (Only the first part of
the access file is affected, not the directory rules in the second part). It ensures that access file
contains group for every Polarion role and that group membership is in sync with Polarion role
assignment.

Generally, an administrator should only need to run this synchronization if there is some problem
with people having a role assigned finding the cannot access repository resources as expected. This
can result from external editing of the access file, or manually changing the user-roles.xml
configuration file in Polarion repository. In either of these cases, it is advisable to run Synchronize
SVN Access File after the manual file modification.

Configuring User Permissions
Permissions are an important security issue. You should plan to spend some time with this topic so
that you can be sure to configure permissions appropriately.

Permissions can be configured globally for each repository, and for each project. Projects inherit
permissions from the repository scope, and changes to the project settings override the same settings
in the repository scope.

Permissions are tied to roles rather than to users. Users are assigned one or more roles and these
govern what they have permission to access and do. Therefore, you should configure roles before
you configure permissions.

Important

Granting permissions for Polarion does not automatically grant repository permissions.
Permission to create projects, edit projects or modify administration in Polarion does not
open the required repository access for those actions. You need to make sure your Subversion
access permissions are configured so that Polarion permissions do not conflict with repository
access permissions. For information, see the Administrator's Guide topic Repository Access
Management.

To access the permissions configuration:

1. Log in with administrator permissions for the scope you want to configure (repository or project).

2. If you are not in Administration when you log in, enter the Administration interface (via the
Administration link in the tool view of Navigation).

3. Open the repository or project you wish to configure (see User Guide: Accessing Projects).

4. In Navigation, expand User Management and select Permissions Management. The Permissions
Management page loads.

You can configure permissions either by individual permission, or by role. Select the tab for the
configuration approach you want to use (see next sections for details).

When reviewing and editing permissions, keep in mind the color scheme from the following figure:
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Figure 3.2. Permissions Color Scheme

Color scheme indicates if permissions are inherited or explicit

By Permission Tab
The By Permission tab enables you to:

• View the categories of Permissions, and access individual Permissions within each category.
Categories represent areas of the system for which access is controlled by permissions: projects,
Documents, or Work Items, for example.

• View all of the roles to which a selected Permission is granted.

• Grant or revoke the selected Permission from one or more roles.

The top half of the page presents a tree of Permissions, organized into categories. Expand the
category nodes to see the individual Permissions. For example, the Work Items category contains
Permissions applicable to Work Items... permission to view, permission to modify, etc.

When you select a Permission, the lower half of the screen displays the Applicable Roles table. This
table lists the roles to which the selected Permission may be granted, and shows which roles have
actually been granted the selected Permission (by a check mark in the Granted column. For example,
if you select Permission to READ under Work Items, you can quickly see which roles have been
granted this permission.

To grant or revoke permission:

1. Select the Permission in the By Permissions tree.

2. In the toolbar of the permissions editor pane (lower half of the page), click the Edit button. The
table is now editable.

3. To grant the selected Permission to a role, check the box next to the role name in the Granted
column.

To revoke the selected permission from a role to which it is currently granted, clear the check box
next to the role name in the Granted column.

4. Click Save to update permissions, or Cancel to abandon your changes.

By Role Tab
The By Role tab enables you to:
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• Select a role and view the Permissions currently granted to it.

• Grant or revoke Permissions for the selected role.

The By Role page presents a tree of Permissions, organized into categories. Expand the category
nodes to see the individual Permissions. For example, the Work Items category contains Permissions
applicable to Work Items... permission to view, permission to modify, etc. The Permissions show
the granted/not granted status for the role currently selected in the Roles list. That list displays the
roles configured for the current scope (repository or project) in Administration: User Management:
Roles.

To view the Permissions currently granted to a role:

1. Select the role in the Roles list.

2. Expand categories to see the Permissions. If the check box for a Permission is checked, that
Permission is currently granted for the selected role.

To grant additional Permissions to the selected role, simply check the box next to any Permission
when the desired role is selected in Roles. To revoke a Permission, clear the applicable check box.

Defining Permissions for Artifact Sets

You may sometimes need to control permissions explicitly for certain specific artifacts or some
attribute thereof, such as fields of Work Items. For example, a project might require explicit
permissions control on some specific Work Items or Documents, which is more restrictive than
the general permissions for these artifact types. You can accomplish this more granular level of
permissions control with the per-dataset permissions management feature, which enables you to
create "Custom Sets" of permissions applied to an explicit set of artifacts.

You can create Custom Sets for:

• Work Items

• Documents

• Pages

• Classic Wiki Pages

• Plans

• Test Runs

A Custom Set is for one artifact type only. That is, you cannot have a Custom Set that controls
permissions for some Wiki pages and some Documents. Each Custom Set controls permissions for
a set of artifacts that match a query, which you specify when creating the Custom Set. For example,
suppose you have permissions defined for Documents in general, but a project contains some
Documents that are typed as "Customer Requirements", and management wants more restricted
access for these than for Documents in general. You can create a Custom Set containing a query
that retrieves these types of Documents as a set, and then define permissions for that set which will
override the less restrictive permissions on Documents in general.

When you create a Custom Set, it appears in the relevant artifact category when you expand it in
the permissions editor. For example, if you create a Custom Set for Documents named "Customer
Requirements Documents", it will appear when you expand the Documents category in either of
the tabs. Another entry, "Other Documents" will be automatically created, which contains the pre-
existing permissions for Documents.
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Figure 3.3. Custom Set

Custom Set for Documents. Existing permissions moved to "Other Documents".

Custom Sets can be created both in the Global configuration and per-project. Global Custom Sets
are used in projects if the project does not define any Custom Set. If a project defines at least one
Custom Set, then no Global Custom Sets are used in the project. If you create a new Custom Set in
a project where a Global Custom Set was used before, the update saves both Custom Sets: the new
one plus a copy of the global one. A globally defined Custom Set cannot be edited in the project
scope.

If an artifact matches the query in more than one Custom Set in a given scope, then its permissions
are controlled by the first Custom Set in the permissions category for its artifact type. For example,
if a Document matches the query in "Custom Set 1" and "Custom Set 3" in the Documents category,
its permissions will be controlled by "Custom Set 1".

When querying a Custom Set, it is possible to use query expanders (that is, query elements
such as SQL, linkedWorkItems, PLAN, TEST_RECORDS that are decomposed to list of IDs
in the background) in queries. When using these, care must be taken that user has the necessary
permissions for all data accessed by the query. It is also possible to use the variable $[user.id]
in a Custom Set query. However, for simple cases of assignee and author, it is recommended
to use dynamic roles (author and assignee for Work Items, document_author for Documents,
comment_author for Comments and Document Comments, and lead for Project).

Creating a Custom Set

To create a new Custom Set:

1. Open the project you want to configure and enter Administration.

2. In Navigation, expand User Management and select Permissions Management.

3. Select the By Permission tab if it is not the current tab.
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4. Click the Custom Set button (see figure in previous section), and select an artifact type from the
drop-down menu.

5. In the Add Work Items Custom Set dialog, enter a name for the new Custom Set in the Title
field. Then enter the Lucene syntax for a query that will retrieve the artifacts to be regulated by
this Custom Set (see Query Tip, below).

6. Click the Create button to finish the operation and create the new Custom Set.

You can now expand the new Custom Set and set permissions in the same way you set permissions
for the artifact type, as described earlier in this chapter. Only items that match the query will be
affected.

QUERY TIP: You need to be sure the query you enter will access all the items that should have
their permissions regulated by the Custom Set. One way to ensure this is to go to the Work Items
topic in the project and use the Query Builder in the Table view to construct the query. You can
browse the results and fine-tune the query as needed. Once you are sure you have the correct set of
artifacts, you can click the drop-down icon on the Query Builder and select Convert to Text. You
can then copy the text of the query to your clipboard, and paste it to the Query field of your Custom
Set.

Managing Custom Sets

When you select a Custom Set, its properties are available in the lower pane of the Permissions
Management page. Here you can:

• Edit the name of the Custom Set.

• Modify the query string for the Custom Set.

• Move the Custom Set up or down in the list of Custom Sets for the artifact type. This is only
available if more than one Custom Set exists for the type. (Position in the list can be important. If
an item matches the query of more than one Custom Set, its permissions will be controlled by the
first Custom Set in the list.)

• Delete the current Custom Set. After deletion, the permissions of items revert to the general
permissions defined for the artifact type in the relevant scope.

Setting Permissions for Work Item Fields
Administrators can configure the READ and MODIFY permission for most Work Item fields to
grant or deny read and/or modify permissions to different user roles. For example, if local laws
prohibit employers from revealing how much time an employee has worked to other employees, an
administrator can deny read permission for the Time Spent field to appropriate user roles.

Work Item field permissions are located in: Administration: User Management > Permissions
Management: Work Items > Fields. As with other permissions, you can access the specific
permission via a listing of the permissions (By Permission tab) or by selection of a user role (By
Role tab).

Note that denying permission to READ also denies permission to MODIFY. Keep in mind that
denying one or both these permissions may impact users' ability to perform such tasks as creating
new Work Items, reusing Work Items, and importing Work Items. See notes in the following
sections for more specific information.

Field READ Permission

When configuring Work Item field permissions, keep in mind the following points:

• If fields severity, priority and any other fields required for creating new Work Items are read-
denied due to the permissions configuration, then affected users cannot duplicate or move Work
Items or reuse Documents containing Work Items.
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• If read permission is denied for the Attachments field, then user will not be able to see images, or
add them to rich text fields, as these are treated as attachments to Work Items.

• In the LivePlan, if a user has only items in which READ permission is denied in one of the fields
listed in the plan, then no items for that user will appear in the LivePlan.

• For import/export and round-trip operations:

• The value of READ-denied Work Item fields are not shown in exported files when a user who
is denied the permission exports the item(s).

• If a user re-importing a round-trip document is denied READ permission for any field(s), the
READ-denied fields are ignored by the round-trip importer.

• IMPORTANT: If a user who is denied READ permission for some fields exports Work Items
for round-trip, and round-trip re-import is subsequently performed by an different user who is
not denied READ permission (admin user, for example), then all changed field values in the re-
imported file are imported and replace the respective current values in the portal.

• If any import/export operation cannot be completed because a user is denied some field-level
READ permission, the operation will fail with a message citing limited permissions as the
reason.

For a listing of Work Item fields having the READ permission, see the Administration Reference
topic Fields With READ Permission.

Important Permissions Ramifications
It is important for administrators configuring permissions to understand several ramifications and
potential user impacts that may not be readily apparent.

• To be able to modify Work Items in a Document, users must be granted:

• Permission to MODIFY fields Description and Title.

• Permission to MODIFY CONTENT for Documents (including Documents in a Document
Custom Set).

• If Test Steps are displayed in a Document and they are not editable, but Title and Description
fields are editable, then user can modify Work Items in the Document, but not the Test Steps
field.

• If permission to READ is denied for the Attachments field of Work Items, then images in the
Description field and other rich text fields will not be visible to affected users, as images are
attached to Work Items.

Configuring User Time-splitting

In some cases, users may regularly split their working time between two or more projects (i.e. time
sharing). The Live Plan project planning engine can account for this and factor such splits into
the live project plan, provided the user's split time between projects is configured in his/her user
account. This section explains how to configure user time splitting between projects.

Accessing the Time-split Configuration
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To access a user's time-splitting configuration:

1. While in the Administration interface, select Repository, or any project in the Open Project or
Project Group dialog.

2. In the Navigation panel, expand User Management and select Users. The table of users for the
selection appears in the top pane of the Content Pane.

3. Scroll or use Search to locate the user whose time is to be split between projects, and select the
relevant row in the table. The user's detail appears in the lower part of the Content Pane.

In the table, the Time-split Assignments column displays the current split time assignments, if
any, for the selected user.

4. Click the Edit button in the user detail pane to place the user detail form in edit mode.

5. Scroll down, if necessary, and locate the Time-split Assignments section. This is where you
assign the percentage of the user's time for each project.

Assigning Split Work Time
Each row in the Time-split Assignments section lists a project for which the currently selected user
has Work Items assigned. (You cannot split a user's work time into a project for which the user has
no assigned Work Items.) You use the % of Total Time column to assign of percentage of the user's
total working time to two or more projects.

Important

The values you enter in % of Total Time must be integer values (and you do not need to enter
the % sign). For example: 25 is a valid entry, while 33.3 is invalid and will result in an error
message when you save changes.

It is not possible to save the configuration if the sum of all time-split assignments is more than
100.

The configuration splits the user's total working time between the different projects. That time
is a combination of the Global Working Calendar configuration and the selected user's Personal
Working Calendar configuration.

Effect on Live Plan
When a user has working time shared between two or more projects, this is reflected in the Live
Plan chart. In the Repository and Project Group scope, the chart shows additional lines for a user
with time splitting configured, if there are Work Items assigned to user in the configured projects.
The lines are labeled by the user name followed by the configured percent in parenthesis. For
example: Jan Almsman (20%). If the sum of configured time-split assignments is less than 100,
then an extra line is shown for the remaining percentage if there are Work Items assigned to user in
other projects for which for which no time-split assignment is specified in the configuration. The
estimate of the Work Items for planning is multiplied by the ratio of the configured percentage. (So
20% means then the estimate is multiplied by 5.)

In the project scope, one line for the user is shown if there are items assigned to this user and there
is some percent of time-split configured. If the total time splitting configured for specified projects
is 100, and there are unresolved items assigned to the user in other projects, those items are not
planned, nor are they displayed in Live Plan, and the warning is logged.

Planning of the Work Items from the different "rows" in the Live Plan which belong to the same
user is independent (i.e., planning engine does not compare priorities etc.) except for items with a
"depends on" link.
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Integrating Polarion Server with LDAP/Active Directory
LDAP can be used to verify user credentials (instead of a password file in a stand-alone setup). The
access file is used to define the user groups and access rights to individual repository locations.
User accounts can be either manually created in Polarion (with user names corresponding to LDAP)
or auto-created by Polarion based on existing LDAP users. (All necessary software for LDAP
- including Apache modules - is bundled with the Polarion Windows installation.) This section
explains the basics of integrating LDAP/Active Directory with the Polarion server.

User credentials can be authenticated against the Subversion password file or against an LDAP
server. The default configuration supports both local and LDAP users.

Important

If you want to introduce LDAP-only authentication in an existing Polarion installation where
existing users are currently authenticated against a password file, it is necessary to delete the
users from the password file and have them re-authenticate via LDAP. This is necessary only
if you want to replace password file authentication with LDAP authentication. (It is possible to
configure Polarion to use either method.)

In a new installation, users are authorized using the Subversion integrated policy access functions
(directives AuthzSVNAccessFile and AuthUserFile in the polarionSVN.conf file). If
you have LDAP infrastructure, you can make Polarion authorize users against the LDAP database.
Information on performing this configuration, together with some examples, is provided in the
polarionSVN.conf configuration file. The file is located at: [POLARION_HOME]\bundled
\apache\conf\extra\polarionSVN.conf (Windows), OR /etc/apache2/conf.d/
polarionSVN.conf or /etc/httpd/conf.d/polarionSVN.conf (Linux, depending
on distro). After modifying the configuration file, the Apache server must be restarted to reflect the
changes. For more information about the Apache LDAP modules and their capabilities, visit these
web pages:

• http://httpd.apache.org/docs/2.2/mod/mod_authnz_ldap.html

• http://httpd.apache.org/docs/2.2/mod/mod_ldap.html

Authentication Failover
The possibility for authentication failover or fall-back is provided by Apache HTTP server.
For example, Apache can be configured to switch to LDAP authentication if a user login is not
matched in the passwd file, and to fall back to a secondary LDAP server if the primary server
is offline. Information on this configuration is provided in Apache documentation (see  http://
httpd.apache.org/docs/2.2/mod/mod_authnz_ldap.html#authldapurl  [http://httpd.apache.org/
docs/2.2/mod/mod_authnz_ldap.html#authldapurl]). Pay particular attention to the host:port
setting.

From the Apache documentation:

"The name/port of the ldap server (defaults to localhost:389 for ldap, and localhost:636 for
ldaps). To specify multiple, redundant LDAP servers, just list all servers, separated by spaces.
mod_authnz_ldap will try connecting to each server in turn, until it makes a successful connection".

"Once a connection has been made to a server, that connection remains active for the life of the
httpd process, or until the LDAP server goes down".

"If the LDAP server goes down and breaks an existing connection, mod_authnz_ldap will attempt to
re-connect, starting with the primary server, and trying each redundant server in turn. Note that this
is different than a true round-robin search".

http://httpd.apache.org/docs/2.2/mod/mod_authnz_ldap.html
http://httpd.apache.org/docs/2.2/mod/mod_ldap.html
http://httpd.apache.org/docs/2.2/mod/mod_authnz_ldap.html#authldapurl
http://httpd.apache.org/docs/2.2/mod/mod_authnz_ldap.html#authldapurl
http://httpd.apache.org/docs/2.2/mod/mod_authnz_ldap.html#authldapurl
http://httpd.apache.org/docs/2.2/mod/mod_authnz_ldap.html#authldapurl
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Configuring Polarion for LDAP User Synchronization
If you just want to have Subversion (and Polarion) authenticate user credentials against LDAP
instead of a password file then you can skip this section. However, if you want to configure
Polarion to auto-create users from LDAP (as described in Configuring Auto-creation of Users) or
to synchronize the users defined in LDAP with Polarion users (as described in Synchronization of
Polarion users with LDAP), then you need to configure Polarion as well.

The LDAP Synchronization page of Administration enables you to activate LDAP synchronization
and configure Polarion to work with your LDAP server. When LDAP is enabled and configured,
you can also explicitly invoke synchronization from this page.

To access the configuration page:

1. Log in with administrator permissions for the repository. If you have a clustered mult-server
environment, you need these permissions for the repository of any server instance you want to
configure for LDAP synchronization.

2. Open the repository (see User Guide: Accessing Projects).

3. In Navigation, Expand User Management and select LDAP Synchronization.

Editing the Configuration

The LDAP Synchronization page has 2 sections. The settings for configuring Polarion to work with
your LDAP server are in the second section. The settings are disabled until you check the Enable
LDAP Synchronization box.

The rest of the settings are information about the LDAP server... the host URL, etc. If you are
not the administrator for your organizations LDAP server, you may need to consult with that
administrator to obtain the information needed for these settings. Help text explaining the purpose of
each of the settings is embedded in the LDAP Synchronization page.

Explicitly Invoking Synchronization

After configuring Polarion to work with your LDAP server, you can explicitly invoke
synchronization. The LDAP Synchronization page has 2 sections. The controls for explicit
synchronization are at the top of the page. There are 2 options for synchronization:

•  Create New Users: When checked, the synchronization operation will create new Polarion user
accounts for new LDAP-registered users added since the last synchronization operation. The
LDAP configuration specifies parameters controlling which groups, etc. are included in the
operation.

• Update Existing Users: When checked, the Polarion accounts of existing users will be updated
with any changes for the same users on the LDAP server. For example, if a user's email address
has changed in the user's LDAP record, the user's Polarion account will be updated with the new
address during the synchronization.

After selection the desired option(s), invoke the synchronization using the Synchronize button,
which is enabled when any of the options are checked.

Configuring the Default License

If more than one Polarion license type is present on your Polarion server, you may
want to configure the license to be assigned to new users. Specify the license in the
licenseForNewUserAccount property in the polarion.properties file. (Windows:
polarion/configuration/polarion.properties, Linux: %POLARION_HOME%/
etc/polarion.properties). See the comments for this property in the configuration file for
more information.
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Configuring the Default User Role(s)

New users created via LDAP synchronization are assigned a default Polarion user role according to
the setting in the system property rolesForNewUserAccount. The default role is user, which
has minimal permissions and allows a new user to log in. You can decide to specify a different
default role, or multiple default roles. Comments for this property in the system configuration file
polarion.properties provide details about how to set the value.

The polarion.properties file resides on the server's file system (see System Properties File
Location). You can open and edit it using a text editor application.

Synchronization of Polarion Users with LDAP
When LDAP authentication is set up you cannot create new users using Polarion. You should create
new users in the LDAP server and then synchronize the Polarion user scheme with LDAP. However
you can use the user synchronization action regardless of what Subversion authentication type is
used; it is just required that the synchronization is enabled and properly configured (as described in
Configuring Polarion for LDAP User Synchronization).

To invoke the synchronization process navigate to Administration > User Management > LDAP
synchronization and click the Synchronization button. This takes you to the Users synchronization
page. Click the Synchronize button to synchronize users from the configured LDAP server to the
Polarion user scheme. If you click on the Update existing button, then not only new users will be
inserted into the Polarion user scheme, but existing users fields will be updated as well, and existing
Polarion user data will be overwritten by LDAP data. The list of user fields taken from the LDAP
server is specified in theldap-config.xml configuration file. Polarion displays the result of the
synchronization: the number of new, updated and existing users.

The Auto-create feature is independent of use of an LDAP server - it can be used with ordinary
Subversion authentication as well. However if LDAP user synchronization is enabled (see
Configuring Polarion for LDAP User Synchronization), then the newly created user is synchronized
with information provided by the LDAP server.

To access the auto-create configuration file:

1. While the Administration interface open the Repository scope (click Open),

2. In the Navigation panel, select User Management : Auto-create.

3. Use the link in the Configuration section (Content Pane) to download a local copy of the
autocreate-config.xml file.

The autocreate-config.xml file contains the tag <autocreate-config> which has an element
<enabled>. The default value in this element is false. To enable Auto-create, replace this value
with true. You may also want to adjust the list of roles that should be assigned to auto-created
users in element <globalRoles>. Then use the controls in the Upload New Global Configuration
section to upload the modified configuration file back to the repository.

Network-authenticated Users (SSO)
Polarion supports single sign-on (SSO) for users authenticated on the network. For information,
please see Administrator's Guide: Advanced Administration: Configuring Single Sign-on (SSO).

Configuring the User Accounts Vault
Some Polarion features need to have a user name and a password specified in the configuration
in order for the feature to work properly. For example, a scheduled job that imports automated
test results needs credentials of a user on whose behalf it creates the Test Cases and Test Runs.
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For security reasons, administrators may not want certain user credentials stored in the underlying
configuration file in the file system.

The User Accounts Vault provides a secure way to store user credentials, and enables administrators
to reference them in a secure way in configurations. For each user account that needs to have its
credentials specified in configurations, you create a Key and associate the user name and password
with it. Then in configurations, instead of supplying the concrete user name and password, you
supply the Key value from the User Account Vault. Polarion automatically resolves Key references
when necessary.

The User Account Vault can be configured in the global (Repository) scope only. To access the
configuration:

1. Log in with administrator permissions for the repository.

2. Open the Repository and enter Administration.

3. Expand User Management and select User Account Vault

The User Account Vault page presents a table of currently configured Keys. You can add new Keys,
edit existing Keys (e.g. change the password), or delete existing Keys. Before deleting any Key, be
sure it is not used in any configuration, especially in scheduled jobs, which will fail if a nonexistent
Key is specified in the job configuration.

TIP

It is not recommended to create Keys for credentials people who use Polarion. Rather, keys
should refer to special user accounts created for automated data access.

For example there is a user "polarion" which is the system user. This user needs to be specified
for jobs like the one cited above for test result imports. You should create a Key for this user in
the vault and specify that Key in all configurations requiring system user credentials, rather than
the actual user name and password.
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Chapter 4. Creating & Managing
Projects
Project Administration

This chapter covers administrative issues related to projects: creating, activating, deactivating, etc.
For topics covering working with Projects once created, consult the User Guide.

Creating a New Project

 [http://www.polarion.com/video/tutorials/projects1/?
utm_source=polarioncom&utm_medium=banner&utm_campaign=documentation]

Creating new projects requires global Administrator permissions. There are 2 basic scenarios for
creating a project:

• Create a completely new project from a Project Template. This creates a new folder in the
repository as the project root.

• Mark an existing repository folder as a project. In this way you can begin managing existing
sources and other content with Polarion.

Creating a New Project from a Template
Procedures for this are covered in the User Guide topic: Creating a New Project From a Template.

TIP

If you are in Administration, open the default repository, then in Navigation select Projects, and
use the New Project button on the Projects page of Administration to launch the new project
dialog. The rest of the process is the same as described in the User Guide.

Marking an Existing Repository Folder as a Project

 [http://www.polarion.com/video/tutorials/projects2/?
utm_source=polarioncom&utm_medium=banner&utm_campaign=documentation]

If you have an existing folder structure in your Subversion repository that you want to start
managing with Polarion, you can do so by specifying the root folder and telling Polarion to "mark"
it as a Polarion project.

To create a new Project from an existing repository folder tree:

1. Log into Polarion and click the Administration link in the tool view of Navigation. Recall that
you must have global Administrator permissions to access the Administration interface.)

2. In the Open Project or Project Group dialog, click Repository.
3. In the Navigation pane, select the Projects topic. A table of currently defined Projects loads in the

Content Pane.
4. Click the Mark Project button located on the toolbar above the table of projects.

The new project wizard appears titled Mark existing location as Project.

http://www.polarion.com/video/tutorials/projects1/?utm_source=polarioncom&utm_medium=banner&utm_campaign=documentation
http://www.polarion.com/video/tutorials/projects1/?utm_source=polarioncom&utm_medium=banner&utm_campaign=documentation
http://www.polarion.com/video/tutorials/projects1/?utm_source=polarioncom&utm_medium=banner&utm_campaign=documentation
http://www.polarion.com/video/tutorials/projects2/?utm_source=polarioncom&utm_medium=banner&utm_campaign=documentation
http://www.polarion.com/video/tutorials/projects2/?utm_source=polarioncom&utm_medium=banner&utm_campaign=documentation
http://www.polarion.com/video/tutorials/projects2/?utm_source=polarioncom&utm_medium=banner&utm_campaign=documentation
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Figure 4.1. Folder as New Project

New project specification: specify the existing folder to mark as Project
5. The repository root URL appears beneath the Location field. In the edit box, type the repository

path to the folder you want to mark as being a Project folder. Use forward slashes (/) to separate
subfolders.

Alternatively, you can click the icon next to the edit field and use the SVN Picker dialog to
browse the repository and select the folder that is to be marked as the new project root folder.

6. After selecting an existing SVN folder as a project root, you can proceed with the rest of the
wizard steps to create and configure the new project. For information on the steps see User
Reference: Create New Project Dialog.

Modifying Existing Project Properties
You may sometimes need to review existing projects and make changes to a project's properties.
For example, if a project is no longer active, you may want to set its status to Inactive. Or if
your organization utilizes Work Records, you may need to periodically set a date for locking Work
Records created in a project.

Accessing the Projects Table

In the Administration interface, you can easily access a table listing all the Projects in Polarion's
Subversion repository. You can select any Project in this table to see its properties, and you can
modify those properties for which modification is allowed.

To access the Projects table:

1. Click on the Repository node of the Open Project or Project Group dialog.

2. In the Navigation pane and click theProjects node.

Table is empty if there are no projects in the repository.
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Modifying Project Details
When you select a Project in the Projects table, its details appear in read-only mode in the lower
pane of the Content Pane. You can edit all detail fields except ID and SVN URL (Subversion
repository URL) after clicking the Edit button in the editor pane toolbar.

Adding and Removing Projects from Polarion
Management

 [http://www.polarion.com/video/tutorials/projects2/?
utm_source=polarioncom&utm_medium=banner&utm_campaign=documentation]

You can have projects in your repository that are not currently managed by Polarion: projects not
currently under active development, for example. Removing such projects from management by
Polarion does not remove any artifacts from the repository. If you want to restore a removed project
(if development resumes, for example), you can do so.

Removing a Project
To remove a Project from Polarion management:

1. Log in to Polarion with global administrator permissions

2. In the Open Project or Project Group dialog, select the Repository node.

(See User Guide: Accessing Projects.)

3. In the Navigation pane, select Projects.

The Projects table appears in the Projects page listing all projects currently being managed with
Polarion.

4. In the Projects table, select the Project you want to stop managing with Polarion.

5. Click the Unmark and respond affirmatively to the confirmation prompt. This will stop the
project from appearing in the portal, but files remain in the repository.

Alternatively, you can click the Delete button which will remove the project from the portal and
delete the files from the repository.

Moving Projects
There may be time when you want to move the location of a project within the repository. For
example, the project might be finished, and you want to archive it and keep it out of the list of
projects still in progress.

Polarion provides the possibility to move projects to another location in the repository. Moving
preserves the project history. There are a couple of caveats to keep in mind when moving projects
for any reason:

• The target location must not have been occupied by any other project in the past.

• Future new projects cannot reuse the project ID of any previously existing project in the
repository, even if the location has been unmarked as a project.

To move a project to a different location:

1. Log in to Polarion with global administrator permissions

http://www.polarion.com/video/tutorials/projects2/?utm_source=polarioncom&utm_medium=banner&utm_campaign=documentation
http://www.polarion.com/video/tutorials/projects2/?utm_source=polarioncom&utm_medium=banner&utm_campaign=documentation
http://www.polarion.com/video/tutorials/projects2/?utm_source=polarioncom&utm_medium=banner&utm_campaign=documentation
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2. In the Open Project or Project Group dialog, select the Repository node. (See User Guide:
Accessing Projects.)

3. In the Navigation pane, select Projects.

The Projects table appears in the Projects page listing all projects currently being managed with
Polarion.

4. In the Projects table, select the Project you want to move.

5. Click the Move. The Move existing project to new location dialog appears.

6. In the Location field, enter the target location. You can click the icon next to the field to launch
the SVN Picker dialog and use it to navigate to and select the target location where you want the
project to be moved.

7. Click Next to begin the move operation. The Moving screen appears showing a progress
indicator, and a message appears when the move is finished.

Important Note
• The settings for the project in the Subversion access file are not updated by the process. You

will need to be sure to change these manually.

• The project will be unavailable to users during the move. If the project is large, the move
could take several minutes. It is advisable to alert users about the move ahead of time.

Customizing Project Templates
Projects are based on a project template which provides configuration settings and/or content
targeted a some specific needs or requirements. Each Polarion product comes with one or more
project templates from which administrators instantiate new projects. However, you can create
additional templates using the default templates as a starting point. This section provides some
necessary background and explains the basic process of creating a custom project template.

TIP
You can find more project templates on Polarion Software's extensions portal at http://
extensions.polarion.com. You can create customized project templates based on these as well.

Why Create Project Templates?
Like other kinds of templates you are familiar with, project templates help save time creating
and configuring projects that are fundamentally the same. A template makes sense whenever it is
beneficial to have some pre-defined configurations and/or content that can be reused for multiple
new projects. For example, you might create a project template to be used for all new projects
created for a specific team in which all project users and user roles are already defined in the
template. Or you might create projects that already contain base requirements which are then added
to in individual projects.

What's in a Project Template?
A project template can contain any content that a project can contain. Here are some common things
it could make sense to include:

• Project repository structure (for example, trunk/branches/tags)

• Project-level configuration: custom fields, categories, enumerations including Work Item types,
workflows, notifications scheme, wiki pages, Documents, even user project roles if specific users
should be assigned the same roles in all instantiated projects.

http://extensions.polarion.com
http://extensions.polarion.com
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• Any general resources or their templates. For example, additional empty folders, outlines and/or
structures of Documents or wiki pages, etc. It is also possible to include Work Items in a project
template, but that could potentially cause problems with conflicting IDs as a template gets used
for creating multiple projects.

Legacy Project Templates
Prior to version 3.3.0 of the Polarion platform, default project templates shipped with Polarion were
located in /.polarion/projects/templates/ in the repository, and all subdirectories in
this location were considered as individual project templates. As of version 3.3.0, Polarion project
templates are part of the binary distribution as plugins. Any custom project templates you may have
created in prior versions remain in the repository in the same location and users can still instantiate
projects based on them. If you want to create new project templates based on these, however, it is
recommended to port them to the newer template implementation.

Accessing Project Templates
The Administration interface provides access to the project template(s) available with the license(s)
for your Polarion portal. The administration page is available in the repository scope only. Via the
administration page you can:

• View the Polarion project templates available on your system, and any custom project templates
that have been developed and committed to the repository. You can filter the view to include all
available templates, only Polarion Templates, only or Custom Templates. The Polarion Templates
link lets you view the Project Templates page on Polarion's extensions portal (in a new browser
instance).

• View the properties of any project template, including the ID, name, description, and license(s)
required for use.

• Create a duplicate of any project template listed on the page (either Polarion Templates or Custom
Templates).

• Download a selected project template to your local drive for customization.

• Upload a customized project template to the repository, making a new template available under
Custom Templates.

To access Project Templates administration:

1. Log in with administrator permissions for the repository and enter the Administration interface
using the Administration link in the tool view of Navigation.

2. Open the repository in which you want to access project templates (see User Guide: Accessing
Projects).

3. In Navigation, select Project Templates.

Viewing Template Properties
You can view the properties of any project in the Project Templates administration page. This is
useful if you are planning to create custom templates because each project template in the system
must have a unique ID. By viewing properties of existing project templates, you can ensure that you
do not give any custom project template a duplicate ID.

To view project template properties:

1. Access the Project Templates page in Administration.

2. Select a project template on the Project Templates administration page.
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3. In the page toolbar, click the Properties button. The Project Template Properties dialog appears,
which displays the template ID as well as other properties.

Duplicating a Project Template
You can easily create a duplicate of any existing project template. This is one approach to creating
a customized version of an existing template: create a duplicate, then download and customize the
duplicate.

To duplicate a project template:

1. Access the Project Templates page in Administration.

2. On the Project Templates administration page, select the project template you want to duplicate.
After selecting, check the properties and note the template's ID.

3. On the page toolbar, click the Duplicate button. The Duplicate Project Template dialog appears.

4. Enter a value in the ID field. Note that the ID must be unique among all project template IDs.
If you enter a value that already exists as the ID for another project template, the duplication
operation will fail with an error message.

5. Enter a value in the Name field and click OK. A new icon for the new duplicate appears in the
Custom Templates section of the page.

Immediately after duplication, the duplicate project template appears in the New Project wizard can
be used by any administrator to instantiate new projects. Of course, it will provided exactly the same
configuration and content as the original template until it has been customized and committed back
to the repository. Assuming you are creating a duplicate project template preparatory to customizing
it, you should make sure all administrators know not to use the duplicate project template until
customization is complete.

Downloading a Project Template
To create a customized version of a project template, you need to download it to your local
computer, modify it, and upload the modified version to the portal. You can download any template
on the Project Templates administration page.

To download a project template for customization:

1. Access the Project Templates page in Administration.

2. On the Project Templates administration page, select the project template you want to download.
After selecting, it's a good idea to check the properties and note the template's ID.

3. On the page toolbar, click the Download button. The file save dialog of your operating system
appears.

4. Save the project template to any location on your local system. The template is downloaded as a
Zip archive.

Creating a Custom Project Template
You can use any of the project templates shipped with your Polarion product, or available on the
Polarion Extensions portal as the basis for custom project templates.

TIP

To familiarize yourself with what each of the default templates provides in terms of
configuration, wiki content, Modules, etc. create a Sandbox project from each of the project
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templates listed in the Create New Project wizard and explore them. (You can delete these
projects later on once you know about them.)

When you decide which of your existing project templates you want as the basis for a custom
project template, can either:

• Download an existing project template, customize the downloaded template, and upload the
modified template overwriting the original. OR...

• Create a duplicate of a project template, download and customize the duplicate, and upload the
modified duplicate.

After downloading a project template, you can perform customizations by editing various files on
your local system. You will need a text editor application at a minimum. A editor for HTML and
XML is recommended.

Each project template may contain a file named template.properties in its root. Use of this
file is not required, but is recommended. The file has a standard Java properties file format. For a list
of the properties that can be set, see Administration Reference: Project Template Properties.

Note

If your custom project template is large, you may find that you cannot upload it due to the
attachment size limit currently set in the system configuration. In such cases, your Polarion
administrator can temporarily increase the limit set in the maxAttachmentSize [201]
system property.

Approaches to Template Development
There are 2 basic ways you can approach template customization:

• Edit downloaded configuration and content files belonging to a project template using a text
editor, and upload a modified archive to the portal. (This option is more for advanced users who
are experienced with project template structure and customization.)

• Customize an existing project in the portal - a Sandbox project created for the purpose, for
example - then save a local copy of changed and added files, and upload an archive of these to the
project template on the portal that you want to customize. (This option is probably better if you
are just getting started with customizing project templates.)

Customizing Local Files

1. Download a copy of the project template you want to customize from the Project Templates
administration page and unpack the archive.

2. Edit the XML files in the local copy of the project template, creating new xml files (e.g. for new
Documents, wiki pages, etc.) as needed.

3. Edit the template.properties file, specifying a unique ID for the customized template,
and an appropriate name and description.

4. Create a Zip archive containing all the files belonging to the template, including any files which
you did not change. If you downloaded a "stock" template provided by Polarion, or a duplicate
template created for the purpose of customizing it, and you want your changed version to
overwrite the original version on the server, then name the Zip archive with the same filename as
the archive of the template you downloaded.

If you want to preserve the original version of a project template you downloaded from the server
and have your customizations appear as a new template, give the zip archive a filename different
from that of the downloaded template.
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5. Upload the Zip archive to the portal using the Upload button on the Project Templates
administration page.

Customizing using the Portal and SVN

1. In the Polarion portal, instantiate a sandbox project based on the project template you want to
customize.

2. Then proceed to customize that project in the portal, modifying configurations and creating
Documents, wiki pages, etc. as needed.

3. Use the Repository Browser to save the project folders containing modified configuration and
content files to some location on your local system. Generally, the folders involved include:
.polarion, _wiki, modules. You may include the template.properties file as well.

4. Create a Zip archive of the downloaded folders and files. Include the template.properties
file, and give the archive a filename the same as the template name. The
template.properties file and all other template files and folders must be placed in a
folder the name of which is same as the template ID.

5. Upload the Zip archive containing the modified template files to the portal using the Upload
button on the Project Templates administration page.

Replacing Work Item Prefix

There may be cases where you want your project template to provide some pre-created Work Items
in projects based on it. In this case, you will probably develop your template as a project in Polarion,
and create a project template from that, as previously described. When you create your template
development project in Polarion, you specify a prefix for new Work Items. For example, you might
specify "MYTMPL", in which case new Work Items in your template project will have IDs like
MYTMPL-100, MYTMPL-101, etc.

When your project template is finished and deployed, and when users create a project based on your
template, they will be able to specify a prefix for new Work Items in their new project. For example,
suppose the project creator specifies "FSPECS" as the Work Item prefix for a project based on your
project template. New Work Items created by project users will have IDs like FSPECS-100, but
the "default" Work Items provided by your project template will not have this prefix. Rather, they
will retain the original "MYTMPL" prefix. You need to make sure to replace your Work Item prefix
with the user-specified prefix in user-created projects. Because not all project templates need to
provide "default" Work Items, this prefix replacement is not enabled by default.

To have Polarion replace the Work Item Prefix from template-provided Work Items, add the
following line to your template.properties file: trackerPrefixToReplace=PREFIX,
where PREFIX is the Work Item prefix specified in the project template's development project. For
example, if your development project's Work Item prefix is "MYTEMPL", then you should specify
trackerPrefixToReplace=MYTEMPL in the properties file.

Controlling Access to Instantiated Projects
You can optionally create and configure a file named access.template which, when created
in the root folder of a project template, controls low-level access permissions for new projects
instantiated on the project template. Rather than being copied into the instantiated project, the file
content is inserted into the Subversion access file if one is configured and accessible (which is
normally the case).

The following listing provides an example of an access.template file:

[groups]
{$project_id}-project_admin = {$current_user}
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{$project_id}-project_developer =
{$project_id}-project_user =

[{$project_location}]
* =
@admin = rw
polarion = r
@{$project_id}-project_admin = rw
@{$project_id}-project_developer = rw
@{$project_id}-project_user = r

[{$project_location}/.polarion]
@{$project_id}-project_admin = rw
@{$project_id}-project_developer = r

[{$project_location}/.polarion/tracker/workitems]
@{$project_id}-project_developer = rw                        
                    

Pay particular attention to the references to user roles such as project_admin and
project_user. The role identifiers in the above example are defaults in some project templates
delivered with Polarion products. If custom roles have been configured in your the project template,
you should reference the identifiers of those roles when configuring the access.template file.

Be aware that if no access.template is defined in a project template, Polarion will add the
content of the default access.template to the access file when a new project is instantiated
from the template.

Using External Repositories (GIT, SVN)
Polarion supports revision links with external Subversion or Git repositories in addition to the
"default" Subversion repository installed and/or configured during Polarion installation. If you
have existing repositories that you want to use with your Polarion installation, you will need to
configure your portal or projects to work with them. You can do this in the Repositories topic of
Administration in the global repository or project-specific scope.

For information and procedures, see Administrator's Guide: Configuring Repositories: Configuring
External Repositories (Git, SVN).
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Chapter 5. Configuring Work Items
Customizing Work Items & Related Features

Work Items are a major focal point of data and activity managed by Polarion. There is of course no
single definition or configuration of Work Items that would be applicable to all needs everywhere,
so Polarion provides extensive possibilities to customize Work Items and functionality related to
Work Items. This chapter covers these capabilities.

The Work Items topic of the Administration interface provides access to all Work Item related
configurations. The following sections describe the various Work Item configurations and settings.
In online Help, use the Contents panel to navigate to specific topics.

Configuring Work Item Types
Work Items represent various artifacts - requirements, tasks, change requests, for example. Each
artifact type is represented in Polarion by a Work Item type defined in the global configuration, the
project configuration, or both. (For projects, the default types are usually pre-defined in the project
template on which the project is based.) If the default types do not meet your specific needs in terms
of semantics or artifacts represented, you can customize the relevant configuration.

For example, suppose one default type for a project is "Defect", but your internal terminology is
"Issue". You can change the name of the existing type to conform to your standard. Or suppose
a given project needs to track an artifact "Supplier Part" but the project configuration has no
analogous Work Item type. You can easily define a new type to represent such an artifact. If
the need for the customized type(s) will extend beyond a single project, it is advisable to create
or customize a project template and define the desired type(s) there. (For information see the
Administrator's Guide topic Customizing Project Templates.)

You can customize the Work Item type configuration in the Types page of the Work Items Topic of
Administration.

To configure Work Item types:

1. Log in with Administrator permissions for the scope you want to configure (Global or project).

2. If configuring a project, open the project. Otherwise, open the Repository.

3. Enter Administration, expand Work Items and select Type.

The configuration is stored in the underlying configuration file workitem-type-enum.xml.
The Types page provides a visual interface for the configuration. On the page you can:

• Modify properties of existing Work Item types.

• Delete existing Work Item types.

• Define new Work Item types.

For new custom types, you can upload custom icon images. You can also specify an existing
Work Item as a template for all new items of your new type. For more information see Defining
Template Work Items.

The workitem-type-enum.xml file is one of a number of "enumeration" configurations.
It is therefore alternatively accessible via the Enumerations page (Administration > Work Items
> Enumerations: workitem-type-enum.xml). You need to access the file through this path if you
want to remove an existing Work Item type configuration. For more information see Configuring
Enumerations.
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Configuring Time Points
A Time Point is essentially a named milestone that has a date when it occurs. For example, you
might have a Time Point named "Beta 1" that falls on some date prior to the actual end date of
the project. Work Items can be associated with a Time Point so that the developers can quickly
understand where a Work Item fits in the larger time picture. Time Points also appear in the project
Live Plan (in products which have the feature) so that managers and others can see what items are
planned to each one.

Time Points can be configured globally for the Repository, for project groups, and individual
projects.

Creating a New Time Point
To create a new Time Point:

1. Log in with administrative rights for the scope you want to configure.

2. Enter the Administration interface.

3. Open the project or repository in which you want to configure Time Points. (See User Guide:
Accessing Projects).

4. In the Navigation panel, expand the Work Items node and select Time Points.

A table appears in the top portion of the Time Points page listing all Time Points currently
defined for the current scope (if any). The Detail pane shows the properties of the current
selection in the table.

5. Click the Create New Time Point button. A form appears in which you can specify the properties
of the new Time Point.

6. Fill in the properties of the new Time Point and click the Create button to create it.

Note about Time Point IDs

It is possible to specify the same ID for Time Points defined in different scopes. For example,
you could configure a Time Point ID BETA1 for a project group ("parent"), and configure a
Time Point with the same ID but a different date in a project in that same group ("child"). The
Time Points in the project would then override those defined in the project group. However,
this is not recommended practice.

Note that if a parent Time Point is removed, or a child Time Point is created, it is necessary to
clear the system caches.

Editing an Existing Time Point
You may wish to edit the properties of an existing Time Point, to extend the time or mark the Time
Point closed, for example.

To edit an existing Time Point:

1. In the Administration interface, open the scope in which the Time Point is configured
(Repository, project group, project) and select the Time Point in the Time Points table as
described in Creating a New Time Point.

2. In the Time Point detail pane, change any field in place (except ID) or click the Edit button to put
all fields into Edit mode.

3. Click the Save button to save your changes.
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Deleting a Time Point

You can only delete a Time Point if no Work Items are associated with it in their Time Point field.

A button labeled Delete button appears in the Time Point page detail pane. If any Work Items are
associated with the Time Point, the Delete button is disabled and you cannot delete the Time Point.

If there were ever actually a reason to delete a Time Point after Work Items are associated (and
this seems unlikely), you would need to execute a query to locate all the affected Work Items, and
then use Bulk Edit to remove the Time Point setting from all of them. You could then return to the
Administration interface, select the Time Point as has been described, and delete it by
clicking the Delete button which should then be enabled.

Configuring Prioritization
Several things relating to the prioritization of Work Items can be customized from the system
defaults. These include:

• Priority Ranks

• Priority Increment

Priority Ranks
When the standard Priority field of Work Items is used as the field for prioritizing Work Items, the
priority of a Work Item is a float value between 0.0 and 100.0. The higher the number, the higher
the item's priority. The value is used by the LivePlan engine along with other factors to calculate
where Work Items fall in the project plan.

Polarion's default configuration provides priority "ranks", which are simply textual labels
representing a priority range. The default values are:

• Highest (minimum value 90)

• High (minimum value 70)

• Medium (minimum value 50)

• Low (minimum value 30)

• Lowest (minimum value 10)

Thus, an item with a Priority value of 75 has a priority rank of "High", and an item with Priority
value 49 is ranked "Low", and so on.

You can change the total number of ranks (add or delete ranks), the rank labels, and the rank
Minimum Value. For example, you might decide you don't need the rank "Lowest", so you would
delete that row in the configuration page and adjust the Minimum Value field of the other ranks.

End users see the result of this configuration in the Priority field of Work Items, and in the
Prioritization sidebar of the Work Items table (used to re-prioritize multiple Work Items at once).

Priority Increment
The Priority Increment value is used by Polarion when the position of an item in the table is changed
by using the Up or Down buttons in the Prioritization panel, by drag-and-drop, and the item ends
up at the top or bottom position in the table. Such an item is assigned the numeric priority value of
the item that formerly occupied the top/bottom position, plus or minus the configured increment
value. The default increment value is 10. Thus, if a Work Item is moved to first position in the table,
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and the item that was in that position before has a priority value of "50", the moved item would get
a new priority value of "60". If a different increment value is desired for such operations, system
configuration can be modified to use a different Priority Increment value.

To change the default increment value, add the system property
prioritizationModeIncrement to the system configuration file
polarion.properties (follow link if you need the location). Set the property to an integer
value. (As with any change to the system properties, the Polarion server must be restarted before the
change takes effect.)

Examples: prioritizationModeIncrement=5 or
prioritizationModeIncrement=20

Configuring Categories
By default, Work Items have a field called Categories. By assigning a Work Item to one or more
Categories, you add yet another parameter for queries, reporting, and dashboards.

Categories are purely arbitrary- you can define any scheme that's appropriate to your needs. For
example, your might define a User Interface or Look & Feelcategory for all Work Items that
relate to your application's user interface. You would then be able to query for this Category, and
dashboards will be able to report information such as unresolved items for the Category.

In order for Work Items to be assigned to Categories, you must first define Categories. This
configuration is available only in the Project scope, as Categories only apply to individual projects
and not to all projects globally.

Creating a New Category
To create a new Category:

1. Log in with administrative rights for the Project you want to configure.

2. Enter the Administration interface.

3. Open the project or repository you want to configure. (See User Guide: Accessing Projects.)

4. In the Navigation pane, expand the Work Items node and select Categories. (Note that this item
only appears when working in a project.

A table appears in the top section of the page listing all Categories currently defined for the
Project (if any). The lower section shows the properties of the current selection in the table.

5. In the Content Pane toolbar, click the Create New Category button. A form appears in which you
can specify the properties of the new Category.

6. Fill in the properties of the new Category and click the Create button to create it.

Editing an Existing Category
You may wish to edit the properties of an existing Category, to expand the description or make the
name more descriptive, for example.

To edit an existing Time Point:

1. Navigate to the Project and select the Category in the Categories table as described in Creating a
New Category.

2. In the Category's detail pane, click the Edit button. The data in the Detail pane becomes editable.
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3. Change the properties as desired. (You can edit all except ID.)

4. Click the Save button to save your changes.

Deleting a Category

You can only delete a Category if no Work Items are associated with it in their Categories field.

A button labeled Delete button appears beside the Edit button described above. If any Work Items
are associated with the Category, the Delete button is disabled and you cannot delete the Category.

If there were ever actually a reason to delete a Category after Work Items are associated (and this
should happen very rarely if ever), you would need to execute a query to locate all the affected
Work Items, and then use Bulk Edit to remove the particular Category from all of them. You could
then return to the Administration interface, select the Category as has already been
described, and delete it by clicking the Delete button which should then be enabled.

Configuring Custom Fields
In addition to the default Work Item fields, you can configure custom fields of different types.
For information on supported field types see Polarion Reference: Administration Reference:
Custom Field Types. Custom fields can be used to store whatever data is needed to support your
development process, and they can also serve as a parameter for queries, providing an additional
way to search for subsets of Work Items. You can define custom fields in the global (repository)
scope, or for specific projects. Within each scope, you can define custom fields that apply to all
Work Item types in the selected scope, or to one particular type of Work Item... a Defect or Change
Request for example.

If you are not familiar with the basics of the different scopes, you may want to review
Administration Basics: The Administration Interface. Custom fields are defined in one of several
possible configuration files, depending on whether you are defining custom fields applicable to all
Work Item types, or to a specific type. The configuration files are accessible in the Custom Fields
topic of Administration under Work Items. The configuration files can be edited online using the
graphical web interface (recommended), or downloaded and edited offline using an XML editor
(recommended for advanced administrators only).

Custom field definitions applicable to all Work Item types are defined in custom-fields.xml.
Custom fields applicable to a specific Work Item type must be defined in a file of the same name
prefixed with the ID of the applicable type. For example, a configuration file for Requirement type
Work Items must be named requirement-custom-fields.xml (requirement being the
type ID), for Defect type items defect-custom-fields.xml and so on.

If you define a custom field of the Enum: (enumeration) type, it needs to refer to an existing
enumeration which provides the values that appear in the field's pick list. Before configuring this
type of custom field, you should first create the enumeration to which it will refer. For example,
if you want a project-scope custom field Coffee from which users can select from among the
values espresso, americano, and latte, you would first need to create a project-scope enumeration
containing these values before creating the Coffee custom field in the project configuration. See
Configuring Enumerations and especially the section Creating Enumerations for Custom Fields.

Important

Multi-value custom fields must be of the enum type.

Understanding the different configuration files
The custom-fields.xml file in the global (Repository) scope defines custom fields that are
the global default for all Work Item types in all new projects. You then have the possibility to
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define custom fields for different Work Item types (you should define all Work Items types before
defining custom fields). Configuring the different types in different scopes can seem a bit daunting
for new administrators, but once you grasp the concept it's not too difficult. Here are some common
scenarios, and what you would need to do in each case.

Scenarios:

1. All Work Item types, global scope

2. All Work Item types, project scope

3. Specific Work Item type, global scope

4. Specific Work Item type, project scope

All Work Item Types - Global Scope

You need to work with the custom-fields.xml file in global Administration.

To access the custom-fields.xml configuration file:

1. Log in with global (repository) administrator permissions.

2. Enter Administration if your are not there after login.

3. Select Repository in the Open Project or Project Group dialog (see User Guide: Accessing
Projects).

4. In the Navigation panel, expand Work Items and select Custom Fields.

5. In the row labeled - All Types -, click the Edit link in the Actions column to launch the Custom
Fields Editor.

6. Fill in the properties of the custom field you want to create.

If you want to create a multi-value field in which users can select multiple values in a drop-down
list of values, select Enum: in the Type column, and check Multi.

Check Required if the new custom field should be mandatory. (End users cannot save Work
Items until all required fields are filled.)

7. To create additional custom fields, click the  icon in the Actions column of the Custom Fields
Designer.

8. Click the Save button to save the custom field definition(s) to the global configuration file.

Tip For Advanced Administrators

You may optionally use the custom-fields.xml link in the Custom Field Definitions section of
the page to download the global configuration file to your local system, and edit it with an XML
editor to create the desired custom fields definitions.

After editing the file locally, you use the controls in the Upload New Global Custom Field
Definition section to upload the modified file back to the Polarion repository.

All Work Item Types - Project Scope

Projects inherit the global configuration of custom fields. A copy of the global configuration file
custom-fields.xml is created in the project repository at the time the project is created. This
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file defines custom fields applicable to all Work Item types. In any project, you can create a new
project-scope configuration defining custom fields for all Work Item types that will apply only to
the specific project. This configuration overrides the global configuration of custom fields for all
Work Item types.

Once a custom fields configuration for the project has been created, it can be modified to change
field types, required status, default value, etc.

To create a new project-specific custom fields configuration for all Work Item types:

1. Log in with administrator permissions for the Project you want to configure.

2. Click Administration in the tool view of Navigation.

3. Open the project you want to configure.

4. In the Navigation panel, expand Work Items and select Custom Fields.

A link "custom-fields.xml" appears in the - All Types - row of the Custom Field Definitions
table. Depending on the project template used to create the project, the Type column will say
Global configuration and the Actions column will be empty, or the Type column will
say Project configuration and the Actions column will contain links Edit (leading to
a project-specific configuration) and Remove (which removes the project-scope custom fields
configuration for all Work Item types).

In the latter case, you can modify the project configuration or remove it and start over. For the
purposes of this scenario, let us assume there is no project-specific configuration for custom-
fields.xml.

5. Click the Create New Configuration button. The Create New Custom Field dialog appears.

6. In the Work Item Type list, choose -- All Types -- and click Next. The Custom Fields
Designer page displays. The file name of the configuration file you are working on appears in the
header of a table which provides data entry controls for each property of the new custom field
you are defining.

7. Fill in the properties of the custom field you want to create.

If you want to create a multi-value field, select Enum: in the Type column, and check Multi.

Check Required if the new custom field should be mandatory. (End users cannot save Work
Items until all required fields are filled.)

8. To create additional custom fields, click the  icon in the Actions column of the Custom Fields
Designer.

9. Click the Save button to save the new custom field definition(s).

Specific Work Item Type - Global Scope

In the global scope, you can configure custom fields that apply to a single Work Item type. As
mentioned previously in this chapter, the global custom fields configuration is inherited by new
projects.

As an example, you might want to create a field Fixed in Build that appears in all new projects, but
only in "Defect" type Work Items.

To create custom fields applicable to a single Work Item type in the global scope:

1. Log in with administrator permissions for the repository.
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2. Click Administration in the tool view of Navigation.

3. Select Repository in the Open Project or Project Group dialog (see User Guide: Accessing
Projects).

4. In the Navigation pane, expand Work Items and select Custom Fields. The Custom Fields
administration page displays a table that lists all existing custom field configurations.

In a new Polarion installation, there will be no Work Item type-specific custom field definitions
in the global/repository configuration.

5. Click on the Create new configuration button. The Create New Custom Field dialog appears.

6. In the Work Item Type list, choose the Work Item type for which to create new custom field(s),
and click Next.

The Custom Fields Designer appears. You are now creating a global custom field for the Work
Item type you selected in the dialog. The header of the table of custom field definitions displays
a file name like [WORK-ITEM-TYPE-ID]-custom-fields.xml (where [WORK-ITEM-
TYPE-ID] is the ID of the Work Item type you selected in the dialog... defect-custom-
fields.xml, for example).

7. Fill in the properties of the custom field you want to create. For the Fixed in Build example, enter
an ID like fixinbuild, and Fixed in Build in the Name column.

If you want to create a multi-value field, select Enum: in the Type column, and check Multi.

Check Required if the new custom field should be mandatory. (End users cannot save Work
Items until all required fields are filled.)

8. To create additional custom fields, click the  icon in the Actions column of the Custom Fields
Designer.

9. Click the Save button to create the new custom field definition(s).

Specific Work Item Type - Project Scope

The procedure for defining custom fields applicable to a single Work Item type for a single project
is identical to that just described in the previous section for a single type in the global scope, except
that you should open the project you want to configure, as opposed to working in the Repository
scope.

Projects based on a project template will probably have some pre-configured custom field
definitions for the Work Item types configured for the project in the template. You may find that
you need to modify an existing custom field(s) configuration for some Work Item type rather than
create a new one.

Rich-text Custom Fields
The text/html field type is provided for custom fields. When you configure a custom field
with this type using the Rich Text (multi-line) option in the field designer, the field appears in the
Custom Fields section of the Work Item form as a multi-line text field with a toolbar enabling rich-
text formatting of the field content (in exactly the same way as the standard Description field).
You can configure rich-text fields in either global or project configuration, and you can limit the
configuration to a specific Work Item type.

A use case for rich text fields is to provide storage for a translation of the content of the Description
field to another (human) language. This might be especially applicable to Requirement type Work
Items. Consider an example project configuration for this use case.
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Figure 5.1. Rich Text Custom Field

Result for end user of rich-text custom field configuration

If the Work Item being editing is one that is stored in a Document, the Table button is disabled in
the rich text custom field toolbar and the user cannot insert any tables in the rich text field.

When working in the Multi Edit view in the Work Items topic, users can show the editor for rich
text custom under the editor for the description field by clicking the Edit in the Work Item's row in
the display.

Rich-text Fields in Wiki Pages

It is worth noting for the use case just described, that if the Requirement Work Items are stored in a
Document, both the original Description content and the translated content of the Translation field
can be shown in Wiki pages using the {workitem} macro with the descriptionFields
parameter with a comma-delimited list of rich-text field IDs. For example:

{workitem:TranslationSpecs|descriptionFields=description,xlate}                                
                            

The above listing would render the following in a Wiki page:

Custom Fields with Dependent Enumerations
Consider this scenario: you have a custom field for Defect type Work Items named "Affected OS",
of type enum, with enumeration values Linux, Windows, and OS-X. You have another custom field
"OS Version", also of type enum, which holds different versions of the operating systems listed in
the "Affected OS" enumeration.

By default, when your users choose Linux they would have to pick the value from a list that includes
not only Linux versions, but also Windows and OS-X versions, because all these are in the "OS
Version" enumeration. The list could be large, so it would be better for users if the enumeration
values shown to them in the "OS Version" field were dependent upon the user's selection in the
"Affected OS" field. That is, when users pick Linux, they should only be shown values like SuSE,
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Ubuntu etc. in the "OS Version" field. Polarion provides a feature "Dependent enum Fields" that
enables administrators to easily set up this kind of usability for end users. Note that it is only for
custom fields.

You can configure Dependent enum Fields both globally, and per-project. The process has 2 main
steps:

1. Configure enumerations and map value dependency between them.

2. Configure custom fields of the enumeration types and map the selection dependency between
them.

Configuring Dependent Enumerations

The first step is to configure the necessary enumerations in Administration. For the example
scenario above, you would define one enumeration containing the names of operating systems
(let us say, opsystem-enum.xml), and another containing the versions (osversions-
enum.xml). The objective here is to create a value dependency between them. The values shown
to users from the latter will depend on the value selected in the former.

1. Open the Work Items > Enumerations topic of Administration.

2. Define 2 enumerations and populate them with the desired values, remembering that the value
selection in one is to filter the display of values from the other,

Figure 5.2. Dependent Enumerations

Value selection in "parent/main" filters values in "dependent"

3. Map the dependency between the enumerations. Open either of the enumerations in the editor,
and use one of the 2 dependency selectors to select the other enumeration, and create a mapping
of values.
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This may be easiest at first if you open the enumeration whose selection filters the values from
the other one. In our example, this would be the opsystem-enum.xml enumeration (because
when a user selects, for example "Linux", that selection should result in showing only Linux
versions from the osversions-enum.xml enumeration). Therefore, you would go to the
Enumerations depending on this one section and select osversions in the list.

4. Now click the Add Mapping link. In the mapping dialog, select the first value of the current
enumeration in the left-hand list, and in the right-hand list select all of the dependent values that
should be listed for the selected value. For example, if Linux is selected on the left, you would
select Ubuntu, SuSE and CentOS on the right, as they are all valid values for Linux. Leave other
values unchecked.

Figure 5.3. Mapping a Dependent Enumeration

Mapping values to show users in an enumerated list of OS versions

5. Repeat this mapping for all the other values in the current enumeration, selecting only valid
dependent values in the right-hand list.

After creating the necessary enumerations and mapping dependency between them, you must still
create custom fields and associate them with the enumerations.

Creating Dependent Custom Fields

This section explains how to create custom fields that use the enumerations described in the
previous section.

1. Configure two custom fields for the desired Work Item type, or all types is that is what you need
(Navigation: Work Items > Custom Fields). Name them in such a way that the first suggests that
it is the parent or main value on which the second depends.

In our example scenario, you would create a custom field "Affected OS", of type enum, selecting
the opsystem enumeration. Then you create another custom field "OS Version", also of type
enum, selecting the osversions enumeration.
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TIP

If you do not see the list for selecting the enumeration, enlarge the Type column by dragging
its header to the right. Enlarge until you see the enumerations list and the  (Configure
Dependency) icon.

2. Click the  (Configure Dependency) icon on the row of the dependent field (the field whose
values you want filtered for the user). The Depends on field appears. In that field, select name of
the "parent" field.

In the example scenario, you would click  on the "OS Version" field, and in the Depends On
field, choose Affected OS.

3. When you select a value in the Depends On field, the Mapping filed appears. Select the mapping
you specified when configuring the enumerations. (It is possible to have more than one mapping
for an enumeration pair. If there are multiple mappings, select the one you want to use for this
field pair. You can optionally create a new enumeration mapping now, using the Add Mapping
link, or modify the selected mapping using the Edit link.)

Figure 5.4. Mapping Dependent Custom Fields

Results of the Configuration for End Users
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Removing or Changing Custom Fields
You may remove a custom field from the configuration, or change its type. In the case of a field of
type Enum (enumeration), the field can be changed from single-value to multi-value. If you change
custom field type, existing values in Work Items may become incompatible with the new type or
simply invalid. You can check for such problems by running a query in the Table view of the Work
Items topic when a project is open:

Search: All and containsIncompatibleCustomFields:true in Project

Configuring Enumerations
Enumerations are basically lists of options that can be selected and applied as a value to some field
of a Work Item. Typically, enumeration values appear as choices in a drop-down list. Take for
example the Status field. Defaults for this field are specified in the project template. Typical options
for a workflow configuration might be:

1. Open

2. Accepted

3. In Progress

4. Reopened

5. Resolved

6. Closed

Enumeration Files and Conventions
Enumeration values for are defined in XML files pertaining to specific Work Item fields. For
example, values for the Priority field are defined in priority-enum.xml, for the Status field
in status-enum.xml, and so on. If you define custom fields of the enumeration type, you
would create an enumeration configuration file named similarly: [fieldID]-enum.xml where
[fieldID] is the ID of the custom field. If you have a custom enumeration field named "Coffee"
whose ID is "coffee", the enumeration configuration file would be coffee-enum.xml.

TIP

The default enumeration configuration files for the Repository scope are listed in the
Administration Reference: Default Enumeration Configuration Files

In either scope, enumerations apply to all Work Item types by default. However, enumerations
can be defined to apply only to a single Work Item type - a Requirement, Task, or Defect for
example. Suppose you have a set of values defined for Severity. By default, the values specified in
severity-enum.xml are used for all Work Item types. Now, suppose you want a different set
of values for Defects. To override the configuration for all types and have different values just for
Defect type items, you would need to create a type-specific configuration for Defect. The file would
be named defect-severity-enum.xml where defect is the ID of the configured Work
Item type "Defect".

Editing Options for Enumerations

There are 2 options for editing enumeration configuration files:

• Online in the portal graphical interface
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• Offline, editing locally in an XML editor. (Advanced)

The online option provides graphical controls in the browser enabling you to define new
enumerations or edit existing enumerations. All work is done online using your web browser, and
changes are written to the underlying XML files. This is the recommended approach for most
administrators, and the rest of this topic is based on this approach.

The offline option involves downloading a local copy of some existing XML configuration file,
modifying it locally using an XML editor, and uploading an appropriately named copy of the file
back to the portal. This is recommended only for advanced administrators who have knowledge of
XML and the XML schema involved.

Overview of the Configuration Process
The configuration process is essentially the same for both global and project scopes. Just remember
that projects inherit the global configuration, so it's usually a good practice to configure the global
defaults before customizing any projects. The process is essentially as follows:

1. Log in with administrator permissions for the scope you want to work with.

2. Open the repository or project you want to configure, enter the Administration interface (click
Administration in the tool view of Navigation, and select Work Items > Enumerations in
Navigation (topics view).

The Enumerations page presents a table of the existing enumerations configurations for the current
repository or project. On this page you can do the following:

• View the underlying XML code of any configuration file (click on the file name).

• Create a new enumeration applicable to all Work Item types or to a specific type (click the Create
new configuration button at the bottom of the page).

• Modify an existing enumeration configuration (click the Edit link in the Actions column of the
enumeration you want to change).

• Remove an existing enumeration configuration (click the Remove link in the Actions column of
the enumeration you want to remove).

Common Configuration Scenarios
This section covers several common enumeration configuration scenarios:

• Editing an existing global enumeration

• Creating a new type-specific enumeration

• Overriding a global enumeration in a project

• Using custom icons in an enumeration configuration

• Creating enumerations for Custom Fields

Editing an existing global enumeration

Your Polarion installation has global default configurations predefined for the following Work Item
fields:

• Hyperlink Role
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• Priority

• Resolution

• Resolution

• Severity

• Status

• Linked Work Item Role

• Work Item Type

• Work Record Type

These enumerations apply to all Work Item Types. By default, there are no type-specific
enumerations defined in the global scope. You can create type-specific configurations once you
have the global defaults defined as you want them. You should review the default definitions for
each global enumeration and make any changes before creating type-specific enumerations that
override any of them. Always keep scope in mind. The global enumeration definitions will be the
default for all subsequent new projects.

To edit an existing global enumeration:

1. Make sure you are working in the global (Repository) scope.

2. In the Enumerations table, find the row for the enumeration you want to edit and click the Edit
link in the Actions column. The graphical enumerations editor appears, with the name of the
configuration file in the header.

3. The editor presents a table, each row of which represents a value that appears in the pick-list for
the relevant enumeration type Work Item field. Change any existing values on any row, or delete
any rows with values you don't want, or add rows for additional values you need. Note that the
Default column enables you to specify a value as the default selection in the pick-list.

4. Click the Save button to save changes to the underlying XML configuration file and return to the
Enumerations page.

Creating a new type-specific enumeration

In either scope (global or project) you can create enumerations that apply to only one Work Item
type. Before doing this, you should configure the enumeration that defines Work Item types
(workitem-type-enum.xml in the scope for which you want to configure type-specific
enumerations.

To configure an enumeration for a specific Work Item type:

1. Be sure you are working in the scope you want to configure (Repository or project).

2. On the Enumerations page (Administration > Work Items > Enumerations), click the Create new
configuration button (bottom of the page). The Create New Enumeration dialog appears.

3. In the Work Item Type list, select the type to which this new enumeration will apply
(Requirement or Defect, for example).

4. In the Enumeration list, select one of the already-defined enumerations, or select Custom and
enter an ID for a new enumeration to apply to this definition, then click Next. If you selected
an existing Enumeration, the enumeration editor appears with the values from the all-types
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configuration. If you selected Custom, the enumeration editor appears with a single new empty
row where you can define a new enumeration for the Work Item type you are configuring.

5. Edit the enumeration definition in the enumeration editor, adding, removing, or changing values
on the various table rows as desired, and click the Save button to create a new project-scope
configuration file in the repository with the values you defined.

As mentioned earlier, projects inherit the globally defined enumerations. Project administrators can
override the global enumeration configuration in the project scope in any or all of the following
ways:

• Modify inherited global enumerations. For example, the global link roles might not be suitable
for the project, so the values could be modified in workitem-link-role-enum.xml in the
project scope.

• Create type-specific enumerations for the project. For example, the global settings might be
oriented toward development projects, and in a requirements project, the values in the global
enumerations for such things as Status, Resolution, or Severity might not be suitable, so a type-
specific enumeration just for Requirement type Work Items might be created for the project.

• Remove enumerations. For example, the global configuration might define enumerations for
Test Case type Work Items, but the project doesn't use this type of Work Item, so a type-specific
enumeration might be removed for the project.

Overriding global enumerations in a project

As mentioned earlier, projects inherit the globally defined enumerations. Project administrators can
override the global enumeration configuration in the project scope in any or all of the following
ways:

• Modify inherited global enumerations. For example, the global link roles might not be suitable
for the project, so the values could be modified in workitem-link-role-enum.xml in the
project scope.

In the Enumerations administration page for a project, any enumeration inherited from the global
configuration shows Global Configuration in the Scope column. If no project-scope
enumeration exists, there is a row for it in the table and the Create link appears in the Actions
column. Clicking that link launches the graphical enumeration editor where you can specify the
enumeration values for the project scope. The editor contains rows with values from the global
configuration. You can modify these values, remove them, or add rows for new values.

• Create type-specific enumerations for the project. For example, the global settings might be
oriented toward development projects, and in a requirements project, the values in the global
enumerations for such things as Status, Resolution, or Severity might not be suitable, so a type-
specific enumeration just for Requirement type Work Items might be created for the project.

To create a type-specific enumeration, use the Create new configuration button at the bottom of
the Enumerations administration page. The Create New Enumeration dialog enables you to select
a Work Item type and apply an existing enumeration to it, or create a custom enumeration for it.

• Remove enumerations. For example, the global configuration might define enumerations for
Test Case type Work Items, but the project doesn't use that type, so the inherited type-specific
enumeration might be removed for the project.

Creating enumerations for Custom Fields

Custom fields can be of the enumeration type. If so, they must have pick-list values defined in an
enumeration. Custom enumeration fields can use any existing enumeration. In fact the enumeration
must be defined before a field can use it.
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To create an enumeration for a custom field:

1. Be sure you are working in the correct scope (Repository or project) for the configuration.

2. Create a new enumeration using the Create new configuration button.

3. In the Create New Enumeration dialog, select which type of Work Item the enumeration is for, or
choose -- unspecific -- to make it applicable to all types. Then in the Enumeration field, choose
Custom and enter a file name prefix for the new enumeration's XML file.

4. Click Next. The Enumeration Designer appears with an empty row, ready to add values to the
new enumeration.

5. Create the enumeration values and click Save. You now have the enumeration defined and ready
for your custom field to use.

6. Navigate to Work Items > Custom Fields.

7. In the Custom Fields page, click the Edit link on the row of the custom field definition file that
contains, or will contain the custom field. The Custom Fields Designer appears.

8. If the custom field does not yet exist, define it in the last row of the table. In the  Type list,
choose Enum:. Another drop-down list appears containing the IDs of existing enumerations.
Choose the custom enumeration you created.

Alternatively, you could change the Type of any existing custom field to the Enum: type and
specify your custom field enumeration. You should only do this in the initial stages before any
Work Items are created. You should not change the field type to Enum: when there are existing
Work Items in the project with field values of a different type.

Using Custom Icons in Enumerations

Polarion comes with a set of icons for enumerations and other configurations. You can add your
own icon images and use these in new enumerations, or to replace the default icons in existing
enumerations.

Icon images must be 16 x 16 pixels. Supported formats are: GIF, PNG, and JPG. Custom images
are saved in the Others group of the Project icon set or the Repository icon set,
depending on the scope you are working in when you upload your custom image(s). Within the icon
sets you can save icons in custom groups by prefacing the file name with the name of a group that
it belongs to. For example, if you want to save an icon named myIcon1.png in a group named
Widgets, rename the file locally to Widgets_myIcon1.png and upload the renamed file.

To upload a new custom image in an enumeration:

1. Access the Enumeration Designer for the enumeration in the scope you want to configure.

2. In the row for the value you want to have a custom icon, click the Select button in the Icon
column. The Select Icon dialog appears.
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Figure 5.5. Custom Icons

Upload local image files for use in configurations

3. Click the Choose File button and select the desired icon image on your local disk. The name of
the selected file now appears in the dialog.

4. Click the Upload Repository Icon or Upload Project Icon button (depending on the scope you are
working in), and wait for the icon image to upload to the portal. The image appears in the scope-
specific icon set.

5. In the icon set where the new icon image displays, click on the icon image. The dialog closes and
the selected icon appears in the Icon column of the Enumeration Editor.

Hiding Obsolete Values

Over time, the values specified in some enumerations may become obsolete. You can delete
obsolete values, but if such values have already been used in Work Items, you may still want the
values to appear in the items for your historical record for traceability and governance reasons. In
this case, simply deleting a value from the configuration to keep it out of the list is not the answer.

Instead, you can check the Hidden column on the value's row in the configuration page. When this
column is checked, the value still appears in the Work Items where it was used, but end users will
no longer see it in the field's select list, and consequently won't be able to specify it for any new or
existing Work Items.

Common Enumeration Configurations

This section highlights enumerations that are frequently customized.
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Work Item Types

This is probably the most common customization. Work Items can represent literally anything. If
you have a project in which you need to deal with things you call "Supply Chain Risks" you can
create a Work Item type "Supply Chain Risk" with whatever attributes you need for it to have.

This enumeration is so frequently customized that Polarion's Administration provides a special
Navigation topic to access it: Work Items > Types. (The same settings are also accessible in Work
Items > Enumerations in workitem-type-enum.xml.)

Priority Ranks

By default, the Priority field of Work Items can be set by selecting one of several configured "ranks"
such as High, Medium, Low, which correspond to a configured minimum numeric value. Many
teams prioritize Work Items according to different ranking - more or fewer ranks than the Polarion
default - and will therefore need to reconfigure the prioritization.

For information, see the Administrator's Guide topic: Configuring Prioritization.

Dependent Enumerations

You can create custom enumeration pairs with a value dependency between them. When used as the
type for a pair of custom fields, the selection of a value on one enumerated list causes some filtering
of the values in another, limiting the choice of values for the end user. It is possible to create
multiple dependency mappings between pairs of enumerations for use with different scenarios. The
administrator can choose which mapping to use with any pair of custom fields associated with the
dependent enumerations.

For information on how to configure this functionality, see the Administrator's Guide topic: Custom
Fields with Dependent Enumerations.

Enumerations and Database Issues
By default, the enum table in the underlying databases is not refreshed during pre-loading for
performance reasons. Consequently, if an enumeration is changed, the change is not automatically
visible to users in lists in the UI. Administrators have several options to ensure that the table is
refreshed after changes.

Refreshing the Database Manually

The Refresh Database button appears on the Enumeration Editor page. The administrator can use it
to immediately launch a job that will synchronize the enumeration changes in the underlying SQL
databases (current activity, or "head" database, and the historical database). Explicit refresh may be
needed if you connect externally to the Polarion database and you use search via enumerations, or if
a Baseline needs to be captured before the system is scheduled for reindexing.

For additional information, see Administrator's Reference topic: History Indexing Job and
Administrator's Guide topic: Indexing and Reindexing: User Impact.

Refreshing Enumerations Via a Job

It is possible to schedule the job polarion.jobs.refresh.enumeration to run regularly
as part of your system maintenance. When the job is run with no parameters, then all enumerations
are refreshed. For more information on scheduled jobs, see Administrator's Guide: Configuring the
Scheduler.

System Property Setting

The system property
com.polarion.platform.sql.refreshEnumsInDataPreloading controls whether
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or not refreshing of enumerations in databases is done as part of the data pre-loading phase. The
default value is false, meaning enumerations are not refreshed during pre-loading. While it is
possible to set this property to true, this is generally not recommended because loading of lists for
end users may be slowed significantly. If you opt for this approach, you should monitor performance
and have your users report if performance slows unacceptably.

To change the property, open the system properties file polarion.properties in a text editor
and locate the property, or add a line for it if it is not present in the file. The file resides on the
server's file system (see System Properties File Location).

Defining Template Work Items
A template Work Item is a Work Item that provides default content such as Description, and default
field values for a specific Work Item type. For example, the template item for a Defect or a Test
Case might have boilerplate text in the Description field, and/or some specific values set for fields
such as Assignee, Priority, etc. or custom fields.

Before creating a template Work Item, its type must already be defined in the project configuration.
In other words, before you can create a template item for a Defect, the Defect type must be defined
in the enumeration for Work Item types in the project configuration.

Once the Work Item type exists, there are 2 steps to create a template Work Item:

1. Create a Work Item of the desired type in the tracker and define default content and field values.

2. Specify the ID of the template item in the definition of the Work Item type in the project
configuration.

To create a template Work Item:

1. Log into a project with administrator permissions.

2. In Navigation, select Work Items to load the Table view of Work Items.

3. Create a new Work Item of the type for which you want to create a template. For example, create
a new Defect item to be the template for all new Defect items.

4. Enter a title such as "DEFECT TEMPLATE".

5. In the Description field, enter any boilerplate text you want users to see when the create
a new item of this type. For example, the Description field might contain instructions on
what information must be entered in the Description. (The boilerplate text will appear in the
Description field of new Defect items created by users, and users will be able to replace it with
their own text.)

6. Set default values for other fields if desired. Keep in mind that default value for Status is
set by the workflow, and Severity can be defined in the Severity enumeration in the project
configuration. Your focus here is most likely to be on any custom fields for which a default
should be set for new items of the type.

7. Save the new item. Make a note of the new item's ID, as you will need it in the next process step,
which is to specify the ID of the template item in the Work Item type configuration.

To specify the template item in the Work Item type configuration:

1. Enter Administration and in Navigation, expand Work Items and select Enumerations.

2. On the Enumerations page, locate the row for the workitem-type-enum.xml configuration
file and click Edit on that row.
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3. In the configuration editor, locate the row for the type of the template item you created. If that
was a Defect type item, for example, you want the row for the Defect type.

4. In the Template column on the row, enter the ID of the template item you created. (You can
optionally click the  icon and query for and select the template item in the Work Item Picker
dialog.)

5. Click Save to finish.

You need to repeat this entire process for each Work Item type for which you want to have a
template Work Item.

Customizing Export Templates
Polarion provides templates which are applied by default to exported documents when users export
Work Items to various supported formats. The default templates can be customized, or you can
create one or more customized copies of the default templates (recommended).

Export Templates are initially in the Repository scope and used for new projects. If you customize
Export Templates in the repository scope, the customizations are the default in new projects. Export
Templates can be customized in projects (and project templates), and the project-scope template
overrides the Repository-scope version of the same template in the project (or in projects based on a
project template in which Export Templates have been customized).

The Administration interface provides access to Export Templates in the Repository or projects.
You can download any existing template, upload custom templates, or delete existing templates.
(Note that a Repository-scope Export Template cannot be deleted from the project-scope
Administration.)

To access Export Templates administration:

1. Log in with administrator permissions for the scope you want to access. If your login does not
automatically take you into Administration, enter Administration using the link in the tools view
of Navigation.

2. Open a repository (to access global repository templates) or a project.

3. In Navigation, expand Work Items and select Export Templates.

The Export Templates page lists available export formats in the left-hand column. When you select
one of these, icons for the existing Export Templates for the selected format appear in the right-hand
column.

To customize an existing Export Template:

1. Select the template in the Export Templates page.

2. In the page toolbar, click Download, and save the template file to your local file system.

3. Edit the downloaded Export Template file in a compatible application and save the changes.
For example, if it is a template for Microsoft Word documents, edit the downloaded template in
Microsoft Word.

If you want to create a custom copy of the template in Polarion, save the modified file with a
different name.

4. Return to the Export Templates page in Polarion, click Upload, select the locally modified Export
Template file, and upload it to the portal.
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Advanced Tip

You can optionally use the Repository Browser to upload modified Export Template files to the
export_templates folder of the project's repository ([PROJECT_NAME]/.polarion/
tracker/export_templates).

For additional information, see the Administrator's Guide topics Advanced Administration:
Customizing XML Export Templates and Advanced Administration: Customizing XML Export
Templates : Customizing Excel Export Templates.

Configuring Calculated Fields
You can define fields which derive their value from a calculation based on values of other fields in
the same Work Item, or in child Work Items. Here are several key concepts to keep in mind:

• Aggregation of the values is always done according to a parent-child hierarchy of linked Work
Items defined by links that have a role which has the attribute parent set to true in roles
configuration file workitem-link-role-enum.xml (found in the topic Work Items >
Enumerations).

• A calculated field's type must be the same as that of the fields from which it is calculated.
Supported types are: integer, float, currency, duration.

• Calculated field values are calculated asynchronously and incrementally after each commit.

• Values of calculated fields are not committed to the underlying repository, and are therefore not
present in the Work Item history.

• Calculated fields appear as read-only fields in the portal user interface. I.e., they are not
modifiable by end users.

• Calculated fields can be configured in these scopes: global, project and Work Item type.

The following operations are available for calculated fields:

• sum: Calculates and renders the sum of two or more values.

• multiply: Multiplies several values and renders the resulting value. Risk value * User Story size
value, for example.

• average: Computes the average of several values and renders the resulting value. Calculate
average time spent on Work Items, for example.

• min: Computes a minimum value. For example, compute the minimum time of several builds.

• max: Computes a maximum value. for example, compute the maximum duration of a test
execution.

Example Use Case: Work Item Cost
A common use case for calculated fields is the calculation of the cost of a set of Work Items. For
example, a project could have a custom field Cost configured for Task type Work Items, and a Total
Cost field configured for Requirement type Work Items. The Requirements would be linked to
the tasks that implement them with a "parent" link role (appropriately defined in the project link
roles configuration). Alternatively, this could be done with just Tasks. Both custom fields could be
configured for Task type items, and the tasks linked so that sub-tasks are children of a main task.
The aggregated cost of the sub-tasks is then reflected in the Total Cost field of the linked tasks.
Using the latter example of Task-to-Task, the steps to realize this use case are as follows:
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• Check that role parent has the parent flag set in link roles configuration.

• Define custom fields to become calculated fields, in this case Cost and Total Cost, making sure
they are of the same data type required for the <sum> calculation.

• Configure calculated fields that reference the custom fields.

Defining the Custom Fields

For this use case, you would need to configure 2 custom fields (probably in the project scope). In
the Work Items > Custom Fields topic, you would enter the following using the Custom Fields
Designer:

• ID: cost

• Name: Cost

• Type: float

• Description: Cost of a Task

Create a new row in the table for the next custom field and enter the following:

• ID: totalCost

• Name: Total Cost

• Type: float

• Description: Aggregate cost of all linked tasks

Defining the Calculated Fields

You now need to reference the IDs of the custom fields appropriately in the Calculated Fields topic
in the appropriate scope of calculated-fields.xml:

1. In Navigation, select Work Items > Calculated Fields.

2. On the Calculated Fields page, click the Create New Calculated Fields button. The Create New
Calculated Fields dialog appears.

3. In the dialog, select the Work Item type from the list of types and click OK. (For the example
being discussed here, you would select Task). The Calculated Fields Configuration page loads.

4. In the Calculated Field ID column, enter the ID of field that will store the calculation result. In
the example this would be the totalCost custom field.

5. In the Source Field IDs column, enter the ID(s) of the field(s) to be calculated. In a sum
calculation, this would be the ID(s) of the field(s) to be summed. In the example, it would be the
cost field.

6. In the Field From column, select the value specifying whether the field in Source Field ID(s) is a
field in the parent or the child Work Item.

If more than one field will be a source for calculation, you can add fields by clicking the  icon
next to the Field From value.

7. To define another calculated field for the same Work Item type, click the  icon in the Actions
column and repeat the above steps to define another calculated field.
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8. Click the Save button to save changes and create the new calculated field(s).

The value of the calculated field totalCost for a Work Item will be a sum of the value of the cost
field in that Work Item plus the sum of all values of the totalCost field from all child Work Items.

For example, if Work Item B is linked to Work Item A with role parent (that has parent flag set),
and there are no other linked work items, and Work Item B has cost value of 10, and Work Item A
has cost value of 20, then the calculated values in Work Item B will be totalCost = 10, and in Work
Item A totalCost = 30.

Other use cases can make use of several of the "standard fields". For example, you could set up a
calculated field Total Remaining Time that would aggregate the values of the remainingEstimate
fields in a set of parent-child linked Work Items. Or at the beginning of a new project you could
create a Total Estimated Time field that sums the values of the initialEstimate field of a set of Work
Items. Remember that calculated fields can be included in exported Work Item reports. Values will
be current as of the date-time of the export.

Modifying Calculated Fields
If you need to modify an existing calculated field configuration, you can do so. Be sure you are
making changes in the right scope.

1. In the Administration interface, select the scope of the configuration: Open Project or Project
Group dialog. (See User Guide: Accessing Projects.)

2. Expand the Work Items topic and select Calculated Fields .

3. In the Calculated Fields page, click the Edit button in the Actions column of the calculated field
you want to modify, and make the desired changes in the Calculated Fields Configuration page.

4. After saving the changes, click the Recalculate Fields at the top left of the Calculated Fields page.

Configuring Workflow
Note

This topic covers workflow configuration for Work Items. There is a separate workflow
configuration for Documents.

Workflow controls a development process to ensure that no process steps are missed or skipped
over. Workflows for Work Items in Polarion can be mapped to the steps in almost any process,
whether it's defined my some methodology (Scrum, V-Model, etc.), or completely customer, or a
hybrid of both.

A "workflow" consists of a set of named statuses and status transitions, transition conditions and
dependencies that a Work Item passes through in its life cycle. For example, consider the following
set of status definitions:

1. Open (which might be the initial status for new items)

2. Accepted

3. In Progress

4. Resolved

5. Closed

6. Reopened
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If a user changes the Work Item's status from Open to In Progress, or Open to Resolved, this
invokes an action, which triggers a status transition, which is automatically tracked in the Work
Item's history. Actions may trigger underlying system functions... creating a linked Work Item, or
clearing some field's value, for example. The functions can be conditional... that is, some condition
must be checked and fulfilled before the function will execute.

You can customize Work Item workflows and transitions in several scopes: globally (for all
projects), project-specific for individual Projects, and/or Type-specific, which applies only to a
specific type of Work Item in a project. (Type-specific can be configured both globally and in
projects.) Polarion looks for the most specific workflow definition first and proceeds toward the
most generic in the following search sequence:

1. Project-specific and Work Item type-specific

2. Global and Work Item type-specific

3. Project-specific

4. Global

Configuration Process Summary
Generally you will perform the following operations in the order listed:

1. Configure Work Item custom fields: define any that will be needed for Work Items in the
scope. If your workflow will not have any functions and conditions that reference Work Item
custom fields, you can skip this operation.

2. Configure Statuses: Determine the statuses a Work Item can have at various stages of its
lifecycle (e.g. "Draft", "Implemented", etc.) and create a Status definition for each one in the
Statuses section of the Workflow Designer.

3. Configure Actions: Determine what actions are needed to transition a Work Item from one
status to another throughout your development process, and create an Action definition for each
one in the Actions section of the Workflow Designer.

Action names appear in the drop-down list of a Document's Status field in Document Properties.
The name indicates to the user what transition will take place as a result of invoking the
action. For example, a "Mark as Implemented" action might transition a Worm Item to an
"Implemented" status.

4. Configure Functions and Conditions: This is optional, depending on whether or not any system
functions should execute when an action is invoked by users, and if the execution should be
conditional.

5. Configure Transitions: Now you can specify how the Work Item transitions from one status
to another in the Transitions section of the Workflow Designer page (see Using the Transitions
Matrix).

Workflow Designer
A graphical Workflow Designer tool is provided in the web interface. It presents a visualization
of workflow configurations and related enumerations such as status definitions. The Workflow
Designer is available in all of the available scopes.

Accessing the Workflow Designer for Work Items
To access the Workflow Designer tool, you need to go into Administration for the scope you want to
customize (global or project).
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Access for Global Configurations

If you want to configure Global workflows, select Repository in the Open Project or Project Group
dialog. Keep in mind that changes will apply not only to new projects, but to all existing projects
unless a project-scope configuration has been defined for them individually.

Access for Project Configurations

To configure workflow for a specific project, select the project in the Open Project or Project Group
dialog after entering Administration.

The Workflow Topic

Once you are in the desired Administration scope, go to the Navigation pane, expand the Work
Items node, and select Workflow. The Work Item Workflow page opens and displays a table of
existing and available workflow configurations.

Figure 5.6. Table of Workflow Configurations

Workflow configurations table shows existing configurations, and provides access to the Workflow
Designer.

The first row of the table is labeled -- All Types --. This is where you can define a default workflow
for all Work Item types in the scope that do not have an overriding type-specific workflow
configuration defined for them. The Type column indicates whether or not a type-specific workflow
is configured for that type in the current scope. If a cell in that column is empty, it means no
workflow is configured for the Work Item type shown on that row, and the All Types workflow will
be used.

Using the Workflow Designer

Please refer to the following figure while reading the information in this section.
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Figure 5.7. Graphical Workflow Designer

Workflow Designer for a Work Item

The Transitions section at the top of the Workflow Designer is a matrix of workflow transitions
between Work Item statuses. The direction is from row to columns. For example, the value where
the row Open intersects the column Resolved represents the transition from the "Open" status to
the "Resolved" status. At each intersection where a transition is possible, there is a drop-down list
of actions. The Actions are defined in the Actions section of the designer, an they occur when the
transition is triggered by the user changing the Work Item status. For more information, see Using
the Transition Matrix.

The Statuses section is an enumeration editor for defining workflow status definitions for the scope
in which you are working.

Below the Statuses section is the Actions section. This is an editor for transition Action definitions.
Action names that appear in the drop-down lists in the Transitions matrix are defined here. The
Required roles, Required fields, and Cleared fields columns are comma-separated lists of role IDs
and field IDs. Only simple field types can be specified in these columns (i.e., not collection or
structure types).

The Initial column in each Action row enables you to specify one action as the first action that must
be taken in order for the Work Item to enter the status defined as the initial status. If no initial action
is specified, Work Items enter the initial status upon creation without need to perform any workflow
action. When an initial action is specified, then the Status combo box in new Work Items does not
show the initial status, but rather a string Perform action XXX where "XXX" is the value of
the Name field of the action marked as Initial in the Workflow Designer (or whose root workflow
element has optional attribute initial-action specified in the XML configuration file).

The Conditions and Functions columns in each Action row display indicate if any workflow
conditions and functions are configured for the action. (Indicator is a button labeled with the number
of conditions or functions currently configured. Clicking the button opens the respective dialog
where the conditions/functions are specified.)

The Actions column in this section of the designer contains 2 icons. The  icon invokes the Action
Details dialog, which provides tools for defining workflow functions and conditions to be executed
when the Action is invoked.
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Required roles

In the Required Roles field you can enter a comma-separated list of roles that a user has to have in
order to be able to perform the Action. These roles may be either project or global user roles (e.g.
"project_admin" or "admin") or two special roles:

• workitem.assignee - only assignee of the Work Item has this role

• workitem.author - only author of the Work Item has this role

Valid role names are all global and project roles (admin, user, project_developer etc.) in the same
form as in  User Management- Roles. There is no need to prefix them with a project ID, because
they are always resolved against given Work Item's project. The only permitted logical role is
workitem.assignee. Roles have OR logic - one match is enough for the condition to succeed.

Available conditions and functions

For a listing of the available conditions for this configuration and functions that can be specified, see
Administration Reference: Workflow Conditions and Functions.

Action Names

It can be helpful to your end users if you specify the Name property of an action as a verb or verb
phrase. For example, suppose you have w statuses: Implemented and Verified, and you want
to define Actions for the transition from some other status(es) to these statuses.

For transitions to the Implemented status, a good choice for the Action name would be Mark
as Implemented as opposed to just Implemented. The same idea applies to the Verified
status. The transition Action name might be Verify Implementation or Mark as
Verified.

Using the Transitions Matrix

When defining transitions using the Workflow Designer's Transitions matrix, it's important to keep
two things in mind:

• You are defining what transitions are allowed between any 2 statuses

• Therefore, you don't need to specify an action for every transition... just those transitions you
want to allow to occur between 2 statuses

Consider an example of a workflow for a Requirement. Assume that, among others, the statuses
Draft and Awaiting Review are defined.

Figure 5.8. Workflow Transition

Allow and disallow transition to take place between 2 Work Item statuses
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It makes sense to allow transition from the Draft status to the Awaiting Review status, so at
the intersection of these two, you specify the Send to Review action (which has already been
defined in Actions).

It would not make sense for the process to allow transition directly from the Draft status to the
Reviewed status (assume the team process does not allow this), so no action is specified where
Draft intersects Reviewed in the matrix.

For some status, you may want to have more than one possible transition. For example, suppose you
have the status definitions Implemented, Verified, and Needs Changes. For Work Items
having the Implemented status, let's say there are two possibilities in the process: QA can pass
the item and give it the Verified status, or QA can reject the item and send it back for changes,
giving it the Needs Changes status. The workflow can be configured to support this process but
allowing 2 transitions on the Implemented status.

• Transition from Implemented status to Verified status via the Mark as Verified
action.

• Transition from Implemented status to Needs Changes status via the Reopen action.

Figure 5.9. Multiple Transitions

Where it makes sense for your process, enable more than one transition for a status

Workflow for Approvals
Polarion's standard project templates are pre-configured to support a formal approval process. Even
if the overall process as configured meets your needs, there may still be some things you want
to adjust in the approvals workflow. For example, the default configuration includes a workflow
function on some Actions that automatically adds users to the Approving Users table of the Actions
field of Work Items, resulting in notifications to those users. However, the users so added by the
default settings may not be users you actually want, or there might be other users you want included
that are not.

Basically, for each Work Item type you should review the Actions that relate to the approval process
in the Workflow Designer. For example, for a requirement, click Edit for the Send to approve
action. By default, this Action invokes a workflow function AddDefaultApprovals, which
automatically adds some users to the Approvals field of Work Items when the Send to approve
action is invoked.

By default, this function uses the approvals.roles parameter with a single value
project_approver. This means that when the Action is invoked, all users whose user profile
includes the project_approver role will be added to Approving Users table in the item's Approvals
field. If this is not what you want, you can either change the role, or add more roles, or use the
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approvals.users parameter instead. (For more information, see the Administrator's Reference
topic Workflow Functions.)

Another Action to review might be Back to Draft. By default, this Action invokes the workflow
function ResetApprovalStatus. Perhaps you want to invoke some other function after that...
SetDate, for example.

Requiring Password for Workflow Actions
You can require end users to enter their password when invoking a workflow action to transition to a
new status.

In the Actions section of the Workflow Designer, each action has a check-box option, Requires
Signature. Checking this option means that a user invoking the action is requested to provide
an electronic signature, and the workflow transition will not take place until a signature has been
logged.

To configure this functionality, you need to edit the following properties in the system properties
file polarion.properties (follow link for location):

• secure.approvals: The value is a Boolean true or false (the default value is false). If set
to true, then when an end user executes an approval or disapproval action, the password dialog
is presented as described above.

Example: secure.approvals=true or secure.approvals=false

• secure.dialog.title: The value of this property is a string of characters. The string
appears as the title of the password dialog presented when an end user invokes one of the
configured "secure" workflow actions. You only need to set this property if you want to override
the system default title for the dialog (shown in the example below).

Example: secure.dialog.title=Enter Password

• secure.dialog.message: The value of this property is a string of characters. The string
appears as a message in the password dialog presented when an end user invokes one of the
configured "secure" workflow actions. You only need to set this property if you want to override
the system default message for the dialog (shown in the example below).

Example: secure.dialog.message=By entering my password I signify
that I have reviewed and approved the content of this individual
Work Item, or group of Work Items, just as I would have by
applying my own handwritten signature.

Enabling Electronic Signatures Support

You can enable secure approvals via electronic signature to satisfy compliance or governance
requirements. Use the following system properties in polarion.properties:

secure.approvals=true: Enables electronic signatures for approvals.

secure.approvals.comment=[COMMENT-TEXT]: The value in [COMMENT-TEXT]
is used as the text of a new comment created when a user enters a password to confirm a secure
approval. You can use the variable $user which will be expanded to the name of the currently
logged-in user. The default value is: Default value is: Item was e-signed by $user.

secure.approvals.comment.onBehalfOf=[COMMENT-TEXT]: Similar to the above,
except it supports one user confirming secure approval on behalf of another user. You can use
variables $user (will be expanded to the name of the currently logged-in user) and $otheruser,
which expands to the name of the user on whose behalf $user is approving. Default value is: Item
was e-signed by $user on behalf of $otheruser.
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Configuring Work Records
If your Polarion product license supports the Work Records feature, and if this feature is enabled
in the project, an administrator can configure values that represent Work Record types, and also
whether or not the Type and Comment fields of Work Records appear to end users as required
fields. You can also configure a lock date for Work Records to prevent any dated earlier from being
modified.

Configuring Work Record Types
In Work Records, the Type field is a drop-down list of values that define Work Record type.
The values appearing in the list are customizable in the work-record-type-enum.xml
configuration file in both global and project scopes. This file is accessible in the Enumerations
topic (Administration interface: Navigation pane: Work Items > Enumerations). You modify this
configuration in the same was as any other enumeration. For more information see Administrator's
Guide: Configuring Enumerations.

Making Type and Comment Fields Required
This configuration is available in both global (repository) scope and project scope. In both scopes,
the fields are not required by default and you will need to create the necessary configuration to
change this. Configuration is performed entirely in the Administration interface of the portal (i.e.
you do not need to edit any XML configuration file).

To change the default and cause the Type and Comment fields of Work Records to be required
fields:

1. Enter the Administration interface with permissions for the scope you wish to configure (global
or project).

2. In the Open Project or Project Group dialog, select Repository if performing the configuration in
the global scope, or select the project you want to configure.

3. By default, no configuration exists and you will see Configuration does not exist
yet in the Configuration section together with the Create button. Click this button to create the
configuration for the selected scope. Two check boxes appear in the section: Type Required and
Comment Required.

4. To make the Type field required in Work Records, check the Type Required box. To make the
Comment field required in Work Records, check the Comment Required box.

5. Click the Save at the of the page to save your changes. If you decide not to save changes,
navigate away from the page by selecting a different topic in the Navigation pane.

Locking Work Records
In Polarion products that support Work Records, you can configure a locking date for Work Records
in each project. Work records dated on or before the locking date cannot be added, removed, or
updated for any Work Items in the project. This enables project managers to "close" work record
reporting by teams as of the specified date. Note that this configuration may need to be changed
fairly often - monthly or even weekly. The principal Polarion administrator may find it easier to
grant a project manager or other user project administrator permissions so that this configuration
task can be delegated.

To set a locking date for Work Records:

1. Log in with administrator permissions for the project that is to have the locking date set or
modified.
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2. Enter the Administration interface and select the project you want to configure in the Open
Project or Project Group dialog (see User Guide: Accessing Projects).

3. If not already selected, select the Project topic in the Navigation pane. The project properties
appear in the Content Pane.

4. Specify a date in the Lock Work Records Date field. This field can be edited "in place" without
clicking the Edit button. When you hover your pointer above the field, you can invoke a calendar
picker in which you can select a date. The selected date will be the date when Work Records in
the project will be locked.

5. After changing the date, click the Save button to effect the change.

Enabling Decimal Hours in Work Records
By default, reporting of time values (e.g. Initial Estimate, Time Spent, etc.) uses a fractional
convention. For example one half hour is reported as 1/2 h. It is possible to change
reporting of hours to decimal format (.50, 2.5 for example). This requires a change to
the system properties stored in the system properties file polarion.properties. For
information on this setting, see topic System Tuning for Advanced Administrators, property
useDecimalHoursDurationFormat.

Configuring the Work Items Table
You can configure the data columns that display in the Table view of the Work Items page. You
can customize the column display either globally or for a specific project. If you are not familiar
with the basics of the different scopes, you may want to review Administration Basics: The
Administration Interface.

Note that individual users can reconfigure the Work Items table to suit their own needs and
preference via the Table Configuration dialog available in the Polarion web interface. Their changes
are saved to their respective user profile. For information, see User Guide: Customizing the Work
Items Table.

The Configuration File
The Table customization is done by editing the table-settings.xml file for the scope you
want to customize, either online in the Table Configuration topic of Administration, or offline by
downloading the file from that topic, editing offline, and then uploading the modified file back to
the Polarion server in the same Administration topic.

The configuration file contains <column> tags for all the available data fields that can be displayed
in the Work Items Table. The tags for the columns that appear by default are uncommented. Other
available tags are placed inside a comment. If you want to remove one of the default columns so that
it does not appear in the Table, cut it and move it into the comment that contains the other available
column tags. To make one of the other available columns appear in the Table, cut its tag from the
comment that contains the other available columns and paste it into the block of uncommented
column tags in the position you want it to appear.

For example, if you wanted to add resolution as the third column in the table, cut the tag <column
id="resolution" ...> from the block of commented tags and paste it as the fifth tag in the
block of uncommented <column> tags.

Accessing the Configuration Files
To access the table-settings.xml file:

1. Log in with the necessary administrative permissions and enter the Administration
interface.



Configuring Work Items

70

2. Open the scope you want to configure: Repository, or a project. (Click the current repository or
project name in Navigation, just under the Polarion logo image.)

3. In the Navigation pane, expand Work Items and select Table Configuration..

You can now download the relevant configuration file. If you are making a project configuration
and no configuration file for the project scope exists, you can use the controls in the Edit Project
Configuration section to create a project-scope copy of the global configuration file in the text
editor, where you can modify and save it.

Note

Administrators with global rights can optionally change the table configuration using the Table
Configuration dialog as described in User Guide: Customizing the Work Items Table. To
change the global configuration, be sure you have selected the Repository the Open Project or
Project Group dialog before invoking the Table Configuration dialog.

Limiting Loading of Work Items
User queries on Work Items can sometimes find very large numbers of Work Items. However, it is
not likely that all of the items are actually needed. So for performance reasons, you may want to set
a limit on the number of Work Items that can be loaded in tables of Work Items. You can do this
with the system configuration property loadAllLimit (in the polarion.properties file.)
By default, the limit is 3000 Work Items.

Note that setting this limit in the configuration does not mean that is the number of items that will
always be loaded. It reflects only the maximum number of items that are allowed to be loaded in the
table. When the number of items found by a query exceeds the configured limit, users are presented
with a link Load first NNNN where NNNN is the configured load limit (for example: "Load
first 3000"). When a user clicks the link to start the loading, items are loaded in blocks of 50. The
count of loaded items is updated after each block loads, so the user can estimate when the loading
will be finished.

Note that the configured limit applies in Users, Roles, Projects, Time Points, Categories, Builds and
Jobs in addition to the Table and Multi-Edit views in the Work Items topic.

Fields Displayed as Table Columns
In a new, clean installation the fields available to display as table columns are listed in the
configuration file in comments. However, you may have an upgrade installation which has a version
of the configuration file without such comments. Therefore, it may be useful to have a complete
list of fields that you can optionally configure for display in the Work Items Table. The following
table lists the field IDs of fields that you can display as columns in the Work Items table, along with
which ones are shown by default in new installations.

Table 5.1. Fields that can be displayed as Table view columns

Field ID Shown by Default

type YES

title YES

priority YES

severity YES

status YES

created YES

assignee YES
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Field ID Shown by Default

author YES

plannedStart YES

timePoint Yes

description NO

categories NO

resolution NO

previousStatus NO

dueDate NO

initialEstimate NO

timeSpent NO

remainingEstimate NO

attachments NO

updated NO

plannedEnd NO

approvals NO

planningConstraints NO

linkedWorkItems NO

hyperlinks NO

linkedRevisions NO

comments NO

Note

Custom fields may also be used.

Configuring Queries
You can configure some named queries than can be entered in the Query field of the Work Items
topic. Users can simply enter the query name and the associated query syntax will be executed.

This configuration is available for both global (repository) and Project scope. If you are not familiar
with the basics of the different scopes, you may want to review Administration Basics:  The
Administration Interface. The configuration is specified in the queries.xml configuration file.
You will find comments with a customization example in this file.

To access the queries.xml configuration file:

1. Log in with administrator permissions for the scope you want to configure (repository and/or
Project).

2. Enter the Administration interface.

3. If making a global configuration, select Repository in the Open Project or Project Group dialog.
If making a project configuration, navigate to and select the Project in the Open Project or Project
Group dialog. (See User Guide: Accessing Projects)

4. In the Navigation pane, expand the Work Items node and select Queries.

5. You can edit the configuration file on line or download it for off-line editing and later re-upload.
If you are editing a project for which no project-scope configuration exists, you can click the
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Paste global configuration button to load the XML from the global configuration into the online
XML editor, where you can proceed to modify it.

6. If you edit the file off-line, use the controls in the Upload New [Project][Global] Configuration
section to upload the modified file back to the Polarion repository.

The default global configuration contains sever pre-configured named queries, each contained in
a <query> element. The user-friendly name is specified in the name attribute, and the Lucene
query syntax, which will execute when the user invokes the name in the Query field, specified in the
query attribute of the element. For example...

<query name="Unscheduled" query="NOT HAS_VALUE:timePoint.id"/>
                

...retrieves Work Items having no value specified in the Time Point field.

Configuring the Global Working Calendar

 

The Working Calendar feature enables the Polarion project planning engine to calculate the amount
of actual working time available to projects. The Working Calendar defines the working days
comprising a normal work week, and working hours within each normal working day. Exceptions
to the normal working and non-working days/times, including temporary exceptions, can also be
configured .

Working Calendar can be configured in 2 scopes: global (repository), and User. The global Working
Calendar, configured in the Administration interface, affects all Projects in the repository. In this
scope it is possible to allow for known non-working time, such as national holidays, across the
entire organization.

The user, or personal Working Calendar enables specification of vacations, personal holidays, and
other personal time off from work, or fewer workdays or working hours in the case of part-time
people, for individual users. This configuration can be performed either by an administrator, or by
individual users.

The aggregate of both configuration scopes then affects the overall Live Plan of each Project.
User calendars affect only the plan of projects for which they have a role. The Live Plan visually
represents non-working time configured for both scopes and applicable to the project plan being
rendered.

This section describes the procedures for accessing and modifying the global Working Calendar,
and for accessing a user's Working Calendar for administrators working in the Administration
interface. The user calendar contains additional user interface controls. The modification procedure
is the same whether the user calendar is accessed by an administrator or by the individual user.

Accessing the Working Calendar
This section describes how to access the global Working Calendar, and a user's Working Calendar
in the Administration interface. Administrator permissions are necessary for access. (Non-
administrators wishing to edit their personal Working Calendar should consult the User Guide topic
Configuring your Working Calendar.)

To access the global Working Calendar configuration:

1. Enter the Administration interface.

2. Select Repository in the Open Project or Project Group dialog.
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3. In the Navigation pane, expand the Work Items node and click on Working Calendar.

To access a user configuration:

1. Enter the Administration interface.

2. Select Repository in the Open Project or Project Group dialog.

3. In the Navigation pane, expand the User Management node and click on Users.

4. Use the Search feature to locate the user whose Working Calendar you want to configure.

5. In the user account preview pane (bottom of the screen), scroll downwards, locate the Working
Calendar button and click it to display the selected user's personal Working Calendar.

Modifying the Global Working Calendar
The Working Calendar page consists of the following 2 sections:

• Regular Schedule

• Schedule Exceptions

Regular Schedule

This section defines the "normal" work schedule for your organization. In a new installation, the
defaults are set as follows:

• Start Time: 09:00

• End Time: 17:00

• Days with working time specified: Monday - Friday

• Days with NO working time configured: Saturday, Sunday

Days that have Start Time and End Time values are "Working" days. Days having no start/end time
values are "Not-Working" days.

To change the start or end time for a Working day:

1. Change the Start Time and/or End Time value(s) as desired.

2. Click the Save button in the toolbar above the section.

To quickly change a Working day (one with Start/End Time values specified) to a Not-Working
day, you can click the icon that appears to the right of the day. (alternatively, you can just clear the
values in the Start Time and End Time fields.)

NOTE: You can cancel changes by clicking the Revert button.

Schedule Exceptions

In the Schedule Exceptions section you can define exceptions to the regular schedule. Exceptions
can be permanent, or temporary for a specific period of time. For example, holidays that occur
on the same date every year can be set up as permanent exceptions to the normal work schedule.
Holidays that fall on a different date each year can be set up as temporary exceptions.

Schedule Exceptions can be either of 2 types:

• Time Off - the exception is time that will not be available for work in addition to any non-
working time configured in the Regular Schedule.
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• Time Working - the exception is time that will be available for work in addition to the working
time configured in the Regular Schedule.

To add a Schedule Exception:

1. Enter a meaningful title for the exception in the Title field. For example: New Years Day
Holiday.

2. Select the exception type by choosing a value in the Type drop-down list. For example: Time
Off.

3. Specify the date when the schedule exception is to begin in the Date From field in this format:
yyyy-mm-dd. Alternatively, click the calendar icon next to the field and choose a date in the
pop-up calendar. For example: 2008-01-01.

4. If the exception you are defining is temporary, specify the date when it should end in the Date To
field, in the same format as mentioned in the previous step. For a one-day exception like our New
Years Day example, the value should be the same date as in the Date From field. If the exception
is ongoing, leave the Date To field empty.

5. If the exception you are defining occurs only on one specific weekday in the time period defined,
choose that day in the drop-down list in the Weekday column. Otherwise, leave the default value
All days.

6. If the exception you are defining is of the type "Time Working", set appropriate time values in
the Time From and Time To fields, which are enabled when this type is selected. Time From is
the time when the additional working hours start, and Time To is the time when the additional
working hours finish.

7. If you want to add another Schedule Exception, click the  icon in theActions column and repeat
the above steps on the new row that appears.

8. When you are finished defining your Schedule Exception(s), click the Save button in the
Working Calendar toolbar. To cancel all changes, click the Revert button.

To remove a Schedule Exception:

1. Click the  in the Actions column of the exception you want to remove.

2. Click the Save button in the Working Calendar toolbar. To cancel the remove (before any Save),
click the Revert button.

Configuring Planning

You can configure certain defaults for the Live Plan project planning engine:

• Default initial time estimate value

• Query that determines which Work Items are processed by Live Plan

• Default roles for dependency and parent relationships for linked Work Items

• Work Item splitting

• Default behavior of Due Date

Note that the value for the number of hours per work day is read-only in this Administration
page. This value is set in the system property polarion.durationHoursPerDay. See
Administrator’s Guide topic Advanced System Tuning for information on this property.
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This configuration is available for both global (repository) and Project scope. If you are not familiar
with the basics of the different scopes, you may want to review Administration Basics:  The
Administration Interface.

To access the configuration:

1. Log in with administrator permissions for the scope you want to configure (repository or project).

2. Enter the Administration interface (click Administration in the tool view of
Navigation).

3. If making a global configuration, select Repository in the Open Project or Project Group dialog.
If making a project configuration, navigate to and select the Project in the Open Project or Project
Group dialog. (See User Guide: Accessing Projects.)

4. In the Navigation pane, expand Work Items and select Planning. The Planning page loads in your
browser.

5. Set the field values as desired and click the Save button to save your changes. Refer to the Quick
Help text on the page for information about the fields.

Splitting Work Items Across Time and Dependencies
There is a per-project option in the Planning configuration, Enable Work Item Splitting,
that defines whether Work Items in a project can be split for project planning purposes. The option
is enabled by default.

If enabled, then when Polarion searches for a space for a Work Item in the project plan, it may
decide to split the Work Item into two or more pieces and thus make use of periods of time before
the Work Item is fixed or postponed by a planning constraint. The resulting plan is more optimal in
terms of priorities. This approach ensures that dependencies are handled.

The Live Plan visualization shows both split and nested Work Items.

Due Date Planning Option
The Enable Due Date Planning option controls the way in which the project planning
engine processes and renders the due date of Work Items in the Live Plan. The option is disabled by
default, and is available in the global scope only. Enabling the option has the following effect:

• Due date will be considered a "suggestion" for planning, not "rule", meaning that it is considered
by the planning engine when determining the order of items in the plan, but the produced plan can
still violate the due date constraint -- which will always be indicated in the Live Plan visualization
and Due Date column in the Table view of Work Items.

• When determining a Work Item's best order based on due dates, any item that has a due date
defined (including having a Time Point - see note below) will take precedence before any
Work Item that does not have such date or time point defined. This implies that good practice is
providing due dates (or time points) for all items when this option is turned on. Items without a
due date are automatically penalized regardless of their priority.

• Items without a due date specified will inherit the due date from their parent, if it can be
determined. As such this makes an exception/correction to point 2 above. A due date defined at
the child item always takes precedence, regardless of whether it is later or earlier than the parent
due date.

Note
Wherever "due date" is mentioned, it means "time point or due date", as time points are
internally interpreted as due dates. All items above apply for items from projects that have the
Enable Due Date Planning option turned on.
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Configuring Work Item Linking
There are 3 main configurations that affect the linking of Work Items:

• Work Item Link Roles and Rules

• Default state of the Suspect attribute of Work Items

• External Linking

Link Roles and Rules
You can configure link roles that define the relationship between linked Work Items. For example, a
link role depends on can be specified for a link between Work Items to indicate that the source item
depends on the target item. When you define such a link role, you also define its opposite role. For
example, the depends on link role could have an opposite of is depended on by. This link role will
be seen by anyone accessing the target item.

Link roles can be configured globally for any repository, and for individual projects to override
the global configuration. You can define as many link roles as you need for your process. Project
templates may predefine project-scope link roles.

Each link role definition can have one or more rules. Rules control which type or types of Work
Items can be linked to which other type or types with the selected role. For example, a link role
verifies might have a rule that in effect says that the role can only be applied from a Test Case type
Work Item to a Requirement type Work Item.

Important Tip

Defining rules for link roles is extremely important because they are reflected in the user
interface elements in Work Items for creating links. Rules prevent users who may not
understand the various link roles and the directionality of linking from creating inappropriate
links which result in erroneous data in the system that is then reflected in dashboards and
reports.

Accessing the Configuration

Link roles are an enumeration. The configuration settings are stored in the workitem-link-
role-enum.xml configuration files. A graphical editor is provided for editing both link roles, and
rules for each defined link role.

To access the link roles configuration:

1. Log in to the portal with administrator permissions for the scope you want to configure.

2. Enter the Administration interface (if not already there from a previous login)

3. To configure the global scope,select Repository in the Open Project or Project Group dialog.

To configure a project, select the project to configure in the same dialog.

(See User Guide: Accessing Projects.)

4. In the Navigation pane, expand Work Items and select Enumerations. The Enumerations page
loads in the Content Pane.

5. In the Enumerations table, locate the row with workitem-link-role-enum.xml in the
Name column

6. If configuring the Repository scope, click the Edit link in the Actions column.



Configuring Work Items

77

If configuring a project, what you click depends on whether or not a project configuration already
exists.

• If a project configuration does exist, the Edit link appears in the Actions column, and you
should click it to access the Enumeration Designer.

• If no project configuration exists, the Create link appears in the Actions column, and you
should click that to access the Enumeration Designer.

Defining Link Roles

The Enumeration Designer presents 2 sections: one for the link role definitions (the top section) and
one for rules. In the definitions section, you can:

• Modify the properties of any existing link role.

• Remove any existing link role (click the  in the Actions column).

• Add a new link role (click the  icon in the Actions column

TIPS

• ID, Name, and Opposite Name are required. Spaces are allowed.

• Do not use spaces in the ID and limit characters to ASCII upper and lower case letters, and
numbers, and underscore.

• Make sure the value of Opposite Name is meaningful. Look at the default global
configuration to see how the concept should work. For example if you were to define a
custom link role named amends, a logical opposite name would be is amended by.

• Default, if checked, will result in that link role appearing first in the list of of roles in the
Linked Work Items section of the Work Item form. (If this remains unchecked for all roles,
then the first role defined appears first in that list.)

Defining Rules

The Rules for link role section of the Enumeration Designer is where you define rules for the
various link roles. Here you can:

• Define new rules.

• Modify existing rules.

• Delete existing rules.

Important

New and modified rules are not applied to existing links between Work Items. If you have links
that predate the rules feature, or which existed before rules were configured on your system, the
system will not generate any errors if any of these links violate link role rules, and the system
will still contain links which now violate rules.

To access the rules for a link role, click inside one of the fields in its row in the top section of the
page. The row is highlighted and any existing rules appear in the rules section. Any new rules you
define are applied to the selected link role. A single link role may have multiple rules.

A rule says, in essence, that a link with the selected role is allowed from one or more Work Item
types to one or more Work Item types. Accordingly, each rule has a property From Types and To
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Types. Both are multi-valued, since a rules may affect multiple Work Item types. A rule may permit
links from a single type to multiple types, from multiple types to a single type, from multiple types
to multiple types, or from a single type to the same type only. (The Same Type check box can be
used for the latter).

Figure 5.10. Link Role Rules

Example of rules for a derived from link role

Note

You can create a rule for links that go from a Work Item type in the current project to a Work
Item type defined in another project or group. To do that, select other in the To Types field and
enter the ID of the Work Item type in the desired project or group. A typical scenario for this is
where e.g. a Requirement type is defined in the current project and a Test Case type is defined
in a different project.

Configuring Work Item Linking Menus

The linking menus of Work Items can be configured to define menu items for creating new linking/
linked Work Items while working with an existing Work Item. Among other things, the role of
created links can be defined, so that when the end user creates a new Work Item using the menus,
only links with correct roles can be created.

The menus are located on the toolbar of the Work Item form in the Work Item Viewer/Editor pane
in the Table view of the Work Items topic.

To access the configuration:

1. Log in with administrator permissions for the scope you want to configure (repository or project).

2. Open the repository or project you want to configure and enter the Administration interface if
you are not already in it.

3. In Navigation, expand Work Items and select Form Menus. The Form Menus configuration page
loads in your browser.

At this point you can create a new configuration for Linked Menus and Linking Menus, or update or
delete existing configurations, if any.

When Creating a new configuration, you select the Interface in which the configured menu will
appear, and the type of Work Item that can have the menu item. Unspecific means the menu item is
available for any type.

Menu configuration is done using XML in an online editor. For new configurations, an example is
provided in comments. Some help is embedded on the menu configuration pages.

Reference information for this configuration is provided in embedded Quick Help on the
administration pages in the portal.
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Rules in the Work Item interface

Link role rules control the items reflected in the Action menus in the Work Item form. Users
creating links to other Work Items can only select valid link roles because, thanks to the rule
definitions, only valid link roles are presented in the menus.

Figure 5.11. Link role rules reflected in the UI

Users can only select a link role that is valid for the current Work Item

Linking with Opposite Role

End users can link Work Items with an applicable Link Role or its opposite, so as not to have to
switch between different Work Items in order to link with the desired relationship. Backlinks from
the same project can be added or removed. When adding backlinks, the Role list shows forward link
roles first, followed by appropriately filtered backlink roles from the current project. If the picker
dialog is used, it presets the correct query based on the current project's configuration.

When linking with the opposite role, there are some limitations:

• Opposite link can only be created/editing in an individual Work Item (that is, not using Bulk Edit
or Multi Edit).

• Opposite links cannot be created in the Document Editor. User must open Document-contained
items in the Table view of Work Items.

• Backlinks from different projects cannot be edited.

Suspect Default State
You can configure the default state of the Suspect attribute of Work Items.

This configuration is available for both global (repository) and Project scope. If you are not familiar
with the basics of the different scopes, you may want to review Administration Basics:  The
Administration Interface.

To access the configuration option:
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1. Log in with administrative permissions for the scope you want to configure (repository and/or
Project).

2. Enter the Administration interface and open the repository or project you want to
configure. (See User Guide: Accessing Projects.)

3. In the Navigation pane, expand the Work Items node and select Linking. The Linking
administration page appears.

4. To have the suspect attribute automatically set to true for all new Work Items, check the Auto
Suspect box. Clear the check box if it is checked and you do not want new Work Items to
automatically have the Suspect attribute automatically set.

5. Click the Save button to save your change.

Remember that projects inherit the global configuration. If you want to override the global Auto-
suspect setting for a project, click the Create button on the Linking page toolbar when you are
working in a project, then set the options as you want them for the project. If you want to revert
from an existing project configuration back to the global repository configuration, click the Delete
button to delete the project-scope configuration.

Enabling Linking Across Servers
In a clustered server environment with multiple Polarion servers, if any of the servers host their own
Polarion repository, it is possible to link a Work Item hosted on one server's repository to another
Work Item hosted on a different server's repository. For more information, see User Guide: Linking
Work Items: Linking to Remote Work Items.

Configuring Auto-assignment
You can configure Polarion to automatically assign new or existing Work Items to one or more
users based on some condition(s). This is an important feature that can save many hours of work
over time. It is recommended that you take the time to become familiar with it, and then set up a
default configuration for your system, and specific configurations for projects based on the their
individual characteristics.

You can configure one or more Auto-assignment Rules which specify the conditions a Work Item
must meet in order for it to be automatically assigned, and the user or users to which it is assigned if
the conditions are met. Rules can be defined which apply to all Work Item types, or to one specific
type. For example, you might define a rule that says any type of Work Item with some value of
"usability" in the Category field is automatically assigned to some user in charge of usability issues.

You can optionally select current user to have new items assigned to the currently logged-in
user. By default, current assignee would be applied only if the user is among the possible assignees
for the current context. You might want to constrain this further with one or more rule conditions.

Auto-assignment is not active by default. This configuration is available for both global (repository)
and Project scope. If you are not familiar with the basics of the different scopes, you may want to
review Administration Basics:  The Administration Interface.

Accessing the Configuration
To access the Auto-assignment configuration:

1. Log in with administrative rights for the scope you want to configure (repository or Project).

2. Enter the Administration interface.

3. If making a global configuration, select Repository in the Open Project or Project Group dialog.
If making a project configuration, navigate to and select the Project in the Open Project or Project
Group dialog.
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(See User Guide: Accessing Projects.)

4. In the Navigation pane, expand the Work Items node and select Auto-assignment.

The Auto-assignment page displays a table of the existing auto-assignment rules, if any.

Creating a New Rule
• Access the configuration in the desired scope, as described in the previous section.

• If no rules exist for the current scope, click the Add New Rule button to add an auto-assignment
rule. If one or more rules exist, click the Add Rule Below in the row below which the new rule
should appear in the table of rules. (Rules are processed in the order listed in the table).

The Auto-assignment Configuration page appears.

• In the Conditions section, specify the conditions which must be met in order for Work Items to be
automatically assigned. Refer to Quick Help embedded in the page.

• In the Assignees section, specify one or more users to whom Work Items will be assigned which
the conditions specified in Conditions.

• Click the Save button. If you want to create or edit another rule, click the link Return to Auto-
assignment.

Modifying an Existing Rule
You can modify existing rules in either the repository or project configuration. A common
reason for changing a rule is that the assignee(s) need to be changed due to changes in personnel,
responsibilities, etc.

To modify an existing Auto-assignment rule:

1. Access the Auto-assignment topic in Administration as described earlier. Be sure you have
opened it in the scope you want to configure.

2. In the table of existing Auto-assignment rules, click the Edit button. The Auto-assignment
Configuration page loads.

3. Edit the Conditions and or Assignees as needed.

4. Click the Save button. If you want to create or edit another rule, click the link Return to Auto-
assignment.

Removing a Rule
To remove and existing Auto-assignment rule:

1. Access the Auto-assignment topic in Administration as described earlier. Be sure you have
opened it in the scope you want to configure.

2. In the table of existing Auto-assignment rules, click the Remove button and respond to the
confirmation prompt.

Important

If you have administration permissions for the Repository, be sure you are removing a rule in
the correct scope. For example, don't remove a rule in the Repository scope thinking you are
doing so for a project.
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Configuring Voting
You can configure the Work Item Voting feature to enable or disable it (it is enabled by default)
and/or set the per-user limit of votes on Work Items in projects.

This configuration is available for both global (repository) and Project scope. If you are not familiar
with the basics of the different scopes, you may want to review Administration Basics:  The
Administration Interface. The configuration is specified in the voting.xml configuration file.
You will find comments in this file that explain the elements and their usage.

To access the voting.xml configuration file:

1. Log in with administrative rights for the scope you want to configure (repository and/or Project).

2. Enter the Administration interface.

3. If making a global configuration, select Repository in the Open Project or Project Group dialog.
If making a project configuration, navigate to and select the Project in the Open Project or Project
Group dialog.

(See User Guide: Accessing Projects.)

4. In the Navigation pane, expand the Work Items node and select Voting.

5. Use the appropriate link in the Configuration section to download the configuration file to your
local system, or edit online with the text editor provided.

6. If you edit the file offline, use the controls in the Upload New [Project] Configuration section to
upload the modified file back to the Polarion repository.

Configuring Multi-language Support
An administrator can optionally configure Polarion to support multiple human language translations
of Work Items. When correctly configured, a Title and Description field for one or more additional
languages appear in the Work Item form in tracker views, and users can switch languages in
Documents to view translated Work Items.

For information on this configuration, please see Administrator's Guide: Configuring the Portal:
Configuring Languages.

See also: User Guide: Viewing Work Item Translations.
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Chapter 6. Configuring Testing
  

Administrators can configure Polarion's Test Management features both globally for the repository
to create a default configuration, and in any project to override global defaults and create a custom
configuration for the project.

This configuration specifies mapping of test cases to a configured Work Item type, parameters for
automated testing, and how Polarion imports results of external testing tools. It also specifies the
values for several enumerations which appear in various lists in different configuration fields. You
can configure:

• The general testing configuration

• Values that describe different test results

• Templates for Test Run export to Microsoft Excel.

• Custom fields for Test Runs

• Test Run types

Accessing the Configuration
To access the testing configuration:

1. Log in with administrator permissions for the scope you want to configure (repository/global or
project).

2. Enter Administration (if your login does not take you into Administration).

3. Open the repository or project you wish to configure (see User Guide: Accessing Projects).

4. In Navigation, expand the Testing node to expose the testing configuration topics.

Configuring Types and Enumerations

 

Before performing the main testing configuration, you should review the settings in the enumeration
topics and make any changes. The values you specify in these topics are used in lists in the main
testing configuration topic.

Test Results
The Test Results topic enables you to specify a set of values (called and "enumeration") that define
different outcomes or results of testing. For example, you specify if the result of a successful Test
Run execution should be labeled "Passed", "Succeeded" or something else. You should define a
value for every possible result of your test execution process. An example of these values might be:

• Passed (result value for tests which succeed)

• Failed (result value for tests which fail)
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• Error (result value for tests which succeed but with errors)

• Blocked (result value for tests which could be run for some reason)

You can specify an existing icon for any value, or upload a custom icon by clicking the Select
button on the relevant row.

The Default column enables you to specify one value as the default for newly executed Test Cases.

The Create Defect column, if checked, means that a Work Item representing a defect will be created
when a execution of a Test Run terminates with the result defined on the row. For example, you
would probably check this option for a Test Result representing test failure.

You can add a new Test Result value to the table by filling in the last row. You can add more Test
Result values to the table by adding a new empty row by clicking the  icon. You can remove a Test
Result value by clicking the  icon on the relevant row.

Be sure to click Save when finished, before navigating to some other topic.

Test Run Custom Fields
This topic enables you to define custom fields which should be added to Test Runs to store
information from external testing tool results or manual testing results. For example, if your tool
returns a datum "error code" that you want to track in testing results, you can add a custom field e.g.
Error Code.

You can add as many fields as are needed, one field per row of the table. Add more rows using the 
icon.

The Multi field, when checked, enables multiple values to be entered into the field. This option is
only enabled when the field type selected in Type supports multiple values.

The Require field, if checked, means that the field is required and changes to the Test Run cannot be
saved unless a value is supplied. This is more applicable when Test Runs are executed manually, or
when results of automated tests are logged manually.

Test Run Statuses
This topic enables you to define the different status values which Test Runs can have, including a
standard or custom icon image to represent the status value in the user interface.

The Terminal option marks that the status is a terminal one, meaning that testing activity is
complete. If you set a Test Run to a status marked Terminal, the Finished on field value will be
filled in with the current date-time.

See also: User Guide: Customizing Test Run Templates.

Test Run Types
This topic enables you to specify values that define the type of a new Test Run. Typical values
include Manual and Automatic. You can change the semantics or add more values to cover all
the types of Test Runs you need to create to support your testing process.

Setting the Testing Configuration
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The Configuration topic (Testing > Configuration) is where you specify how Polarion's Test Case
Management feature should work. For field-specific help, please refer to the Quick Help text at the
bottom of the Configuration page. This configuration is available in the Global (repository) scope,
and in projects. Project settings override the global settings.

The main artifacts of the testing process are:

• Test Cases: These Work Items define a specific test or set of test steps. Test Case items can be
linked to e.g. the requirement type item(s) they verify. For test management purposes, the global
configuration and each project configuration should define a Work Item type for test cases. Some
Polarion project templates are pre-configured to provide a type named "Test Case".

In project templates (and projects based on them) Test Case type is the type for automated tests.
It is used to define the link roles and custom fields. The assumption is that all the test-case-like
types have the same custom fields used in the testing configuration and the same link role type
between a Defect and Test Case.

You may need to define other Work Item types for different types of test cases: acceptance
test case, functional test case, etc. You can do this globally or in any project in Work Items >
Enumerations > workitem-type-enum.xml.

• Test Runs: these Work Items represent an instance of execution of one Test Case, or more
usually, a set of Test Cases, and the result of the execution... test(s) passed, failed, etc.

The Polarion project template for test case management projects is pre-configured to include the
Test Run type.

• Defects: these Work Items record and describe a defect. Defects may be created as the result of
a Test Run, either manually by testers executing tests manually, or automatically by a test result
import job configured to import the results of external automated tests. For test management
purposes, the global configuration and each project should define a Work Item type for defects.
(Most Polarion project templates are pre-configured to provide a type named "Defect".)

The Testing Configuration page contains settings that specify a number of properties for Test Runs:

• You need to specify which configured Work Item type Test Runs should link to as test cases.
For example, a global configuration might contain several Work Items types that are analogous
to different types of test cases that are run in different types of projects. A project configuration
needs to specify which type should be used by project Test Runs.

• You can specify templates for several purposes including default for Test Runs, Test Cases, and
Defects. Generally you select an existing Test Run, Test Case, or Defect to serve as the template
of others that get created during the testing process.

• You can specify how Test Runs map passed tests, failed tests, and errors to values in the Test
Results enumeration.

• Defects are created as a result of failed tests. You can specify properties of such Defects including
which Work Item type to create to represent a defect, the link role between Defects and Test
Cases, field data from Test Cases and Test Runs copied to Defects, etc. Again, refer to the
embedded Quick Help text for details.

Macros for Test Run Pages
Polarion provides the following macros which can be used to incorporate export-import
functionality into Test Run pages:

1. {export-tests} - Renders a link which launches a dialog enabling a user to export of a set of Test
Cases to Microsoft Excel. Use the query to retrieve the test cases to be exported. Example:
{export-tests:query=status:active|sortby=id}
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Excel round-trip export prefers the current context's export template when searching for a default
one. (It takes first export template in lexicographical order from the project configuration, then
the first in lexicographical order from the global configuration.)

2. {import-test-results} - Renders a link which launches a dialog enabling a user to import a
Microsoft Excel file containing test results.

For complete syntax information, see the Syntax Help provided when editing a Test Run page.

Configuring Test Run ID Prefix
You can configure any Test Run Template to add a prefix at the beginning of the IDs of new Test
Runs created from the template. The prefix will be added to both manually specified and generated
Test Run IDs.

To configure templates to use a Test Run ID prefix:

1. Review the Test Run Templates, and decide which of them you want to have add a prefix to new
Test Run IDs.

2. In each template you choose, edit the template Properties and enter a prefix value in the Test Run
ID Prefix field.

For example, in a template "Software Design Verification Test", you might specify a prefix like
"SWDVT" or "SDV".

When manually creating a Test Run, users can select the Test Run Template. If an ID prefix is
configured in the template, and the project is not configured to generate Test Run IDs automatically,
the prefix is shown as read-only in the Create Test Run dialog, before the text box in the ID field.

Generating Test Run IDs
You can set up the testing configuration to automatically assign IDs to new Test Runs. When
configured, users who manually create new Test Runs do not need to specify an ID, and the naming
convention will be consistent for all Test Run IDs.

To enable generated Test Run IDs:

1. Enter Administration for the project you want to configure.

2. In Navigation, select Testing > Configuration.

3. In the Testing Configuration page, check the option Enable Generated Test Run IDs.

Note that this option setting is project-specific. You will need to set it in every project in which you
want automatic generation of Test Run IDs.

Generated ID Format
The ID of new Test Runs will begin with the value configured in the Test Run ID Prefix field of
the Test Run Template (if one has been specified), followed by a dash (-), followed by a unique ID
generated by the system. This ID has the following form:

PREFIX-YYYYMMDD-HHMM with a uniqueness suffix (generated only if necessary) in the form of
_NUM

For example: MYPREFIX-20150721-1032 or MYPREFIX-20150721-1032_2 - where
MYPREFIX is an ID prefix value that has been configured in the Test Run template (not present if
no prefix has been configured), and the trailing 2 in the second example is a uniqueness suffix.
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When users manually create a new Test Run, if generated IDs are configured, the ID field is hidden
in the Create Test Run dialog. The generated ID appears in the new Test Run after it is created, and
the ID cannot be changed.

Limiting Notifications for Imports
The first time you import automated test cases (jUnit tests, for example) to Polarion, it is unlikely
that you would want notifications sent about newly created Test Case type Work Items. Also, it
is probably not necessary to show all the resulting Create activities in the Activity Stream. This is
especially true if you are importing a large number of test cases.

An automated test case is a Work Item of the type configured as Test Case, with a non-empty value
in the custom field defined as the Test Case ID (see configuration page in Administration > Testing).

There is a system property that defines a threshold above which notifications are not sent, and the
Activity Stream is not updated when new automated test case Work Items are created. The default
value is 50, meaning that if more than 50 new Test Case items are created, notifications and activity
are not triggered.

If you want to change the default threshold value:

1. Using any text editor, open the system properties file polarion.properties (follow link
for location).

2. Search for com.polarion.maxNotificationsAboutCreatedTestCases. It is not
present in the file by default, so you probably need to add it on a new line.

3. Set the threshold value as follows:
com.polarion.maxNotificationsAboutCreatedTestCases=[VALUE] ...

...where [VALUE] is a positive or negative integer, or zero.

4. • If [VALUE] is positive, notifications and activity will be suppressed if the number of imported
automated tests exceeds [VALUE].

• If [VALUE] is 0 (zero), no notifications will be sent and no activity will be streamed
regardless of the number of automated tests imported.

• If [VALUE] is negative, no threshold is applied and all notifications are sent and all activity is
streamed.

Warning

Setting no threshold can result in significant temporary performance degradation of Polarion,
your SMTP server, and your network if large numbers of automated tests are imported and no
threshold limit is set, to say nothing of user irritation if large numbers of notification emails
arrive in their in-boxes as a result of some test case import.

Configuring Test Export Templates

 

Polarion provides a default template for exporting Test Cases to Microsoft Excel. Administrators
can download the default template file which can then be used as the basis for one or more custom
templates. An administrator can upload customized template files which users can subsequently
select as templates for Excel files generated by exporting Test Cases to Excel. Custom templates can
be uploaded in the global scope, to serve as the default for new projects, or in specific projects.
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To access the test export templates:

1. Log in with administrator permissions for the scope you want to access (global or project).

2. Open the repository if you want to access the global templates, or open the relevant project. (See
User Guide: Accessing Projects).

3. In Navigation, expand Testing and select Test Export Templates.

The Test Export Templates page loads in your browser displaying the existing templates for the
current scope (if any).

To download an existing template file:

1. On the Test Export Templates page, click on the template you want to download.

2. Click the Download button on the page header.

To upload a custom export template file:

1. Be sure you are working in the desired scope. For example, if you downloaded a global template
and want to use a modified version for a project, be sure to open the project. If you forget that,
you will overwrite the global template file with the modified file.

2. Open the Test Export Templates page (Navigation: Testing > Test Export Templates).

3. On the page header, click the Upload button. In the Upload Export Template dialog, select the
template file on your local file system.

If you want to upload to overwrite an existing template, check this option in the Upload Export
Template dialog.

Configuring Manual Test Steps

  

For manual testing, it is possible for testers to track not only the overall results of a Test Case
(passed/failed), but also the results of each test step in a Test Case. There is a special Work Item
field Test Steps, to be used in Test Case type Work Items. It is rendered as a table, with each row
representing a discrete manual test step. Columns of the table are user-configurable. You may need
to enable test steps in your project configuration if the feature is not already enabled by the project
template. This section discusses these configurations.

When correctly configured, a table of test steps appears in the Custom Fields section of new Test
Case items in which testers can specify each test step (unless and administrator has configured the
field to appear separately on the Work Item detail form). This table is rendered as executable test
steps in a panel in the Execute Test Case section of the Test Case Work Item when the Test Case is
executed during a Test Run.
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Figure 6.1. Test Case with Test Steps Configured

Users can log results of individual test steps

TIPS

• Some project templates delivered with some products may have steps already configured.
You can tell by creating a new Test Case in the tracker and checking whether a Test Steps
table is present. (You can then cancel the Create Test Case operation without saving.) Even
if Test Steps are pre-configured, you may still want to customize the Test Steps table as
mentioned in step 4 above.

• You can optionally display Test Steps as a separate field in Test Case items, rather than in
the Custom Fields section. To do this, you must edit the form layout for the Test Case type
(Administration > Work Items > Form Configuration). If no Form Layout exists for the Test
Case type, you can create one. (See Administrator's Guide topic Configuring Work Item
Form Layout).

In the layout configuration, add the Test Steps field (for example: <field
id="testSteps"/>), and remove the Test Steps field from the configured custom fields
to be displayed:

<panel description="Custom Fields">
    <field id="@allCustomFields,-testType,-testSteps"/> 
</panel>
                        

Migrating Existing Test Steps Data
In earlier implementations of the Test Steps feature, manual test steps were created and stored in the
Description field of Test Case type Work Items. In later implementations test steps are created and
stored in the dedicated Test Steps field described above. If you have projects in which test steps
data are still stored in Description fields, an administrator can migrate the existing data to the Test
Steps field.
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Polarion provides a special migration guide document, which explains how to perform this
migration. The guide is available on the Polarion Software web site at www.polarion.com/
downloads/Polarion-Test-Steps-Migration-Guide.pdf [http://www.polarion.com/downloads/
Polarion-Test-Steps-Migration-Guide.pdf].

Enabling Test Steps Support
You can enable the Test Steps feature either globally or per project. You can also add this
configuration to any existing custom project templates that for projects that include testing support.
This process step requires editing XML configuration code.

Important

If you have existing projects created prior to Polarion version 2012-SR3 (released mid-
December, 2012) you will need to configure a custom field for Test Steps to the configuration
of Test Case type Work Items. (Such custom field is pre-configured as of version 2012-SR3).

To configure a custom field for Test Steps

1. In project Administration, open Work Items > Custom Fields.

Add a new custom field to the Test Case Work Item type, with ID testSteps, name Test
Steps, and specify the Test Steps type. The custom field type "Test Steps" renders a table
of test steps in new Test Case items. Note that you can add only one custom field of this type
to the configuration.

To enable the Test Steps feature:

1. Log in with administrator permissions for the scope you want to configure (repository or project)
and enter Administration.

2. In Navigation, expand Work Items, select Form Configuration, and scroll the page to show the
Form Layouts section.

3. If there is no layout for the Test Case Work Item type, click Create New Form Layout and
specify the layout as described in the Administrator's Guide topic Configuring Interface Views.

If the table of layouts does contain a layout for the Test Case type (or whatever custom type of
yours corresponds to a test case), click the Edit button on its row in the table.

4. If not already present, add the following element:

<extension id="execute-test" label="Execute Test"/>

5. If the following element is already present in the configuration, remove it or comment it out:

<extension id="execute-test" label="Execute Test"
query="type:manual"/>

6. If the following element is not already present, add it below the execute-test extension element:

<extension counts="1,5,10" id="test-records" label="Test
Records" />

7. Save the configuration. Note that you need to repeat this configuration in every Interface View
that has a form layout for Test Cases, and in which you want the Test Steps feature enabled for
Test Cases.

http://www.polarion.com/downloads/Polarion-Test-Steps-Migration-Guide.pdf
http://www.polarion.com/downloads/Polarion-Test-Steps-Migration-Guide.pdf
http://www.polarion.com/downloads/Polarion-Test-Steps-Migration-Guide.pdf
http://www.polarion.com/downloads/Polarion-Test-Steps-Migration-Guide.pdf
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Configuring Test Step Columns
The table of the Test Steps field contains some columns controlled by Polarion (Actual Result,
for example) and some columns that you can modify. The user-modifiable columns (only) are
accessible in a dedicated Administration page. There, you can customize the table, adding additional
columns, and adjusting headings of the user-modifiable columns to use your own semantics.

To access the Test Steps Columns configuration:

1. Log in to the project with administrator permissions and enter Administration.

2. In Navigation, expand Testing and select Test Steps.

Refer to the embedded Quick Help text on the configuration page for information about how to
perform the configuration.

TIP
If your users write up test case specifications in LiveDoc documents, it will be necessary for
them to set the Document's Work Item Presentation to show the Test Steps field in Document-
based Work Items. For more information, see the User Guide topic Editing Test Steps in
Documents.

Controlling Time Tracking for Test Execution
By default, Polarion tracks time expended on executing manual tests and includes it in Test Records,
which are visible to all users with the necessary view permissions. There are some jurisdictions that
prohibit the visibility of tracking of individuals' time. If you need to stop the tracking and display
of time spent executing manual tests in order to comply with local laws, there is a special system
property you can use: com.polarion.alm.ui.forms.extensions.disableTimeSpentRecording . If set to
"true", then time spent during manual test execution is not stored within test records. (Automated
test results import still imports the duration of tests.)

To disable time tracking of manual tests, add the system property
disableTimeSpentRecording to the system configuration file polarion.properties
(follow link if you need the location). Set the property to the value to "true", and restart the Polarion
server after the change.

Example:
com.polarion.alm.ui.forms.extensions.disableTimeSpentRecording=true

Displaying Recent Results
By default, each Test Step displays the Recent drop-down, which lists the Actual Result values
from the most recent execution of the step during a Test Run. The Test Case Verdict field displays
a similar drop-down with the values of the most recent verdicts. Users can select one of the listed
previous results as the result of the current step execution or current Test Case verdict.

You can control how many recent values are displayed in these drop-down lists, or hide the lists
completely (not recommended) using the maxRecentItems option in the Test Steps extension
element of the Work Item form layout configuration for Test Case type Work Items.

To perform the configuration:

1. Enter Administration in the scope you want to configure (Global or project).

2. In Navigation, expand Work Items and select Form Configuration.

3. In the Form Layouts section of the page, locate the table row for the Test Case type Work Item,
and click Edit.
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4. Locate the following line in the configuration editor:

<extension id="execute-test" label="Execute Test"/>

5. Add the maxRecentItems option to the line, specifying the maximum number of recent items to
display to uses in the drop-down lists, or 0 (zero) to hide the lists. For example:

<extension id="execute-test" label="Execute Test"
maxRecentItems="10" />

Note that some project configurations may contain several different types of test cases: System
Test Case, Software Test Case, Mechanical Test Case, etc. You will need to perform the above
configuration for each of the test case types, assuming the form layout contains the extension
element enabling manual Test Steps.

Configuring Cleanup of Old Test Runs
There is a job polarion.jobs.testruns.delete that deletes old Test Runs to free up system resources
and speed up system re-indexing. By default, this job will not run. An administrator can enable it,
and configure how the job selects Test Runs for deletion, in the global configuration and/or any
project configuration. In Administration: Testing > Configuration: Automated Cleanup of Test
Runs.

When enabling the job, the administrator may specify a query that returns the Test Runs to be
deleted by the job. (See the embedded Help in the Administration topic for more information and
an example of such a query.) When the job is enabled in the global scope, and no query is specified,
the system will run a default query that selects for deletion all Test Runs in all projects without a
project-scope configuration. Test Runs that are Test Run templates, and Test Runs having the Keep
in History option set on them will always be ignored by the job and will never be deleted.
When Test Runs are deleted by the job, no email notifications are generated, and nothing is shown
in the Activity stream.

Automated Cleanup of Test Runs can be enabled and configured in projects to gain more precise
control of how the job deletes old Test Runs. Again, the administrator can specify a query, and
it will apply only to the current project. As in the global scope, the job will never delete any Test
Runs that have the Keep in History or the Is Template option set, even if the Test Run
meets the search criteria in other respects. (Note the Keep In History can be set in Test Run
templates.) It is therefore not necessary to include these as elements of the selection query. Be sure
that users know to set Keep in History for Test Runs that should have results preserved for
traceability and proof of compliance, and check for existing Test Runs that may need to have this
option set before enabling the job and deleting old Test Runs.

Remember that all projects that do not have a project configuration for clean-up of old Test Runs
will have Test Runs deleted according to the global configuration settings in the Automated
Cleanup of Test Runs topic of Administration. This could be a problem if such projects contain Test
Runs that need to be preserved for proof of regulatory compliance, but to not have the Keep in
History option set. Be sure to do some checking before enabling the cleanup job in the global
configuration.

If you want to schedule the cleanup job to start automatically, note that it cannot run on behalf of
system user because that user does not have write access to the Subversion repository. There is a
parameter for the job, userAccountValultKey that can point to a key in the User Account Vault so
that the job will run on behalf of this configured user, which should have the required SVN access.
Generally, the same configured user should also be used for xUnit import and automatic creation of
Test Runs. If you have this configured, just use the same user for the Test Run cleanup job.

<job cronExpression="0 0 6 ? * SUN" disabled="false" id="polarion.jobs.testruns.delete" name="Cleanup of Old Test Runs"  scope="system">
  <userAccountVaultKey>xUnitImporterUser</userAccountVaultKey>
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</job>
                    

Important

Before running the job for the first time, be sure to check with project leaders to make sure that
they have set the Keep in History flag on all Test Runs that should be preserved in Baselines
for compliance reporting and other purposes. For more information, see the User Guide topic:
Preserving Test Runs in History.
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Chapter 7. Configuring Plans

Polarion provides special pages called Plans to support planning and execution of releases and
iterations. Users can create Plans in projects, set dates, add Work Items, and set properties than
enable Polarion to monitor and report the status and progress of Plans. (For more information, see
User Guide: Plans Topic.

Plans Administration
If your system is updated from a Polarion version that did not yet have the Plans feature, you may
need to enable it in administration. There also are several ways an administrator can configure/
customize Plans:

• Define Plan custom fields.

• Define Plan statuses and status semantics.

• Configure Plan Templates.

The following sections discuss these topics.

Enabling Plans
After updating your system to a version that includes the feature, from a version that did not,
you can easily tell whether or not the Plans feature is enabled. In project Administration, go to
Navigation and select Plans > Plan Templates. If there are no templates listed, and you see a button
Set Up Planning, the feature is not yet enabled. Click the button to launch the enabling process.
After the process is complete, the default Plan Templates appear on the Plan Templates page.

Defining Plan Custom Fields
Scope: Global and project

You can create custom data fields for use in Plans only. (Plan custom field should not be confused
with Work Item custom fields, which are defined for, and appear only in Work Items, or with
Document custom fields, which are define for, and appear only in Documents.) You can create Plan
custom fields to track any custom data you want to have associated with Plans. Plan custom fields
can be of any supported data type. You can select from a list of types when you create the fields. If
you want users to be able to select from a list of values for a Plan custom field, don't forget that you
need to create a custom enumeration before defining the Plan custom field. (For more information,
see the Administrator's Guide topic Configuring Enumerations.)

Although Plans themselves can only be created in projects, you can define Plan custom fields
in the Global (repository) scope. Such fields defined globally appear by default in new Plans
and Plan Templates created in projects. Project configurations can optionally override the global
configuration, changing the type, semantics, or removing the field(s) from the project entirely. Plan
custom fields can also be defined in projects, where they will apply only to the specific project.

To define a new Plan custom field:

1. Open the scope in which you want to define the Plan custom field(s)... Global(repository) or a
specific project.

2. Enter Administration, and in Navigation select Plans > Plan Custom Fields.



Configuring Plans

95

The configuration page opens and shows a table of existing Plan custom fields, if any, and an
empty table row in which you can define a new field.

3. In the empty row, fill in all the fields and options, which are the same as for Work Item custom
fields.

4. To add another field definition, click the  icon on the last row of the table. A new empty row is
added in which you can define another Plan custom field.

5. Click the Save button when you have finished defining your Plan custom fields.

The configured Plan custom fields appear in the Custom Fields section of Plan and Plan Template
pages, and values for them can be added or modified in the Plan properties or Plan Template
properties.

Defining Plan Statuses
Scope: Global and project

Polarion provides a special field Plan Status for tracking the status of Plans. Users and reports can
run queries for Plans with a specified value or values in this field. Polarion's default Plan Templates
provide 3 Plan Status definitions: "Open", "In Progress", and "Done". You can change the labels
and other properties of these statuses (e.g. "Building", "Executing", "Completed") and/or add more
statuses (e.g. "Open", "In Review", "In Progress", "Done").

It is important to understand the Plan Status is not a workflow control like the Status field of Work
Items. There are no actions or transitions. It is simply data that provide a way of tracking and
communicating the current status of a Plan to stakeholders.

Although Plans themselves can only be created in projects, you can define Plan Statuses in the
Global (repository) scope. The globally defined statuses appear by default in new Plans and
Plan Templates created in projects. Project configurations can optionally override the global
configuration, changing the semantics, or adding or removing statuses. Plan Statuses can also be
defined in projects, where they will apply only to the specific project.

To configure Plan Statuses:

1. Open the scope in which you want to define the Plan custom field(s)... Global(repository) or a
specific project.

2. Enter Administration, and in Navigation select Plans > Plan Statuses.

The configuration page opens and shows a table of existing Plan Statuses, and an empty table
row in which you can define a new Plan Status.

3. Edit existing statuses, add new statuses, or remove existing statuses as desired and click the Save
button.

Most of the Plan Status properties are self-explanatory. The following may be worth noting:

• Default: Check the Status that should be the initial one applied to new Plans. For example, the
"Open" status can be set as the default initial status for new Plans by checking this property on
the relevant row in Plan Statuses. When a Plan's status changes to from the Default status to any
other, the Started On property of the Plan is automatically set (to the current date).

• Terminal: Check the status that should indicate that a Plan is finished. For example, the default
"Done" status can be set as the default end status for new Plans by checking this property on the
relevant row in Plan Statuses. When a Plan's status changes to the Terminal status, the Finished
On property of the Plan is automatically set (to the current date).
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Administering Plan Templates
Scope: project only

Plan Templates are special versions of Plans that serve as a template from which actual Plans are
created. Values set in Plan Template properties become the default values for new Plans created by
users and based on the Plan Template. Plan Templates can be created only in the project scope. To
access a project's Plan Templates, open Administration: Plans > Plan Templates.

In Plan Templates administration you can:

• Create new Plan Templates.

• Browse the list of existing Plan Templates.

• Review and modify the properties of an existing Plan Template, including the Plan report Page.

• Delete existing Plan Templates.

Creating a New Plan Template
To create a new Plan Template in Administration:

1. Open the project for which you want to create a Plan Template. (Plan Templates are per project
only. You cannot create them in the Global scope.)

2. Open Administration, and in Navigation select Plans > Plan Templates.

3. On the toolbar of the upper pane, click the Create button.

The Create New Template dialog opens and presents a list of existing Plan Templates. If no
custom templates have yet been defined in the project, only the default templates are listed.

4. In the Create New Template dialog, select a Plan Template as the basis for the new one you are
creating.

5. Enter a name and ID in the dialog, and click the Create button.

Viewing and Editing Plan Template Properties
To access and edit Plan Template properties:

1. Open a project, and enter Administration.

2. In Navigation, select Plans > Plan Templates.

3. Browse the table of existing Plan Templates (upper pane), and select the one you want to review
and/or modify.

4. In the selected Plan Template's detail page (lower pane), click the Properties button.

5. To edit properties, click the Edit button. (If properties are read-only as discussed above, this
button is disabled.)

There is one property in Plan Templates that is only present at the template level, and not in Plans
created from the template: Color. This field accepts standard hex color notation used in web
development (e.g. #nnnnnn, where #000000 is black, #ffffff is white, etc.) Standard web
color names (Red, Blue, Cyan, etc.) can also be used. The color specified in this field of the template
is applied to the icon that signifies "Plan". Once a Plan is created from a Plan Template, the color
field cannot be changed in the properties of the created Plan.(Color is still editable in the Plan
Template).
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An important property to note is the option Report shared from Template. When checked, the Plan's
report Page is shared in Plans instantiated from the Plan Template. Then, if a user invokes the action
to customize the Plan report, they are offered the option to customize either the report Page of
the instantiated Plan, or the report Page of the Plan Template. The user can perform the selected
customization, assuming that s/he has the necessary permissions.

Plan Template Actions
The Actions button in each Plan Template provides several functions you may need:

• Customize Plan Report: This action opens the underlying report Page of the Plan Template,
enabling you to customize the layout, modify parameters of existing Widgets, or add additional
Widgets to provide the desired functionality and information for the project team.

• Delete: Invoke this action to delete a Plan Template. Only the current Plan Template is deleted.
Plans that users have created from it are not affected and remain in the project.

Note that the menu also has actions to export the Plan Template page to PDF, or to print it.

Configuring Plan Permissions
Administrators can review and optionally modify the default user permissions for Plans. Plan
permissions can be configured in both Global/repository scope and project scope.

To access Plan permissions:

1. Open the scope you want to configure and enter Administration.

2. In Navigation, expand User Management and select Permissions Management.

3. On the Permissions Management page, expand Plans in either tab to access Plan permissions.

For more information on configuring user permissions, see the Administrator's Guide topic
Configuring User Permissions.

Using the Plan Enumeration for Work Item Fields
Polarion includes a special enumeration Plan that can be used for Enum: type custom fields in Work
Items or Documents. Such fields show a list of Plans, optionally enabling users to select one or more
Plans in the list. The list of Plans can be filtered by specifying a query in the Query parameter
of the enumeration. (If that parameter is left empty, the custom field list will list all Plans in the
project.)

To do this, create a custom field as usual, selecting Enum: in the Type column. The enumeration
selector appears, in which you should select Plan. When this enumeration is selected, a field for the
Query parameter appears. Enter a query using Lucene syntax to filter the list of Plans rendered
in the list for end users. For example, to have the field show only open plans the query might be:
status:open.

See also: Configuring Custom Fields, Configuring Document Custom Fields.
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Chapter 8. Configuring the Portal
The Portal topic of Administration provides access to configuration and customization of various
features of the Polarion portal:

• Shortcuts (including default favorite shortcuts)

• Interface Views

• Navigation topics

• Languages

Configuring Shortcuts and Favorites
Scope(s): repository, project

You can configure the global and project-specific default Shortcuts and Favorites to be shown to
users in the Navigation panel. Shortcuts appear in the Global Shortcuts and Project Shortcuts topics.
There is also a User Shortcuts topic, but administrators cannot configure default shortcuts for it.
(Note that it may be necessary to use the Expand control to access the Shortcuts topics). Favorites
(a.k.a. Favorite Shortcuts) appear in the top section of the panel. (See User Guide: Portal Tour:
Navigation and Content for more information.)

The default Favorites you configure will be shown in the Favorites section of Navigation to new
users, and to users who reset Favorites. Keep in mind that users can customize their Favorites and
may choose not to show the configured defaults.

Global and project shortcuts can be modified by users who have permissions to do so via the
Manage Shortcuts topic in Navigation (Tool view). They can add new shortcuts, and remove or
change the order of existing shortcuts. As an administrator, you can review Global and project
shortcuts in the Administration topics and remove any user-defined shortcuts that are outdated or
inappropriate.

Global and Project Shortcuts
You can configure the content of the Shortcuts topics in the Navigation pane. Shortcuts provide
users with quick access to actions (such as creating a new Work Item), wiki pages, or subsets of
Work Items (which also includes the Work Item view).

Configuration data is stored in the shortcuts.xml file for the relevant scope. You can edit this
file directly in Administration, or download it, edit offline, and upload back to the server. When you
configure shortcuts for a repository, they appear as nodes under the Global Shortcuts topic in the
Navigation panel. When you configure shortcuts for a project, they appear under Project Shortcuts
when users open the respective project.

To access the shortcuts configuration:

1. Log in with administrator permissions for the scope you want to configure

2. If you want to configure shortcuts globally, log in to the repository you want to configure (if your
system is configured for multiple repositories), enter Administration, and open the Repository.
(See User Guide: Accessing Projects) 

3. If you want to configure shortcuts for a project, enter Administration and open the desired
project. (See User Guide: Accessing Projects.)
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4. In the Navigation pane, expand Portal and select Shortcuts.

You can either edit the configuration online in the text editor on the configuration page, or you can
download the XML configuration file, edit it with a preferred tool, and upload it back to the portal.

The best way to familiarize yourself with the XML is to look at the default global configuration,
and the project configuration for the example project(s) included with your Polarion product. For
example, you can readily see that a shortcut to a set of Work Items involved embedding the syntax
of some query in the query parameter of a <shortcut> element. For example, this shortcut
would show unresolved Work Items with the Suspect flag set:

<shortcut name="Suspect Work Items" icon="/polarion/ria/images/details/table.gif" 
  pagePath="workitems" query="suspect:true" resolution="unresolved"/>
        

Favorite Shortcuts
You can configure the default Favorite shortcuts that appear to new portal users, and existing users
who reset their Favorites. You can configure default Favorites for repositories, Project Groups, and
projects.

When working in repository Administration topics are available:

• Portal > Default Favorite Shortcuts for Projects

• Portal > Default Favorite Shortcuts for Repository and Groups

When working in project Administration, the project-scope configuration is in Portal > Default
Favorite Shortcuts. Settings in this scope override those of the global configuration in Default
Favorite Shortcuts for Projects.

This configuration requires editing XML. It is normally performed directly in the Administration
page using the editor provided.

To configure default Favorites:

1. Open the desired configuration topic in Administration (one of those described above).

2. Edit the XML to create the desired configuration. (Check the configuration in Polarion's sample
projects as examples.)

Configuring Languages
Scope(s): repository, project

You can optionally configure Polarion to support multiple human language translations of Work
Items. When correctly configured, a Title and Description field for one or more additional languages
appear in the Work Item form in tracker views (Table, for example), and users can switch languages
in Documents to view translated Work Items.

Multi-language support can be configured globally for the repository and per project. You can
optionally configure different languages for different Work Item types, and multiple languages for a
single type. There are 2 configuration steps:

• Define custom fields to store translated texts

• Add configuration(s) for supported translation language(s) in Administration.
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Defining Custom Fields
The first step in multi-language configuration is to define custom fields to store translated text of
Work Item titles and descriptions. The procedure is the same as described in the Administrator's
Guide topic Configuring Custom Fields.

You need to define 2 custom fields for each language you want to support: one for the translated
Work Item title, and one for the description. The field for the title should be of type string. The
field for description should be of type Rich Text (multi-line). You need to define this
field pair for each Work Item type that needs to support multiple languages, and in each Work Item
custom field configuration you need this field pair for each language that must be supported.

For example, suppose that for Requirement type items you need to support translations for German
and Japanese. In the Custom Fields configuration for Requirement, you would need to specify:

• Two fields for German, with IDs like requirement_title_de (string field for the German
title), and requirement_descr_de (multi-line rich text field for the German description).
The Name property can be something like Title (DE) and Description (DE), or the
value could be in the target language (e.g. Titel and Beschreibung).

• Two fields for Japanese: with IDs like requirement_title_jp and
requirement_descr_jp, and Names like Title (JP) and Description (JP) (or
the words in Japanese).

Configuring Multiple Languages
You perform this configuration in the Administration topic Portal > Languages in the scope you
want to configure. There are 2 configurations you can perform on this page:

1. Default Language label

2. One or more translation languages for Work Items.

Default Language Label
The first item in the table on the Languages page is the configured label for the Document Editor
control that enables users to switch from a translation to the portal default language. In English
versions of the Polarion portal, the value is the English string "Default Language".

To change the default, click the Create button on the table row. Then on the Default Language page,
change the value of the label and click the Save button.

Adding a Language
Before adding a language to the configuration, be sure you have performed the step of creating
custom fields for the translated Title and Description for the target language.

To add a new language:

1. On the Languages page, click the Add New Language button.

2. In the Add New Language dialog, enter a name for the language. This name will appear to end
users in the Languages menu of the Document Editor, which enables them to switch to a different
translation of the document. For example, if the language you are configuring is German, you
might enter German or Deutsch. Click Next to proceed. The language configuration page
appears.

3. In the language page, select a Work Item type in the Work Item Type list.
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If you choose All Types, the configuration will apply to new Work Items of all types, but not to
existing Work Items of any type. If you want the existing items to have translation fields for this
language, you will need to configure the specific type(s).

4. In the Title column, select the name of the custom field configured for this language for the
translated Work Item title.

5. In the Description column, select the name of the custom field configured for this language for
the translated Work Item description.

6. If you want to configure this language for additional Work Item types, click the  icon and repeat
the previous 3 steps.

7. Click Save when finished.

You should repeat this configuration for each language for which you want to support translations.

On the Languages page you can edit any existing language configuration, or delete a language
configuration. Note that deleting a language configuration will simply remove the language item
from the Switch Language menu. It will not remove any translation data that has been added to
Work Items. If you wanted to remove the data, you would need to remove the custom fields from
the Work Items configuration and re-index the system.

See also: User Guide: Viewing Work Item Translations.

Configuring Interface Views

 - see Views-related Features and Licenses for details.

You can configure different variants of the Polarion user interface for end users who work with the
Polarion platform in different contexts. For example, one user may function as a "Manager" at some
times, and as a "Developer" at other times. You can configure different Interface Views ("Views")
which provide varying levels of information presentation, displaying just the navigation topics,
Work Item field content and Work Item form layout needed for the selected work context.

A default set of Interface Views is defined in the global configuration, and in Project Templates.
Project administrators can override the global or template configuration and define a custom set of
Interface Views for any project. The default Interface Views in Polarion's Project Templates are pre-
configured to provide just the information typically needed when working in the role described by
the name.

Generally, Interface Views should have descriptive names that describe the role of people for whom
they are intended. For example:

• Default (which shows all available information)

• Requirement Engineer

• Tester

• Developer

• Manager

Bear in mind that Polarion's standard Project Templates can be customized, and/or custom variants
can be created. What Interface Views exist, what information any View provides, and how it is laid
out, depends on how the template developer configured Interface Views in the project template.
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Important

Interface Views are not a security feature. For example, they will not prevent some users from
accessing some information. User roles and permissions should be used to control users' access
to portal content.

Configuration Scope
You can define Interface Views globally for each Repository, and for each project. The global
configuration is inherited by each project, unless overridden by a project template, and the settings
for each of the globally defined Views can be modified in projects in addition to those provided by
the Project Template.

You can customize Interface Views to change the display of navigation topics, Work Item
fields, and the Work Item form layout. You can also create new Interface Views that specify the
Navigation topics, Work Item fields and Work Item form layout to display when a user selects the
View in Navigation. All configured Interface Views appear in the Views list in the Tools mode of
the Navigation panel (below the Help link).

To see the interface Views currently configured for a project or change to a different View, click the
Tool icon in Navigation, then with the panel in Tool mode, click the list next to the mask icon and
select the desired View name. (The current View in highlighted in the list.)

You must have Administrator permissions for the scope you want to configure (Repository or
Project).

Process Overview
The following Administration topics are needed to configure Interface Views:

• Portal > Views: This is where you specify what interface Views exist in the configuration for the
scope you are configuring.

• Portal > Topics: This is where you specify which Navigation topics appear in each Interface
View.

• Work Items > Form Configuration: This is where you specify what information is shown on
the Work Item form (Form Filters), and the form layout to be used when a user is working in the
Interface Views.

The main configuration process steps are:

1. Create a new interface View in the desired scope, or access an existing interface View.

2. Configure field filtering for the Work Items form to control what fields appear in the form when
a user invokes the Interface View.

3. Configure the layout of Work Items form fields to control how the fields shown via the filtering
configuration are laid out when a user invokes the Interface View.

4. Configure the list of Navigation topics to display when a user invokes the Interface View.

Following sections in this topic provide more detail about each of these main steps.

It is important to note that when a new Work Item form filter or Work Item form layout
configuration is created, its content is pre-filled with its parent configuration. The inheritance
scheme is as follows:

• From default to specific Interface View
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• From unspecific to specific Work Item type

• From global to project scope

Views-related Features and Licenses
When at least one Polarion ALM license is present on the server, the following View-related
features are available:

• Multiple Views are configurable, and accessible to users in the web interface.

• Form Configuration (layouts and filters) per View.

• Form Menus (linked and linking) per View.

• Read-only Fields per View.

• Topics configuration per View.

If no Polarion ALM license is present:

• Form Configuration (layouts + filters), Read-only Fields, and Topics are configurable only for the
_default View.

• Interface Views are not visible or accessible to users.

• Form Menus (linked and linking) are not exposed in the user interface and the configuration is not
applied.

Defining a New Interface View
To create a new Interface View:

1. Open the project or repository in which you want to create a new Interface View, and enter
Administration.

2. In the Navigation pane, expand Portal and select Views. The Views page appears and displays a
table listing the Interface Views currently existing the scope in which you are working.

3. In the table, click the Create New View button. An edit form appears in the bottom section of the
page.

4. Enter a unique ID for the new View. Use letters, numbers, underscore, but no spaces. For
example: techWriter.

The system will derive a value for Name from your input. This value will appear in the Interfaces
list in the Tools view of Navigation when a user opens the project or repository. For example, if
you enter techWriter, then Name will appear as Tech Writer.

5. If you want the Interface to be available only to users who have a specific role assigned them in
User Management, specify the role(s) in the Limited to Roles section.

6. Click the Create button to create the new Interface View. (To show the new View in the table
click Refresh.

A newly created a new Interface View does not differ from the default in terms of Navigation topics,
Work Item fields shown, and Work Item form layout. It is necessary to address these configurations
for the new View. They are covered later in this topic. See Configuring Work Item Form Filters,
Configuring Work Item Form Layout, Defining Read-only Fields, and Controlling Navigation
Topics.
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Accessing an Existing View Definition
You may need to access an existing Interface View configuration to modify roles, or delete the
definition.

To access an existing View configurations:

1. Open the project or repository where the Interface View you want to access is configured and
enter Administration.

2. In the Navigation pane, expand Portal and select Views. The administration page displays a table
listing the Interface Views currently existing the scope in which you are working.

3. In the table, select one of the existing Views. Detail information appears in the bottom section of
the page.

Deleting a View Definition
If you want to delete an Interface View definition, select it according to the steps in the previous
section. When the desired View is selected, click the Delete button in the toolbar of the detail
section of the administration page.

Configuring Work Item Form Filters
You can configure filtering of the Work Item form for any Interface View. Filtering can hide some
fields, or set some fields as read-only for different workflow actions and statuses. Filtering is
activated when the user invokes Lite Form on the Work Items form's toolbar. Remember that this
is not a mechanism for restricting access to fields. Users can restore visibility and editing of fields
hidden by filtering at any time.

To configure Work Item form filtering:

1. Open the project or repository that has the Interface View for which you want to configure form
filtering, and enter Administration.

2. In the Navigation pane, select Work Items > Form Configuration. The Form Configuration page
appears.

The Form Configuration page contains 2 main sections. The first section is Form Filters. You can
either create a new form filter, edit an existing form filter, or remove an existing form filter.

Creating a New Filter
To create a new Work Items form filter:

1. In the Form Filters section of the Form Configuration page, click the Create New Form Filter
button. The Create New Form Filter dialog appears.

2. In the dialog's View list, select the View you want to configure. If you want the form filtered
only for a specific type of Work Item, select the type from the Work Item Type list. After
selecting the desired list value(s), click the Next button. The Form Filter Configuration page
loads in your browser.

If you are working in a project, values in the Actions and Statuses sections are inherited from the
global configuration. You can make changes as desired for the project.

3. If necessary, scroll the page to expose the embedded Quick Help info for the page. Use this
information to specify the Actions and Statuses comprising the filter.
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4. When you have finished with the filter parameters, click the Save button in the bar below the
page heading.

5. To return to the Form Configuration page, use the text link Return to Form Configuration at the
top of the page.

Modifying an Existing Filter
To modify an existing Work Items form filter:

1. Navigate to the Work Items > Form Configuration topic as described earlier in this section. Be
sure you are in the correct project or repository.

2. In the Form Filters section, find the filter you want to modify in the table.

3. Click the Edit button. The Form Filters page appears.

4. Change the settings on the Form Filter Configuration page, referring to the embedded Quick Help
information (scroll down if it is out of view).

5. Click the Save button when finished, or the Cancel button to undo unsaved changes.

Removing an Existing Filter
To remove an existing Work Item form filter:

1. Navigate to the Work Items > Form Configuration topic as described earlier in this section. Be
sure you are in the correct project or repository.

2. In the Form Filters section, find the filter you want to remove in the table.

3. Click the Delete button and respond affirmatively to the confirmation prompt.

Note
Global configuration for the -- Default -- View plus the -- unspecific -- type
cannot be deleted because other configurations are derived from it.

Configuring Work Item Form Layout
Note

  

If Polarion Requirements or Polarion QA is running on a server where no Polarion ALM license
is present, then multiple Interface Views are not available, and only the form layout of the
Default View is configurable.

For any Interface View, you can configure the layout of the fields on the Work Item form. This
form enables viewing and editing of Work Item details in the lower half of the Table presentation of
Work Items (both Document-based and Tracker-based) when you select a Work Item in the table.
This configuration requires editing an XML configuration file. Administration provides access to
this file and a basic online XML editor enabling you to edit the file online without leaving your
browser. Alternatively, you can copy the XML from the online editor, paste it into your favorite
XML editor to work on it, and finally past the modified XML back to the online editor.

This section explains how to access the configuration data and the online editor. You will find
comments embedded in the XML code, plus embedded Quick Help on the editor page that provides
information about the elements and attributes used in the configuration.
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To access the form layout configuration:

1. Open the project or repository for which you want to configure Work Items form layout, and
enter Administration.

2. In the Navigation pane, select Work Items > Form Configuration. The Form Configuration page
loads.

3. Find the Form Layouts section of the page (scroll down if necessary). This section enables you to
create a new form layout, and presents a table of existing Views having a customized Work Item
form layout. You can edit or remove any existing form layout.

Creating a New Form Layout
The Interface View for which you want to create a custom form layout must already exist. That is,
you cannot create new View during the form layout configuration process.

To create a new form layout:

1. Navigate to the Form Configuration page as described in the previous set of steps.

2. In the Form Configurations section, click the Create New Form Layout button. The Create New
Form Layout dialog appears.

3. In the View list, select the Interface View you want to configure. If you want the form layout to
apply only for a specific type of Work Items, select the type from the Work Item Type list. After
selecting the desired list value(s), click the Next button. The Form Layout Configuration page
loads in your browser.

4. In the embedded XML editor, edit as needed to create the layout you want for the selected View
and Work Item type (if you selected one). Refer to the embedded Quick Help text on the page
(scroll down if necessary to see it).

5. Save your configuration when you finish editing. As soon as you change anything in the XML
editor, the Save and Cancel buttons become enabled. These enable you to save changes or
abandon any unsaved changes.

Modifying an Existing Form Layout
To modify an existing form layout:

1. Open the project or repository which contains the Interface View you want to modify.

2. In the Navigation pane, select Work Items > Form Configuration.

3. Locate the table of existing layouts in the Form Layouts section of the Form Configuration page
(scroll down to see it if necessary). Click the Edit button on the row of the layout you wish to
modify. The Form Layout Configuration page loads in your browser, and the XML code for the
selected layout loads in the embedded XML editor.

4. Modify the XML code as desired, referring to the page's Quick Help text if necessary. Click the
Save button when finished.

Removing an Existing Layout
To remove an existing form layout:

1. Navigate to the Work Items > Form Configuration topic as described earlier in this section. Be
sure you are in the correct project or repository.

2. In the Form Layouts section, find the layout you want to remove in the table.
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3. Click the Delete button on the layout's row in the table, and respond affirmatively to the
confirmation prompt.

Note

Global configuration for the -- Default -- Interface View plus the -- unspecific
-- type cannot be deleted because other configurations are derived from it.

Defining Read-only Fields
Unless configured as read-only, many fields can be edited "in place" without placing the entire
Work Item form into Edit mode. In each Interface View configuration, you can define which fields
should be read-only when the entire Work Item form is not in Edit mode. The configuration can
include custom fields. You can perform this configuration for any Interface View in which you
want specific fields to always be read-only, either always, or when the Work Item enters a specific
workflow status. For example, when a Requirement has the Accepted status, you can make the
Description field read-only for anyone using, for example, a custom "Customer" View.

The same read-only restrictions provided by the configuration apply in the Multi Edit presentation
of Work Items, and to bulk-edited Work Items. In the Matrix presentation, only restrictions for
linked Work Items are applied, meaning that links cannot be added. In the Time Sheet presentation,
only restrictions for work records, time spent and remaining estimate are applied, meaning that work
records cannot be added or edited.

This configuration is available in both global (repository) and project scopes. Remember the project
settings override the global settings, which are the default for new projects.

To configure read-only fields:

1. Log in to the portal with administrator permissions for the scope you want to configure.

2. Open the repository or the project you want to configure, and then enter Administration.

3. In Navigation, expand Work Items and select Read Only Fields. The Read-only Fields page loads
in your browser.

4. To create a new configuration, click the Create New Read-only Fields button. The Create New
Read-only Fields dialog appears.

5. In the View list, select the Interface View in which you want a field to be read-only. If the
configuration should apply to a specific Work Item type, select the type in the  Work Item Type
list. Then click Next. The Read-only Fields Configuration page appears.

6. In the Read-only Fields table, enter a status ID and one or more field IDs (comma-delimited) in
the respective columns. Click the  icon to add more rows to the table and configure additional
statuses and fields. Refer to the Quick Help text on this page for reference information and links
to values.

Note that there are 2 constants defined for the Status ID field which can be specified instead of an
actual status ID value:

• _default: the fields specified in Fields will be read-only when no status-specific
configuration exists

• _create: the fields specified in Fields will be read-only when a new Work Item is in process
of being created but is not yet saved.

Note also that if the table already contains some configured statuses and fields, it is possible to
remove these by clicking the  in the relevant row if these configuration are no longer desired.
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7. When you have completed the configuration, save your changes using the Save button located on
the page.

TIP

You can use a special command @all to specify that all fields (including custom fields) should
be read-only. You can specify exceptions, i.e. writable fields, by specifying the desired fields
prefixed with '-'. More information, command syntax, and an example are provided in the
embedded Quick Help on the configuration page in Administration.

Controlling Navigation Topics
For each Interface View configured, you can control which topics appear in Navigation when a
user selects the View. For example, you might create a "Tech Writer" View, and decide that users
invoking it only need to see the Work Items and and Documents and Pages topics in addition to the
Home and project and user Shortcuts topics.

To configure Navigation topics:

1. Open the repository or project you want to configure and enter Administration.

2. In Navigation, expand Portal and select Topics. The Topics page loads.

3. If you want to create a new configuration, click the Create New Topics Configuration button. In
the dialog, select the Interface View you want to configure.

If you want to modify an existing configuration, click the Edit button on the row of the
configuration you want to modify.

In both the above cases, an online XML editor appears with the XML code of the selected
configuration.

4. In the online XML editor, comment out or remove elements in the <projects> element which
correspond to the Navigation topics you do not want to show in the Interface, leaving only the
elements for the desired topics. For example, your configuration for the previously mentioned
Tech Writer View might be:

<?xml version="1.0" encoding="UTF-8" standalone="no"?>
<topics xmlns="http://polarion.com/schema/Portal/Topics" 
xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" 
xsi:schemaLocation="http://polarion.com/schema/Portal/Topics">
    <topic id="home"/>
    <topic id="wiki"/>
    <topic id="workitems"/>
    <topic id="project_shortcuts"/>
    <topic id="user_shortcuts"/>
</topics>
                    

5. Save the changes to the file.
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Chapter 9. Configuring Reports
Working with Report Configurations

There are two basic types of reports: Source code reports which appear in the Reports topic of the
portal, and Audits/Metrics reports which appear in various dashboards. All reports are customizable
in the Administration interface by means of XML configuration files. This section explains the
basics of how to configure the different types of reports.

Source Code Reports
You can configure source code reports for each project. If you are not familiar with the basics of the
different scopes, you may want to review Administration Basics:  The Administration Interface.

You can configure which reports appear in the Reports topic, specifying the calculation for each
report. You can also customize the calculation of each report. The default reports are:

• Maven Site

• Unit Test Coverage

• Unit Tests

• Javadoc

• XRef

Two additional reports are available, but are commented out in the default reports configuration file:

• PMD

• Checkstyle

There are 2 files involved in this configuration:

• reports-config.xml : defines the list of source code reports shown in the Reports topic of
the portal.

• descriptors.xml : configures the calculations used by the reports defined in reports-
config.xml.

Accessing the Configuration files
To access the configuration files for source code reports:

1. Log in with administrative rights for the project you want to configure.

2. Enter the Administration interface.

3. Navigate to and select the project in the Open Project or Project Group dialog (see User Guide:
Accessing Projects).

4. In the Navigation pane, expand the Reports topic.

5. To access the reports-config.xml file, click on the Source Code Reports topic.

To access the descriptors.xml file, click on the Report Descriptors topic.

6. Use the appropriate link in the Configuration section of the respective configuration page to
download the configuration file to your local system, or edit online with the text editor provided.
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7. If you edit the file offline, use the controls in the Upload New Project Configuration section to
upload the modified file back to the Polarion repository.

You will find comments in the configuration file that explain the various elements and attributes of
the configuration.

Note that source code reports can be computed only if the build artifact (containing Java sources) is
a maven2 build artifact, and the build process is running without errors.

Work Item Metrics
Work Item metrics are Work Item-related values (facts) that are calculated by Polarion on projects
and project groups. There are two related calculations: trackeranalysis, which calculates
metrics on projects, and trackeranalysis-projectgroup, which calculates metrics on
project groups.

Value of any Work Item metric is one of the following types:

• integer: non-negative (0, 1, 2, ...)

• distribution: i.e., a set of integer sub-values that is rendered as a bar with colored stripes, where
width of each stripe is proportional to the integer sub-value. Each sub-value has an ID (called
subkey) so that it can be referenced e.g. on a dashboard, and a label that is displayed as tool-tip
when hovering above the respective stripe in the bar.

• percentage: e.g 70%, rendered as a colored bar in a way similar to distribution.

You can configure Work Item metrics for projects. If you are not familiar with the basics of the
different scopes, you may want to review Administration Basics:  The Administration Interface.

This configuration contains elements that define values that may be shown on a dashboard, or used
in the definition of a trend chart.

Accessing the Configuration files
Work Item metrics are configured in the workitem-metrics.xml file. To access this file:

1. Log in with administrative rights for the project you want to configure.

2. Enter the Administration interface.

3. Open the project in the Open Project or Project Group dialog (see User Guide: Accessing
Projects).

4. In the Navigation pane, expand the Reports topic.

5. Click on the Work Item Metrics topic.

6. Use the appropriate link in the Configuration section to download the configuration file to your
local system, or edit online with the text editor provided.

7. If you edit the file offline, use the controls in the Upload New Project Configuration section to
upload the modified file back to the Polarion repository.

The configuration file contains comments that explain the elements, their use, and options for
customization.

Work Item Metrics Configuration Syntax
The workitem-metrics.xml defines which Work Item metrics will be calculated on projects
during the trackeranalysis calculation. The basic XML syntax and elements are shown in the
following code example:
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<workitem-metrics>
    <metrics>
        
       <entry>
          <key>KEY</key>
          <label>LABEL</label>
          <description>DESCRIPTION</description>
          <value type="TYPE" ...>
             ...
          </value>
       </entry>
       
       ...
       
    </metrics>
</workitem-metrics>
                        
                    

Where...

• KEY is a unique identifier for the metric, to be used when referencing the value (e.g. in a
dashboard). Required.

• LABEL is a text label for the metric. Optional (only for in-place defined metrics).

• DESCRIPTION is a longer text description for the metric. Optional (only for in-place defined
metrics).

• TYPE is the type of the metric (integer, distribution, percentage). Required (only for in place
defined metrics).

Internally Defined Work Item Metrics
By default the configuration contains a number of internally defined metrics. For example:

<entry>
    <key>UNRESOLVED-BY-TIMEPOINT</key>
</entry>
<entry>
    <key>MAI</key>
</entry>
                    

You can optionally remove any of these elements. If removed, the internally defined metric will not
be calculated during the trackeranalysis calculation. For the complete list of the internally
defined Work Item metrics, see Administration Reference: Internally Defined Work Item Metrics.

In-place Defined Metrics
The way the value is calculated is described by the value subelement. There are four types of in
place defined metrics:

• int

• distribution

• items-traceability
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• commits-traceability

int

Integer value defined as the size of the search result of a Work Item query. Example:

<entry>
    <key>OPEN</key>
    <label>Open</label>
    <value type="int">
        <query>resolution:###### NULL</query>
    </value>
</entry>
                        

In this example the value of the metric OPEN will be the number of Work Items with no resolution
value set.

distribution

There are 2 ways a distribution value can be defined: using an enumeration, and using queries.

Definition using an enumeration

Syntax:

<value type="distribution" enumeration="..." query="..." reverseOrder="..."/>
                        

Where...

• enumeration is the specification of an enumeration (required), which can be in one of the
following formats:

• enum:ENUM_ID - all options from an enumeration with the specified ID, including type-
specific ones.

• WI_TYPE:enum:ENUM_ID - those options from an enumeration with the specified ID, that
are valid for the specified Work Item type.

• FIELD: (deprecated) - ID of a single-valued Work Item field of an enumeration type. Can be
custom, but must not be Work Item type-specific.

• query is a Work Item query in which substrings "$option$" will be replaced by the ID of an
option from the enumeration.

• reverseOrder - if set to true, the values in the distribution will be sorted in reverse order
with respect to the sort order of the enumeration options. (Optional)

• unresolvedOnly (deprecated) - if set to true, only unresolved items will be counted.
(Optional)

• resolvedOnly (deprecated) - if set to true, only resolved items will be counted. (Optional)

This method uses options from an enumeration type, severity, priority, resolution,
or any custom enumeration). Each integer value that is part of the distribution corresponds to one
option from the corresponding enumeration, and is equal to the number of Work Items matching a
query created using the option ID in a way that depends on attributes of the value element: if there is
enumeration id specified, query from the query attribute will be used with $option$ replaced by



Configuring Reports

113

the option ID. If field ID is specified, a query matching items having the option set in that field will
be used (the query will possibly be extended based on the remaining attributes).

The order of values in the distribution is defined by the sort order of the options in the enumeration.
ID and label of sub-values is ID and label of the corresponding enumeration option.

Example:

<entry>
    <key>DEFECTS-BY-RISK</key>
    <label>Defects by Risk</label>
    <value type="distribution" enumeration="defect:enum:risk" query="type:defect AND risk:$option$" reverseOrder="true"/>
</entry>
<entry>
    <key>REQ-BY-RELEASE</key>
    <label>Requirements By Release</label>
    <value type="distribution" enumeration="enum:release" query="type:requirement AND targetRelease:$option$"/>
</entry>
                        

Definition using queries

Syntax:

<value type="distribution">
    <query id="..." label="...">...</query>
    ...
</value>
                        

Where...

• query - the content of the element is a Work Item query. (Required)

• id is the ID of the sub-value of the distribution. (Required)

• label is the label of the sub-value of the distribution. (Required)

This method uses sub-elements query of the value element. Each such sub-element corresponds to
one value in the distribution, and the value is defined as size of its search result.

Example:

<entry>
    <key>RESOLVED-RATIO</key> 
    <label>Resolved vs. Unresolved</label> 
    <description>Rate of Work Items that have resolution set.</description>
    <value type="distribution">
        <query id="resolved" label="Resolved">NOT resolution:###### NULL</query>
        <query id="not-resolved" label="Unresolved">resolution:###### NULL</query>
    </value>
</entry>
                        

items-traceability

Syntax:
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<value type="items-traceability">
    <itemsQuery>...</itemsQuery>
    <links>
        <link id="..." backLink="..."/>
        ...
    </links> 
    <coverageQuery>...</coverageQuery>
</value>
                        

Where...

• itemsQuery is a query that defines the set of Work Items, starting from the path of which, and
consisting of Work Item links, will be searched for.

• links defines which links can be part of the path.

• link/id is the ID of the link role (or a regular expression matching link role IDs) that can be
part of the path.

• link/backLink if set to true, only incoming link of the matching ID can be in the path
(otherwise only outgoing).

• coverageQuery is a query that defines a set of items whose path is searched for. (You can
use the special value has-linked-revisions that matches items having at least one linked
revision.)

Each metric of this type defines a notion of traceability of Work Items. The value is a distribution
with two integer sub-values: count of traceable and not-traceable items among those that satisfy
itemsQuery. Traceable items are those, from which one can find a path consisting of links
matching some conditions (defined by link elements) that leads to at least one item that satisfies
the coverageQuery. Items that satisfy both itemsQuery and coverageQuery are
automatically considered traceable without checking links. (Empty path is always acceptable).

Example:

<entry>
    <key>TRACEABILITY-REQUIREMENTS-COMMITS</key>
    <label>Traceability Work Items to Commits</label>
    <description>
        Rate of Work Items that are linked to commits.
    </description>  
    <value type="items-traceability">
        <itemsQuery>HAS_VALUE:resolution</itemsQuery>
        <links>
            <link id=".*" backLink="true"/>
            <link id=".*" backLink="false"/>
        </links> 
        <coverageQuery>has-linked-revisions</coverageQuery>
    </value>
</entry>
                        

commits-traceability

This is very similar to items-traceability. The only difference is that there is no element
itemsQuery; - the path is searched from all Work Items that are linked to at least one revision
(commit) in the project. The sub-values in the distribution correspond to the count of project
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revisions that are linked to traceable Work Items, and to the count of project revisions that are not
linked to a traceable Work Item.

Example:

<entry>
    <key>TRACEABILITY-COMMITS-REQUIREMENTS</key>
    <label>Traceability commits to Work Items</label>
    <description>
        Rate of Commits that are linked to Work Items. 
    </description>
    <value type="commits-traceability">
        <links>
            <link id=".*" backLink="false"/>
            <link id=".*" backLink="true"/>
        </links> 
        <coverageQuery></coverageQuery>
    </value>
</entry>
                        

Work Item Quality Report
You can configure the Work Item Quality report for each project. If you are not familiar with the
basics of the different scopes, you may want to review Administration Basics:  The Administration
Interface.

This configuration enables you to define which of the available metrics should appear in the
dashboard.

Accessing the Configuration files
Work Item metrics are configured in the workitem-quality-report.xml file. To access this
file:

1. Log in with administrative rights for the project you want to configure.

2. Enter the Administration interface.

3. Navigate to and select the project in the Open Project or Project Group dialog (see User Guide:
Accessing Projects).

4. In the Navigation pane, expand the Reports topic.

5. Click on the Work Item Quality Report topic.

6. Use the appropriate link in the Configuration section to download the configuration file to your
local system, or edit online with the text editor provided.

7. If you edit the file offline, use the controls in the Upload New Project Configuration section to
upload the modified file back to the Polarion repository.

Process Quality Report
You can configure the Process Quality report for each project. If you are not familiar with the
basics of the different scopes, you may want to review Administration Basics:  The Administration
Interface.
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Accessing the Configuration files
Process audit rules for the process quality report are configured in the rule-settings.xml file.
The file is commented to help you understand the elements and options. To access this file:

1. Log in with administrative rights for the project you want to configure.

2. Enter the Administration interface.

3. Navigate to and select the project in the Open Project or Project Group dialog (see User Guide:
Accessing Projects).

4. In the Navigation pane, expand the Reports topic.

5. Click on the Process Quality Report topic.

6. Use the appropriate link in the Configuration section to download the configuration file to your
local system, or edit online with the text editor provided.

7. If you edit the file offline, use the controls in the Upload New Project Configuration section to
upload the modified file back to the Polarion repository.
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Chapter 10. Configuring Documents
and Pages

The Documents & Pages topic of Administration presents the following configuration options:

• PDF Export Configuration

• Document Custom Fields

• Document Types

• Document Workflow

• Attachment Size Limit

A related topic, covered in the chapter on Advanced Administration, is Dashboard Customization.

Configuring Document Types and Workflow
Sometimes it can be useful classify Polarion LiveDoc documents ("Documents") by type. For
example, you might want to have different Document types for different types of specifications.
Also, there can be a need to have workflow control over entire Documents in order to establish
traceability for some process related to Documents. For example, you might want to have Document
statuses such as "Draft", "Under Review", "Reviewed", "Approved", etc. and be able to transition
entire Documents through these statuses.

When Document types are configured, users can assign a type to new or existing Documents in the
Document Properties sidebar of the Document Editor, and view the assigned type there.

Note
Most of Polarion's project templates have preconfigured Document types and Document
workflows. (There are more project templates available on the Polarion Extensions Portal
that may also have these configured). Explore whether a template can meet your needs before
deciding to customize.

Polarion's Project Templates and demo projects are pre-configured not only with Document
types and workflow, but also underlying permissions that go together to help control the
workflow. For example, the content of Documents of the Requirements Specification type
(predefined in several templates) cannot be modified if the workflow status is inReview or
Approved.

You can configure Document types and Document workflow globally and per project. Remember
that the Global configuration provides the default that is used for all projects not having a project-
scope configuration. Document types and Document workflow must be explicitly enabled by an
administrator before the features are available to end users. The following sections explain the
configuration procedures.

Setting up Document Types and Workflow
If you want to use Document types and Document workflow, you need to first set up the feature in
Administration.

1. Open the scope in which you want to enable the features (Global or some project) and enter
Administration.

2. In Navigation, expand Documents and Pages and select Document Types.



Configuring Documents and Pages

118

3. On the toolbar of the Document Types page, click the Set Up Types button. (If the button is not
present, it means that Document types and workflow are already enabled for the scope.)

4. In the Set Up Document Types and Workflow dialog, click the Start button.

The setup operation will automatically copy default types and workflow to the current context.
After the process is finished, you can customize types and workflow as described in the following
sections.

Configuring Document Types
This configuration provides users the possibility to classify Documents according to type. It should
be completed first before configuring Document workflow. For the Global scope, review the
default types provided by Polarion and modify the configuration if needed to provide a common
denominator for all projects. Project teams will need to decide whether the Global types meet their
needs and if not, work with the administrator to modify the project configuration accordingly.

To access the configuration topic:

1. Open the scope you want to configure (Global or project).

2. In Navigation, expand Documents and Pages and select Document Types.

If your installation does not have Document types and Document workflow set up yet, you will see
a button Set Up Types when you access the Document Types page. Click this button and follow the
dialog instructions.

On the Document Types page you can...

• Add new Document type definitions.

• Modify existing Document type definitions.

• Delete existing Document type definitions.

When you delete a Document type, any Documents that have been assigned that type will display
the type ID in the Type field in Document Properties. (Normally, the type name and icon are
displayed in the field.)

Most of the fields should be self-explanatory. However, the following may need some clarification:

• Default: When checked, this type appears as the default selection in the Type field when users
create a new Document. Check only one type.

• Hidden: If checked, the type will not appear in select lists and users will not be able to select it as
the Document type for new or existing Documents. This is mainly for legacy types which have
been applied to Documents in the past, but which are no longer valid and should not be applied to
new or existing Documents. (Documents with a legacy type assigned them will keep that type as
long as the type definition exists in the configuration. Users can change such Documents to any of
the types not marked as Hidden in this configuration.)

Configuring Document Workflow
Note
This topic covers workflow configuration for Documents. Do not confuse this with workflow
configuration for Work Items.

Workflow controls a process to ensure that no steps are missed or skipped. Workflows for
Documents define and control process for entire Documents. Document workflow applies only
to the Document, and is separate and apart from any workflow defined for the Work Items it
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contains. It enables you to trace the history of a Document's progress from inception to completion
of whatever process you need for Documents.

A "workflow" consists of a set of named statuses and status transitions, transition conditions and
dependencies that a Document passes through in its life cycle. For example, consider the following
set of status definitions:

1. Draft (which might be the initial status for new Documents)

2. In Review

3. Reviewed

4. Rejected

If a user changes the Document's status from "Draft" to "In Review", or "Reviewed", this invokes
an action ("Send to Review", for example). The action triggers a status transition, which is
automatically logged in the Document's history with details such as date, time, user executing
the action, etc. Actions may be configured to trigger some system function: creating a linked
Work Item, or clearing some field's value, for example. The execution of such functions can be
conditional: some condition is checked and must be satisfied before the function will execute. For
example, if a Document has a custom field "Draft Finished", there might be a function to clear that
field's value when the "Back to Draft" action is executed, provided that the value is not null, or is not
earlier than some specified date.

You can create and customize Document workflows and transitions in several scopes: globally (for
all projects), project-specific for individual Projects, and/or Type-specific, which applies only to
a specific type of Document in a project. (Type-specific can be configured both globally and in
projects.) Polarion looks for the most specific workflow definition first and proceeds toward the
most generic in the following search sequence:

1. Project-specific and Work Item type-specific

2. Global and Work Item type-specific

3. Project-specific

4. Global

Configuration Process Summary
Generally you will perform the following operations in the order listed:

1. Configure Document custom fields: define any that will be needed for Documents in the scope.
If your Document workflow will not have any functions and conditions that reference Document
custom fields, you can skip this operation.

2. Configure Statuses: Determine the statuses a Document can have at various stages of its
lifecycle (e.g. "Draft", "In Review", etc.) and create a Status definition for each one in the
Statuses section of the Workflow Designer.

3. Configure Actions: Determine what actions are needed to transition a Document from one status
to another throughout your Document authoring process, and create an Action definition for each
one in the Actions section of the Workflow Designer.

Action names appear in the drop-down list of a Document's Status field in Document Properties.
The name indicates to the user what transition will take place as a result of invoking the action.
For example, a "Send to Review" action might transition a Document to an "In Review" status.

4. Configure Functions and Conditions: This is optional, depending on whether or not any system
functions should execute when an action is invoked by users, and if the execution should be
conditional. (For available conditions and functions, see Administration Reference: Workflow
Conditions and Functions for Documents.
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5. Configure Transitions: Now you can specify how the Document transitions from one status to
another in the Transitions section of the Workflow Designer page.

TIP
It is recommended that you create a sandbox project based on one of Polarion's project
templates and study the Document workflow configurations for different Document types. You
may find that the default configuration meets your needs. If not, you can get a better idea of
what you need to customize and how to implement your custom workflow.

Using the Transitions Matrix
When defining transitions using the Workflow Designer's Transitions matrix, it's important to keep
two things in mind:

• You are defining what transitions are allowed between any 2 Statuses.

• Therefore, you don't need to specify an action for every transition... just those transitions you
want to allow to occur between 2 statuses.

Consider an example of a workflow for a Requirements Specification. Assume that, among others,
the statuses Draft and In Review are defined.

It makes sense to allow transition from the Draft status to the In Review status, so at the
intersection of these two, you specify the Send to Review action (which has already been
defined in Actions).

Assuming the organization's authoring process does not allow transition directly from Draft to
Reviewed, it would not make sense to specify Send to Review where Draft intersects
Reviewed in the matrix. No action would be specified, and the transition cell should be left empty.

For some statuses, you may want to allow more than one possible transition. For example, suppose
you have the status definitions Draft, Reviewed and Rejected. For Documents having the
In review status, let's say there are three possibilities in the process: a stakeholder can approve
the Document and give it the Reviewed status, or decide to send it back for changes, giving it
the Draft again, or reject the Document and give it the Rejected status. The workflow can be
configured to support this process but allowing 3 transitions on the In Review status.

• Transition from In Review status to Draft status via the Back to Draft action.

• Transition from In Review status to Reviewed status via the Reviewed action.

• Transition from In Review status to Rejected status via the Reject action.

Configuring Document Custom Fields
You can create custom fields for Documents. Document Custom Fields are a property of each
Document, and should not be confused with custom fields of Work Items, which are a property of
Work Items. Administrators can define Document Custom Fields globally, as the default for all new
Documents, and also in specific projects. As with all global configurations, project configurations of
Document custom fields can override the global configuration.

Users can access Document Custom Fields in the Document Properties panel of the Document
Sidebar in the Document Editor.

To access Document custom fields configuration:

1. Open the project you wish to configure, or the repository to configure the Global scope. (You
must have administrator permissions for the scope.)

2. Open Administration, expand Documents and Pages, and select Document Custom Fields.
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The Document Custom Fields page displays a table listing the Document Custom Fields currently
configured for the current scope. You can:

• Add new field definitions. Enter data in the last row of the table, or click the  icon to add a new
empty row.

• Delete existing field definitions. Click the  icon on the row of the file definition you wish to
delete.

• Modify properties of existing field definitions.

Notes on the Configuration
• The value of the ID column should be unique within all Document Custom Field definitions in the

repository.

• Changing the type of existing fields is not recommended if Documents already contain field data
of a different, incompatible type.

• To allow the field to store multiple values, check the box in the Multi column.

• To make the field required, check the box in the Required column. If checked, users will be
prompted to supply a value before they will be allowed to save changes to a Document if any
required Document Custom Field does not contain a value.

• You can optionally specify a default value for each Document Custom Field. You might consider
doing this for required fields. Be sure the value specified is compatible with the Type. If the Type
is Enum, be sure the default value exists in the enumeration specified.

• Document custom fields are copied when a Document is reused or branched. Users will not
be able to reuse or branch a Document if there are validation errors in any of its custom fields.
Document custom fields are always editable in reused/branched Documents. Custom fields in a
derived Document are ignored when the Document is updated.

• Changes to Document custom fields and custom field values are automatically tracked in the
Document history, and are show in comparisons of Document revisions.

Configuring Document Signatures
   

Some organizations have a formal review and sign-off process for specifications and other
documents. Such a process can be supported in Polarion using electronic signatures, including
secure signatures compliant with common regulatory standards. This is accomplished in the
Document Workflow configuration. You can set the Requires Signature option on any configured
Document workflow action - an action such as "Mark Approved", for example. Some additional
parameters can be set specifying a signature policy. It is also possible to configure a default set of
invited reviewers/signers via a workflow function with appropriate parameters.

When this option is set for a Document workflow action, the action cannot be invoked by Document
users, and the Document cannot transition to the next status in the workflow until the necessary
users have added their electronic signature, and the signature policy is satisfied. For an example,
if the workflow has an action "Mark Approved" which transitions the Document to the status
"Approved", the status transition is blocked until invited reviewers have signed off, and the
signature policy is met. If the policy requires that all the invited signers must sign, the transition is
blocked until all invited people have electronically signed approving the transition.

Note
Document-related signatures are U.S. CFR 21 Part 11 compliant secure electronic signatures.
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You can configure any Document workflow action to require signature(s) before the status
transition. Whether or not a given workflow action requires signatures depends on the process
adopted by the project team or organization. Different stages in the process may require the
signatures of a different set of signers, which means there could be several rounds of review and
sign-off before a Document is considered "final" or "approved". It is the role of the Document
owner or manager to decide which action or actions require signatures, to invite people to review
and sign electronically, and after all signatures are collected, to transition the Document to the next
workflow status. The administrator's role is to configure the Document workflow according to
the required process, and to configure the Requires Signature option for the action or actions that
require signatures.

For additional information see the User Guide topic Signing Documents.

Process Overview
The main steps in the process to configure Document signatures is as follows:

• Configure Document types. The project owner or leader should decide what types are needed for
the project. Some default types are pre-defined in most project templates. You can modify the
default types, add new types, or remove existing types as needed to meet the needs of the project.
For information, see the Administrator's Guide topic Configuring Document Types.

• Configure Document workflows. Again, the project management should specify their process
for each Document type - what statuses each Document type can have, and the actions that
can transition the Document to them. You create a workflow configuration that applies to all
Document types, and type-specific workflows for different Document types. For information, see
the Administrator's Guide topic Configuring Document Workflows.

• Configure workflow actions. Your project management should specify which Document
workflow actions in which Document types require signatures before the actions can be invoked
by users to transition the Document status. The following sections explain how to do this.

Configuring a Workflow Action
This section assumes that Document workflow has already been configured according to the
requirements of the project leader or manager, who has also specified which workflow actions must
require signatures before the Document status can transition, and the signature policy.

To access the configuration:

1. Log in with administrator permissions for the scope you are configuring (global, or a specific
project) and enter Administration.

2. In Navigation, expand the Documents and Pages topic and select Document Workflow.

3. Assuming that Document types have been defined as previously discussed, click the Edit button
on the row of the type you want to support signatures. (If the workflow and signature policy are
the same for all types, then edit -- All Types --.)

4. Scroll the page until you see the Actions section. This is where you configure one or more
workflow actions to require signatures.

Enabling Signatures
The Actions section of the page is formatted as a table. Each configured workflow action occupies a
row. The table has a column named Requires Signature, which contains a check box. Locate the row
of the action(s) that must require signatures, and check this box.

When you check Requires Signature, two additional fields appear in the column (see figure below).

• Signature policy list
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• Signer role option

TIP

Depending on your screen resolution, you may need to resize the Requires Signature column
wider to see these fields. Drag the column separator in the column header.

Figure 10.1. Enabling Signatures on Workflow Action

How to enable signatures and set signature policy on a workflow action

The signature policy options provide some restrictions on when the workflow action can be invoked.
Hints appear when you hover over an item in the list, which should be mostly self-explanatory.
The No Policy item is the least restrictive. It means that the Document owner can invite people
to review and sign a Document before it transitions to a new Status, but the owner can invoke the
workflow action and change the Document status whether or not anyone signs. For example, the
team's process might specify that if no one signs a specification within 5 business days after being
invited, Documents can move forward in the process. If some invitees do sign the Document, that
will be recorded in the history.

The signer role option provides and optional additional datum that may be desirable in some
situations, particularly in regulated environments. When enabled, you can specify the role of the
people who sign the workflow action. The actual value should be specified by the project owner
along with the other signature requirements. For example, if signatures are required to transition
a Document from "Draft" to "In Review", a value such as "Team Leader" might be appropriate. If
signatures are required to transition from "In Review" to "Approved", a value like "Project Lead" or
"Analyst" might be specified.

Automating Invited Signers
This is an advanced topic requiring some familiarity with Workflow functions and conditions. In
cases where the set of people who should always be invited to sign workflow actions is static, you
can configure the action with the AddDefaultSigners function. The function selects users
according to its parameter settings, and adds them to the list of invited signers in the Signatures
sidebar when the Document enters the relevant status. The users may be specified in function
parameters as a list of user IDs, or a list of user roles, or both.

For example, suppose the same users should always be added as signers when a requirements
specification Document enters the "In Review" status. These users must all sign before the "Mark
Approved" action can be invoked, and the Document transitioned to "Approved" status. Further
suppose that all these users have the role "project_approver" assigned to them for the project. You
can specify that role in the relevant function parameter (details below), causing all users with that
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role be added as invited signers when a Document enters a Status from which that Action is allowed
in the workflow configuration.

Suppose that in addition to people with the "project_approver" role, one or two other people should
always be added as signers for the workflow action. You can specify their user IDs in another
function parameter, and they will also be added.

To configure automatic addition of invited signers:

1. Before starting, make a note of the user role(s) and/or user IDs you want to specify in this
configuration.

2. Open the Workflow Designer (Administration: Navigation: Documents and Pages: Document
Workflow) and edit the Document type you want to configure. The Requires Signature option
should be checked, and the signature policy selected.

3. Click the  (Edit) icon on the action's row to open the Details for Action dialog.

4. In the Functions section, select AddDefaultSigners in the Functions column.

5. Click the  (Edit) icon to open the Parameter for dialog.

6. If default invited signers should have a specific role, then in the Name column enter the function
parameter name: signedBy.roles, and in the Value column enter one or more user role IDs.
For example, project_approver. If you specify multiple role IDs, separate them with a
comma.

If you want default invited signers to be specified explicitly, then in the Name column enter the
function parameter name: signedBy.users, and in the Value column enter one or more user
IDs. If you specify multiple user IDs, separate them with a comma.

Note that you can specify both parameters. For example, the "project_approver" role might add
all but one or two necessary people as default reviewers/signers. Supposing that the other people
have a different role, but not everyone with that role is needed, you can add just the IDs of the
necessary users in addition to people with the specified project role.

7. Click Close in both dialogs and save the Document workflow configuration.
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Figure 10.2. Specifying Default Document Signers

User Document workflow function and parameters to add a default set of reviewer/signers to an
action

IMPORTANT
Users with the specified roles and/or IDs are only added to the list of invitees who should
sign a workflow action. These users are not automatically notified to review and sign. The
Document owner or manager must still contact the invitees at the appropriate time and invite
their review and sign-off. (See the User Guide topic Inviting People to Sign.)

See also: Administrator's Reference: Workflow Functions (Documents).

User Permissions for Signatures
There are two configurable permissions in Administration > User Management > Permissions
Management that you can set to control which users can sign Documents:

• Permission to SIGN/DECLINE - this permission allows user to sign or decline document

• Permission to MANAGE SIGNATURES - this permission allows user to invite/remove signer or
reset verdict on document

These permissions can be set in global and/or project configuration. They work for Documents and
also Custom sets of Documents, and they are also applicable for the dynamic role document_author.

Document Signatures Custom Set
In projects based on Polarion Project Templates, requirements specification type Documents are
tied to a permissions Custom Set named Submitted and Released Requirements Specifications. The
permissions allowing modification of this type of Document are denied for most roles. This, in
effect, makes the Document read-only when the workflow status is any except Draft.
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Configuring PDF Export
You can configure the output of all types of pages and Documents exported to PDF. You can
specify header and footer content and formatting as well as some content formatting. The
configuration is available in the Repository (global) scope and for each project. The configuration is
performed by editing an XML configuration file, on or off line.

To access the configuration file:

1. Open the project you want to configure, or select the Repository scope in the Open Project
dialog.

2. Click the Administration link in the tool view of Navigation. (It appears only if you have
administrator permissions for the scope you are working in.)

3. In the Navigation panel, expand the Documents and Pages topic and select PDF Export
Configuration.

4. If working in the project scope, and no project configuration exists yet, click Paste global
configuration to import the XML of the global configuration into the project.

5. In the XML editor field, edit the configuration as desired. You will see instructional comments in
the configuration file. Save the changed file.

TIP
You can optionally download the XML configuration file using the link found on the
Configuration page, edit the configuration offline using your preferred editor, and then upload
the modified configuration file via the file selection and upload controls in the Upload... section
of the page.

By default, the configuration implements a simple HTML table, presented in CDATA elements
inside the <header> and <footer> elements of the XML. You can optionally modify the table
structure to add rows or columns, or use some other basic HTML elements such as paragraphs. In
the table, you can specify such things as width, alignment of cells, cell padding etc. as long as you
use standard HTML.

There are several properties you can specify, which embed data values into the header or
footer of generated PDF documents. For example, the default configuration references
$[documentTitle] in the <header> element, which causes the title of the exported
Document or page to appear in the header of the generated PDF document. The full list of available
properties is documented in the Administration Reference: PDF Export Header/Footer Properties.

TIPS
Power users who know XML can configure PDF header and footer for individual Documents
or pages. The export dialog contains a link Configure..., which opens the Configure Headers
and Footers dialog, which contains an embedded XML editor. The current Document or page
configuration is pre-loaded in the editor. If there is no Document or page configuration yet,
the XML from the project configuration is loaded, and the user can modify it and save it as the
Document or page configuration.

Users of non-ASCII character sets may prefer to use the $[documentTitle] property rather
than the $[documentName]property, which supports only ASCII characters.

Referencing Page Variables and Parameters
You can declare custom Velocity variables and/or page parameters in classic Wiki pages, and
reference them in the header/footer export configuration. By using conditional logic in the
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configuration, you can include or exclude content of the variables or page parameters in the header/
footer of exported documents.

For example, you could include one or both of the following in some Wiki page(s):

#set ($confidential = "true")
{parameter:internalDoc|type=boolean|value=true}
    

Then, in the Wiki export configuration you could reference these as shown in the following
examples:

<!-- Example referencing Velocity variable -->     
#if($confidential)
   <td width="70%" align="right">$[projectName] $[documentTitle] (rev. $[revision]) CONFIDENTIAL</td>
#else
   <td width="70%" align="right">$[projectName] $[documentTitle] (rev. $[revision])</td>
#end

<!-- Example referencing page parameter -->
#if($pageParameters.internalDoc.equals(true))
  <td width="70%" align="right">$[projectName] $[documentTitle] (rev. $[revision]) INTERNAL USE ONLY</td>
#else
   <td width="70%" align="right">$[projectName] $[documentTitle] (rev. $[revision])</td>
#end

<!-- Example referencing both -->
#if($confidential)
   <td width="70%" align="right">$[projectName] $[documentTitle] (rev. $[revision]) CONFIDENTIAL</td>
#else
   #if($pageParameters.internalDoc.equals(true))
      <td width="70%" align="right">$[projectName] $[documentTitle] (rev. $[revision]) INTERNAL USE ONLY</td>
#else
   <td width="70%" align="right">$[projectName] $[documentTitle] (rev. $[revision])</td>
#end     
    

TIP
If a Document has no value in the Title field referenced by $[documentTitle], the value of
the Document name (ID) will be used in exports.

Changing Embedded Fonts in Exported PDF
This advanced re-configuration may be necessary if you are exporting documents containing
characters from various languages which need to be supported in the PDF. It requires editing of
the main configuration properties file polarion.properties, and generation of a properties
file using Java. In the following steps [POLARION_PLUGINS_DIR] refers to the location of the
"plugins" folder in your Polarion installation.

1. In the polarion.properties file, set the configuration property
pdf.export.fonts.dir to the location of the folder containing the fonts that you want to
use in exported PDF. IMPORTANT: specify the folder as a file URL. E.g., file:///fonts/
directory.

2. Generate a configuration file for PD4 by running the following Java command from your
command line:
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java -jar POLARION_PLUGINS_DIR/com.polarion.alm.ui_*/lib/
pd4ml.jar -configure.fonts /fonts/directory

3. The pd4fonts.properties file is generated in the folder specified as the argument to -
configure.fonts in the java command above. Edit this file and map the default font
names (Times New Roman, Arial and Courier New) to the names of the custom fonts you want
embedded in PDF export.

Specifying PDF Margin Size
You can optionally specify the width of all page margins in the PDF output. Margin widths
are specified as attributes of the <pdf> element. For example: <pdf marginLeft="40"
marginTop="25" marginRight="20" marginBottom="25">. Place the <pdf> element
immediately following the <export> element:

<?xml version="1.0" encoding="UTF-8"?>
<export>
    <pdf marginLeft="40" marginTop="15">
        <header height="35">
         ...
        </header>
     <footer height="25">
      ...
     </footer>
    </pdf>
</export> 
    

Any margins not specified default to 20 pixels in the PDF output.

Configuring Highcharts Export
Polarion integrates the Highcharts library, which enables users to easily create and show various
types of simple and complex charts in classic Wiki pages (see User Guide: Creating Charts in
Wiki Pages). Phantom JS, used for preview and PDF export of Highcharts, is also installed. By
default, it starts automatically, and automatically restarts in case the Phantom JS process is killed.
Administrators may optionally disable auto-startup and auto-restart by setting the following system
property in the polarion.properties file (follow link if you need the location):

com.polarion.highchartExportServer.autoStart=false

If set this way, the administrator is then responsible for starting/restarting the process manually. If
not started, then users exporting pages containing Highcharts will not be able to preview them, such
pages will not export to PDF properly, and errors will be logged.

To manually restart the process, issue one of the following system commands, depending on your
operating system:

• Windows: phantomjs.exe highcharts-convert.js -host 127.0.0.1 -port
34567

• Linux: ./phantomjs highcharts-convert.js -host 127.0.0.1 -port
34567

The library is located under the plugin folder com.polarion.alm.ui. The path is polarion
\plugins\com.polarion.alm.ui_N.N.N\phantomjs\, where "N.N.N" is the number
of your currently installed Polarion version (e.g. "3.8.0").
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There are 2 additional system properties for Phantom JS, both optional:

• com.polarion.highchartExportServer.host - Defines the host name that will be
used by the chart renderer server. The default is 127.0.0.1.

• com.polarion.highchartExportServer.port - Defines the port that will be used by
the chart renderer server. The default is 34567. Administrators may change this value to prevent
conflict if that port is already in use.

IMPORTANT LINUX NOTES

The phantom.js library is only supported "out-of-box" on 64-bit Linux systems. If you need
Highcharts to work on 32-bit Linux, please follow the steps in the next section.

Requirement for SuSE Linux: The urw-fonts package must be installed on SLES, otherwise
exported diagrams will contain rectangles instead of letters. This package is not bundled in the
Polarion distributions for Linux. You can obtain and install the ghostscript-fonts-std package at
http://software.opensuse.org/package/ghostscript-fonts-std.

The libfontconfig package must be installed on Debian 6 (sudo apt-get install
libfontconfig), otherwise exported diagrams will contain rectangles instead of letters.
This package is not bundled in the Polarion Linux distributions.

Installing 32-bit Phantom.js
The 32-bit library of Phantom.js is not included in Polarion distribution. If you are running Polarion
on 32-bit Linux, follow these steps to obtain and install the necessary library:

1. Download the appropriate version of the phantomjs binary file for your operating system from
http://phantomjs.org/download.html.

2. Extract the package to some custom location (e.g. /opt/phantomjs), and make sure that the
user polarion has privileges to execute binary files from this directory.

3. In the system configuration file polarion.properties (follow link for the location), add
the following system property: com.polarion.highchartExportServer.home=/
opt/phantomjs/bin using a text editor.

Make sure that the directory /opt/phantomjs/bin contains the executable binary file
named phantomjs (or change the property accordingly).

4. Test the phantomjs library in Polarion. You can open the E-Library sample project, go to the
Plans topic, open any of the sample Plans and export the Plan to PDF. If the chart on the Plan
page exports correctly to PDF, you have successfully installed and configured Phantom JS.

If you need additional help, please contact Polarion Software technical support.

Configuring Attachment Size Limit
You can limit the maximum file size of attachments [201] to Pages, and all other content that
accepts attachments. See the Administrator's Guide topic Advanced System Tuning.

http://software.opensuse.org/package/ghostscript-fonts-std
http://phantomjs.org/download.html
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Chapter 11. Configuring Notifications
Notifications, Events, and Targets

Polarion can send email notifications to users when changes occur to Work Items. Certain kinds of
changes trigger notification events. Examples of changes that trigger notification events include:

• A new Work Item is created or an existing Work Item is updated: its status, assignee, or approval
state changes, for example.

• A new user is created.

• A new Document is created in a project.

• A build finishes or fails.

Notification events have targets which represent some user or aggregation of users. For example,
a status-changed event normally has a target representing the author of the Work Item. Therefore,
when a change in the Work Item's status triggers the event, a notification is sent to the Work Item's
author (i.e. the user who created the item). Some targets represent an aggregation of users. The all-
watchers target encapsulates all users who have a Watch set on a Work Item.

Event's can have multiple targets. For example the status-changed event might also have targets
"all-watchers" and "all-voters" in addition to the current-author target. If the same user happens to
be in multiple targets for the same event, only one notification is sent to that user.

The default notification scheme is designed to be sufficient for many organizations, but may not be
exactly what yours needs. For example, you may want to reduce the overall number of notifications
going across your network, or add targets, or change default targets of some events. Therefore, the
notification scheme is configurable. This chapter explains how to access and perform configuration
of notifications.

Enabling E-mail Notifications
Before Polarion can send email notification to users, it is necessary to enable the notifications
feature, specifying the SMTP server and other parameters. This setup is typically done during the
installation and initial configuration process, so details are provided in the PDF installation guide
document bundled with Polarion distributions. On Windows systems, the full installer presents a
screen for enabling notifications and specifying basic configuration settings.

Once you have email notifications enabled, you can proceed to customize the configuration for the
notifications feature as described in the remainder of this chapter.

Accessing the Configuration
Basic notification properties are configured in the global scope for each Polarion repository. Targets
can be configured both globally, and in individual projects to override the global configuration.

To access the configuration:

1. Make sure you are logged in with administrator permissions for the scope you want to configure.

2. Enter the Administration interface (click the Administration link in the tool view of Navigation).

3. In the Navigation pane, expand Notifications. If you are working in the global (Repository)
scope, the following Navigation links appear under Notifications:  
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• Settings - global configuration for some basic settings related to properties of emails sent by
the system.

• Events and Targets - global configuration of targets for notification events.

• Layouts - global configuration for the layout of email notification messages for notifications
related to Work Items.

If you are working in the project scope, only the Events and Targets and Layouts topics are
present, providing access to the project-scope configuration for these items. Settings in the
project scope override the same settings in the global configuration.

Configuring Settings
The Settings page provides fields enabling you to specify properties of notification email messages
such as a prefix for the subject line and an email address to be used as the sender address
in outgoing emails. You can refer to the Quick Help text embedded in the Settings page for
information and examples.

Configuring Event Targets
The Events and Targets administration page provides table of all available notification events for
the scope in which you are working. For each event, you can specify add targets or remove existing
targets, define if targets are included or excluded from notifications, and set values for several
Advanced properties for each event.

The objective here is to decide which events you want to have trigger notifications (and just as
importantly, which events you do not) want triggering notifications, and which users should receive
notifications as a result of the events you decide to include. You should make sure you include
all the desired events in the configuration, and remove any events for which you don't want any
notifications triggered. For each event you include, you need to be sure that the target(s) include all
the users who need to get notification about the event.

Reference information explaining the events and targets is available in the Events and Targets page
where you configure the settings (scroll the page to see it). In particular, you will need to understand
which actual users are represented by each target in order ensure that no one is left out who needs to
get a notification.

Understanding the Events Table
Each row in the Events table represents a notification event. The name of the event appears in bold
type in the Event column.

The targets currently configured for each event are listed in a tabular format in the  Targets column.
Each target occupies a row in this sub-table. The last sub-table row enables you to add another target
to the event using a drop-down list of targets. You can remove existing targets listed in this sub-
table by clicking the  icon on the desired row. You can add multiple targets using the  icon to
create a new row in the sub-table for an additional target.

You can add events or remove events by adding or removing rows in the Events table. Remove an
event row using the  icon in the row's Actions column. The last row in the table enables you to add
an event, using a drop-down list of events to specify which event. (You will probably need to scroll
down to see this row.) You can add multiple events using the  icon.

The following tips are useful to keep in mind:

• The  in the Actions column is disabled in the project scope when there is no project-scope
configuration and the project is using the global configuration. You need to create a project-scope
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configuration using the Create button that appears above the Events table when you are working
in the project scope.

• Advanced settings are hidden by default. Click the Show Advanced Settings button in the page
toolbar to show or hide these settings. Advanced settings have to do with setting priority values
between multiple configuration elements for the same event. For details, see the embedded Help
on the Notification Events and Targets administration page.

Customizing Layout of Notification Emails
Notification Layouts provide a way to customize the layout of email notification messages
pertaining to new and updated Work Items. A Notification Layout defines what fields are displayed
in notification email messages, and how those fields are arranged. Layouts can be configured in both
repository and project scopes.

There are two default layouts, which you can customize, or you can create your own custom layouts
by changing these files. To actually use a customized layout, you need to configure an optional
attribute named layout for particular Work Item related events.

The Notification Layout Editor provides an embedded XML editor which enables you to configure
the layout without leaving your browser. In-line Help contains extensive comments on the various
elements and how to structure them to achieve the desired layout.

To create a new Notification Layout configuration:

1. Log in with administrator permissions for the scope you want to configure.

2. Open the repository or project you want to configure and enter the Administration interface if
you are not already there when you log in.

3. In Navigation, expand Notifications and select Layouts. The Notification Layouts page appears,
and displays a table of the existing notification layouts, if any.

4. Click the Create New Notification Layout button. The Create New Notification Layout dialog
appears.

5. Select the Work Item type to which the new configuration is applicable, or if applicable to all
types, select -- unspecific --.

6. Enter a name for this Layout (do not use spaces or special characters) and click Next. The
Notification Layout Configuration page loads in your browser.

You can now use the embedded XML editor in conjunction with the in-page Help text (scroll down
if necessary) to define the layout configuration.

Finding Users with Disabled Notifications
Users can individually opt out of receiving email notifications by checking the Disable Notifications
option on their user account page. You as an administrator may need to find users who have
disabled their accounts.

To find users with disabled email notification in their user accounts:

1. If you want to search users of a specific project, log in with administrator permissions for the
desired project. Otherwise, log in the administrator permissions for the repository.

2. Open the scope you want to search (repository, or the desired project), and in Navigation select
User Management > Users.

3. You can optionally sort the table of users on the "Disabled Notifications column by clicking on
that column header. Or...
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4. In the Search field of the User page, enter this search string
disabledNotifications:true and click Search.

The table of users is filtered to show only those users who have checked the Disable Notifications
option in their user accounts.
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Chapter 12. Configuring SSL Support
Installing and Configuring SSL

You may decide that you want to use SSL to provide additional security for Polarion, especially
in cases where you are going to set up LDAP access (see Administrator's Guide, Creating User
Accounts). This topic discusses how to configure SSL when using the Apache web server installed
and/or configured when you installed Polarion. Everything you need to set up SSL access to
Polarion is bundled in the Polarion Windows installation, including default configuration files.

SSL access is configured by standard means in Apache. The only Polarion-specific configuration for
SSL is to specify HTTPS protocol for the Subversion repository (described later on).

In-depth documentation on using SSL with Apache is beyond the scope of this Help. For a real
understanding of everything described here, and to understand how to actually make an Apache web
sever secure, it is recommended that you refer to some more sophisticated material on the subject.
You will find some links later in this topic that might do for starters.

Configuring SSL on Linux
The general apache2 configuration is evolving and may vary on different Linux distributions, and
depend on other servlets running under Apache. If you experience problems with the current version
of these instructions, please contact Polarion technical support. All commands and edits should be
done with sudo/su.

If you do not have a SSL certificate from a published authority trusted by Java, you may use a self-
signed certificate. However, you must import the untrusted certificate to the Java keystore during the
configuration process, as described in the configuration steps below. For information on creating a
self-signed certificate, see Administration Reference: Self-signed SSL Certificates.

1. Copy your certificate and keyfile to the paths shown (substitute your actual file names):

cp serverCert.pem /etc/ssl/certs
cp serverKey.key /etc/ssl/private
                    

2. Activate and configure SSL.

a. Execute:

a2enmod ssl
cp /etc/apache2/sites-available/default /etc/apache2/sites-available/ssl
                        

b. Using a text editor, open file /etc/apache2/sites-available/ssl.

Find: <VirtualHost *:80> and change it to: <VirtualHost *:443>, and insert this
on a new line below it: SSLEngine On

c. Take note of the symbolic links in file /etc/apache2/sites-enabled. For example:
"000-Default"

Then execute:

ln -s /etc/apache2/sites-available/ssl /etc/apache2/sites-enabled/001-ssl
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d. Using a text editor, open file: /etc/apache2/ports.conf and make sure it contains the
following:

NameVirtualHost *:80
Listen 80
<IfModule mod_ssl.c>
   NameVirtualHost *:443
   Listen 443
</IfModule>
<IfModule mod_gnutls.c>
   Listen 443
</IfModule>
                            

e. Open file: /etc/apache2/apache2.conf and make sure it contains these lines (add/edit
them as needed):

include /etc/apache2/httpd.conf
include /etc/apache2/ports.conf
                            

f. Open /etc/apache2/httpd.conf and make sure it contains these lines (add/edit them
as needed):

LoadModule ssl_module modules/mod_ssl.so
SSLCertificateFile /etc/ssl/certs/serverCert.pem
SSLCertificateKeyFile /etc/ssl/private/serverKey.key
                            

3. Deactivate unencrypted http traffic (OPTIONAL). Note that it is not a bad idea to make this
the last step after you have tested Polarion and SVN/DAV function with HTTPS:443. You can
always fall back on HTTP:80.

a. Edit file: /etc/apache2/ports.conf to contain these lines:

# - Disable HTTP:80
# NameVirtualHost *:80
# Listen 80
                            

b. Remove HTTP:80 as a port that apache2 listens to by running: rm /etc/apache2/
sites-enabled/000-Default.

Alternatively, edit the file linked by 000-Default and comment out the virtual host for port 80.

4. If you are using a certificate that is not from an authority trusted by Java, import the certificate to
the Java keystore, as described in Importing a Certificate to the Java Keystore.

On Linux, the keytool will be located in the same directory as the version of Java used by
Polarion at $JDK_HOME.

5. Change the Subversion (SVN) protocol setting in Polarion system properties. Edit file
$POLARION_HOME$/polarion/etc/polarion.properties, and change the
following properties, replacing http with https and removing references to port 80, if present:
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base.url= https://[SERVERNAME]
repo= https://[SERVERNAME]/repo/
                    

6. Restart Apache and Polarion.

If you get an error similar to the following...

Failed to access the repository https://[SERVERNAME]/repo. Please check its
availability, perhaps Apache is stopped? (svn: E175002: Connection has been shutdown:
javax.net.ssl.SSLProtocolException: handshake alert: unrecognized_name

Open the file /etc/apache2/sites-available/ssl and add: ServerName [YOUR
SERVER NAME]. For example:

ServerName polarion.dev.ourdomain.com
                    

Configuring SSL on Windows
The Open SSL executable is installed at: $POLARION_HOME$\bundled\svn\bin
\openssl.exe

If you do not have a SSL certificate from a published authority trusted by Java, you may use a self-
signed certificate. However, you must import the untrusted certificate to the Java keystore during the
configuration process, as described in the configuration steps below. For information on creating a
self-signed certificate, see Administration Reference: Self-signed SSL Certificates.

1. Copy your certificate and keyfile to: $POLARION_HOME$\bundled\apache\conf\.

2. Activate and configure SSL. Open file $POLARION_HOME$\bundled\apache\conf
\httpd.conf in a text editor and...

• Search for the line containing: LoadModule ssl_module modules/mod_ssl.so and
remove the leading comment marker (#). Uncommenting this line activates the SSL module.

• Search for the line containing Include conf/extra/httpd-ssl.conf and remove
the leading comment marker (#).

3. Optionally deactivate unencrypted http traffic. In $POLARION_HOME$\bundled\apache
\conf\httpd.conf, find the line Listen 80 and add a comment marker # at the
beginning, leaving the line as: #Listen 80

4. Set up the certificate file in SSL. Edit file  $POLARION_HOME$\bundled\apache\conf
\extra\httpd-ssl.conf and search for SSLCertificateFile. Change the path to
point to the certificate file. Example:

SSLCertificateFile "C:\Polarion\bundled\apache\conf\certificate.pem"
                    

5. Set up the key file in SSL. Edit file  $POLARION_HOME$\bundled\apache\conf
\extra\httpd-ssl.conf and search for SSLCertificateKeyFile. Change line path
to point to the certificate key file. Example:

SSLCertificateKeyFile "C:\Polarion\bundled\apache\conf\privateKey.key"
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6. If you are using a certificate that is not from an authority trusted by Java (a self-signed certificate,
for example), import the certificate to the Java keystore, as described in Importing a Certificate to
the Java Keystore.

7. Change the Subversion (SVN) protocol setting in Polarion system properties. Edit file 
$POLARION_HOME$\polarion\configuration\polarion.properties, and
change the following properties, replacing http with https and removing references to port
80, if present:

base.url= https://[SERVERNAME]
repo= https://[SERVERNAME]/repo/
                    

8. Restart Apache and Polarion.

If you get an error similar to the following...

Failed to access the repository https://[YOUR SERVER NAME]/repo. Please check its
availability, perhaps Apache is stopped? (svn: E175002: Connection has been shutdown:
javax.net.ssl.SSLProtocolException: handshake alert: unrecognized_name

Open the file $POLARION_HOME$\bundled\apache\conf\extra\httpd-ssl.conf
and add: ServerName [YOUR SERVER NAME]. For example:

ServerName polarion.dev.ourdomain.com
                    

Additional Resources
Here are some additional resources with information on using https://host -

• Apache HTTP Server home: http://httpd.apache.org/

• mod_ssl (Apache HTTPd) documentation: http://httpd.apache.org/docs-2.4/mod/mod_ssl.html

• Apache SSL/TLS Encryption documentation, FAQ and SSL introduction: http://httpd.apache.org/
docs-2.4/ssl/

• OpenSSL home: http://www.openssl.org/

• OpenSSL on Linux: https://help.ubuntu.com/community/OpenSSL

Importing a Certificate to the Java Keystore
This section is referenced from previous sections on configuring SSL for Linux and Windows. It
is important only if you are not using a SSL certificate that is signed by an authority that is trusted
in Java. Use of a trusted certificate is preferred and recommended because use of a Java-untrusted
certificate (a self-signed certificate, for example) will cause web services communication to fail with
SSLHandshakeException. If you opt to use an untrusted certificate, you need to import it into the
Java keystore. The general import procedure is described below, followed by examples for Linux
and Windows.

To import a certificate to the Java Keystore:

1. Copy the default keystore $JRE_HOME/lib/security/cacerts as $JRE_HOME/lib/
security/jssecacerts

2. This will leave the original cacerts file available as a backup. JSSE will use the
jssecacerts file, if present, instead of cacerts. jssecacerts needs to start as a copy of
cacerts, which it overrides rather than extends.

http://httpd.apache.org/
http://httpd.apache.org/docs-2.4/mod/mod_ssl.html
http://httpd.apache.org/docs-2.4/ssl/
http://httpd.apache.org/docs-2.4/ssl/
http://www.openssl.org/
https://help.ubuntu.com/community/OpenSSL
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3. Import the certificate to the jssecacerts keystore using the following command, replacing
variables as noted below:

$JDK_HOME/bin/keytool -importcert -file $CERT -alias $ALIAS -keystore $JRE_HOME/lib/security/jssecacerts -storepass changeit
                

• replace $JDK_HOME with your actual JDK home path.

• Replace $JRE_HOME with your actual JRE home path. (See examples below for Windows
and Linux.)

• Replace $CERT with the path to your certificate the you previously installed to the system.

• Replace $ALIAS with the preferred alias to be used in the keystore.

• Note that changeit is the default password for Java's cacerts file. Check whether it has been
changed on your system.

4. When prompted, check the certificate and confirm that is should be trusted. (The prompt to verify
and confirm the certificate can be suppressed by adding option -noprompt

Windows Example
The following command should be written as a single line:

C:\Polarion\bundled\java\bin\keytool -importcert -file C:\Polarion\bundled\apache\conf\certificate.pem 
-alias labs.polarion.com -keystore C:\Polarion\bundled\java\lib\security\jssecacerts -storepass changeit
            

Linux Example (CentOS)
This example following command should be written as a single line:

/usr/java/jdk1.7.0_79/bin/keytool -importcert -file /etc/pki/tls/certs/cert.pem -alias labs.polarion.com  
-keystore /usr/java/jdk1.7.0_79/jre/lib/security/jssecacerts -storepass changeit
            

Depending on your operating system and version, additional command parameters may be
necessary.

Keytool Commands
Here are some potentially useful keytool commands:

keytool -list -keystore %JAVA_HOME%\lib\security\jssecacerts -storepass changeit
keytool -delete -alias mykey -keystore %JAVA_HOME%\lib\security\jssecacerts -storepass changeit
keytool -importcert -help
keytool -help
            

Configuring Secure Access to the Repository
Polarion's Subversion repository is accessible via HTTPS protocol when SSL is configured for
Apache. To set up secure access:
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1. Use a text editor to open the system properties file polarion.properties (follow link for
the location).

2. Locate the repo property. By default the value is set to something like repo=http://
localhost:81/repo/ or http://polarion.yourdomain.com/repo/.

3. Change the protocol in the repo property from http to https.

4. Make sure the login credentials are correct for HTTPS access.

5. Restart the Polarion server.
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Chapter 13. Configuring Building
   

Availability in Polarion REQUIREMENTS & REVIEWER

This feature is also available in Polarion REQUIREMENTS, but it is hidden in the default
configuration. The topic can be shown in Navigation by changing the Navigation topics
configuration. For more information, see Administrator's Guide: Configuring Interface Views.

This feature is read-only in Polarion REVIEWER.

Scope(s): Project

This chapter discusses configuration and usage of Polarion's basic build management features. It
explains how to quickly get started with several common project build types:

• Simple Maven 2 Project

• Maven 2 Multiproject

• Ant Build

• Build with Makefile

• External Executable, Batch or Shell Script

• Continuous Integration

Additional information for more complex and custom building with Polarion are covered in
Administrator's Guide: Advance Build Management .

Basic Build Management
The following sections describe the standard or basic type of builds you can set up in Polarion.

Quick Start: Simple Maven 2 Project
Building of a simple Maven 2 project that is structured according to  http://maven.apache.org/
guides/introduction/introduction-to-the-standard-directory-layout.html [http://maven.apache.org/
guides/introduction/introduction-to-the-standard-directory-layout.html] is quite simple. Polarion
will auto-recognize the Maven 2 project and show it in the Create Build wizard in the Builds topic
(in project information scope) either under its name (i.e. <name> from pom.xml) or artifact ID
(<artifactId>) if no name is set. No configuration is necessary. A default build definition
called _default is sufficient for most builds. When you click the Finish button in the Create
Build wizard, the build will start.

To launch a build for a simple Maven 2 project:

1. Open the project you want to build.

2. Select the Builds topic in the Navigation pane.

3. In the Builds panel of the Content Pane, click the Create Build button to launch the Create Build
wizard dialog.

http://maven.apache.org/guides/introduction/introduction-to-the-standard-directory-layout.html
http://maven.apache.org/guides/introduction/introduction-to-the-standard-directory-layout.html
http://maven.apache.org/guides/introduction/introduction-to-the-standard-directory-layout.html
http://maven.apache.org/guides/introduction/introduction-to-the-standard-directory-layout.html
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As mentioned above, you should be able to accept the defaults. If you want build reports to be
updated after the build, check Update reports together with the build.

Quick Start: Maven 2 Multiproject
There is essentially no difference between a simple Maven 2 project and multiproject when it comes
to building with Polarion. The only thing which must be assured is that every module in a Maven 2
multiproject is recognized by Polarion ALM.

Quick Start: Ant Build
As with Maven projects, Ant builds are also auto-recognized by Polarion - it looks for the file
build.xml. The Polarion build artifact's name is either the value of the name attribute of the Ant
project, or the simple string ant.

If there are multiple Ant builds in one project, additional steps must be performed to distinguish
between them (because Polarion will assign each build artifact the same artifact ID). Suppose the
project's structure looks like this:

trunk
|--- build.xml
|--- sources
|--- scripts
     |--- release_build.xml
    

You can make Polarion recognize the different builds by modifying the file .polarion/
builder/artifacts.xml (for the project, not the global scope):

<artifacts auto-recognition="false"> <!-- value "false" is important -->
    <artifact>
        <type>ant</type>
        <location>trunk</location>
        <groupId>com.example.project</groupId>
        <artifactId>normal-build</artifactId>
        <label>Normal Build of Example Project</label>
    </artifact>
    <artifact>
        <type>ant</type>
        <location>trunk</location>
        <antFile>scripts/release_build.xml</antFile>
        <groupId>com.example.project</groupId>
        <artifactId>release-build</artifactId>
        <label>Release Build of Example Project</label>
    </artifact>
</artifacts>
    

Setting the auto-recognition attribute to false disables auto-recognition for the entire
project (since it is not needed in this case). Because the second Ant build file is not named
build.xml and is not located directly under the place specified in <location> (i.e., the
called artifact's base location) it is necessary to specify the path to the second Ant build file in
<antFile>. Base location serves two purposes:

1. All locations are relative to it, and...
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2. Everything under it (unless resources are used) is downloaded from repository to local disk
before the build.

If base location is not explicitly specified, then it is the project's location (or trunk folder if the
build artifact was auto-recognized and such a folder exists).

Unless Maven builds, Ant builds (and all other types) do not deploy anything by default to
anywhere. Only basic information is deployed to BIR. To be able to deploy more things, a build
descriptor must be used. The default build descriptor can be extended with this (contents of the
project-level repository file .polarion/builder/descriptors.xml):

<descriptors>
    <descriptor>
        <deploy>
            <copy dir="dist" includes="*.jar" todir="results" label="jar files"/>
        </deploy>
    </descriptor>
</descriptors>
    

This will deploy all jars which appear in the dist folder to BIR folder results with label jar
files. The name, and a link to this deployment, will be visible in the build's detail.

Note that the <descriptor> element could have a name attribute with the name of the
descriptor. There could be descriptors with different names for different types of builds. See
advanced topic on build descriptors for more information.

Quick Start: Build with Makefile
Suppose that the project structure is like this:

trunk
|--- build
     |--- build.sh
|--- src
    

Let's also suppose that developers execute builds by going into the build directory and executing
make all.

Since it is not possible to call external scripts directly, a simple shell script must be created in the
build folder named build.sh:

#!/bin/sh

make "$@"
    

Next, the following snippet needs to be added to the project-scope .polarion/builder/
artifacts.xml file:

<artifact>
    <type>shell</type>
    <location>trunk</location>
    <workdir>build</workdir>
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    <executable>build/build.sh</executable>
    <arguments>all</arguments>
</artifact>
    

Now when a build is executed, trunk is downloaded to local disk (the location parameter)
and make all is executed (by invoking "executable" with correct "arguments") from the build
directory (the workdir parameter).

Quick Start: External Exe, Batch/Shell Script
This is essentially the same as previous section about Makefile builds. Executables, batch files and
shell scripts which are not stored in the repository must be called by some special script which is
stored in the repository.

Quick Start: Continuous Integration
Polarion has 2 key features for continuous integration:

• Scheduled builds

• Integration builds

Scheduled builds are those builds which run at regular intervals without manual intervention.
Integration builds are builds in which only updates of source code committed since the last build are
downloaded from repository, and intermediate results of the last build (like compiled classes) are
still available.

The following is an example of an integration build that runs every hour. You would define such a
build in the jobs configuration file /.polarion/jobs/schedule.xml. (See Configuring the
Scheduler for more information on this configuration file and working with scheduled jobs.)

<job name="Integration Build of Example Project" id="master.build" cronExpression="0 0 0/1 ? * * 
scope="project:ExampleProject">
    <buildArtifact>com.example.project:normal-build</buildArtifact>
    <buildDescriptorName>_default</buildDescriptorName>
    <localDeploymentSpaceName>_default</localDeploymentSpaceName>
</job>
    

Configuring Work Item Reports
You can include some information about Work Items in build results by configuring Work Item
Reports for builds. The <workitem-report> enables listing of some Work Items in the build
preview and notification. A typical usage is to list the Work Items resolved since the previous build.
You can configure several Work Item reports, each corresponding to one <workitem-report>
element in the configuration. Each report will show as a section in the build preview and notification
(below the section "Build Results").

The Work Item reports configuration for builds is available for both repository and for each project.

To access the Work Item reports configuration for builds:

1. Log in with administrator permissions for the scope you want to configure (repository or project).

2. If your login does not already take you into Administration from a previous session, enter
Administration by clicking the link in the tool view of Navigation.
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3. In Navigation, expand Building and select Work Item Reports. The Work Item Reports
administration page loads in your browser.

Editing the Configuration File
This configuration is performed by editing the workitem_reports.xml configuration file.
You can either edit the file in the text editor provided on the administration page, or download
it, edit locally, and upload the edited file back to the portal using the controls provided on the
administration page.

The configuration file contains extensive comments and an example of a typical configuration in
comments. Please refer to the embedded comments for documentation about the available elements
and attributes.
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Chapter 14. Advanced Build
Management

   

Availability in Polarion REQUIREMENTS & REVIEWER

This feature is also available in Polarion REQUIREMENTS, but it is hidden in the default
configuration. The topic can be shown in Navigation by changing the Navigation topics
configuration. For more information, see Administrator's Guide: Configuring Interface Views.

This feature is read-only for users of Polarion REVIEWER.

Scope(s): Project

Complex and Custom Building
This chapter covers Polarion build management configuration and customization in more depth for
those who have more complex building setups than those described in Getting Started with Build
Management.

Build Artifacts
Build artifacts are the smallest buildable entity. They are comprised of resources (usually source
code and support files). Multiple build artifacts may share the same resources.

One project may contain zero, one, or more build artifacts. Their definition is stored in the
artifacts.xml configuration file.

To access the artifacts.xml configuration file:

1. Log in with administrative rights for the scope you want to configure (repository or project).

2. Enter the Administration interface.

3. Open the scope you want to configure (global/repository, project group, or project. (See User
Guide: Accessing Projects).

4. In the Navigation panes, select the Building topic.

5. Use the appropriate link in the Configuration section to download the configuration file to your
local system.

6. After editing the file, use the controls in the Upload New [Global][Project] Configuration section
to upload the modified file back to the Polarion repository.

The basic format of the configuration file can be found in the Administration reference topic: 
Building configuration file format. Please refer to it as necessary when reading this section.

Local deployment space
Local deployment space is a place where a build artifact is downloaded before building. Let's
consider an example with the following source repository structure:
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Figure 14.1. Build Source Repository Structure

Assume that pom.xml is written as if sources were in a folder named src in its directory. This
definition can be used:

<artifact>
    <type>maven2</type>
    <location>trunk</location>
    <resources>
        <resource source="sources" target="build/src" recurse="true"/>
        <resource source="build/pom.xml" target="build"/>
    </resources>
</artifact>
                    

Each artifact is identified by its group id (the same convention used with Java package
names - e.g. com.polarion.sample) and artifact id a hyphen-delimited name, e.g.
sample-demo ). These IDs are usually based on the artifact itself, or are specified in the above
configuration. Artifacts also have their label, version and list of source directories (for source-based
calculations).

Supported Build Artifacts
This section describes the types of build artifacts supported in Polarion build management.
Currently supported types are:

• Maven 2

• Ant

• Shell (batch/executable invocation)

Maven 2
Type name: maven2.

Additional elements:

<!-- default is =pom.xml= -->
    <pom>PROJECT_MODEL_FILE_LOCATION_RELATIVE_TO_BASE_LOCATION</pom>
                    

Label and source directories are determined from POM file. Note that if POM file is of type pom
and it defines modules, then those modules must be build artifacts themselves.

Note that instead of embedded Maven, you can use external Maven, either the one bundled
with Polarion distributions, or any other installation you have. This is not enabled by
default during upgrades (only for new installations), but is strongly encouraged to do by
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placing following into the global /.polarion/builder/build.properties file:
polarion.build.maven.executor=maven2

Ant
Type name: ant.

Additional elements:

<!-- default is =build.xml= -->
    <antFile>PROJECT_FILE_LOCATION_RELATIVE_TO_BASE_LOCATION</antFile>
    <!-- default is derived from project's location -->
    <groupId>GROUP_ID</groupId>
    <!-- default is "ant" -->
    <artifactId>ARTIFACT_ID</artifactId>
    <!-- may be omitted -->
    <sourceDirectories>
        <sourceDirectory>
            SOURCE_DIRECTORY_LOCATION_RELATIVE_TO_BASE_LOCATION
        </sourceDirectory>
        ... <sourceDirectory> ...
    <sourceDirectories>
    <!-- default is based on artifact id -->
        <label>LABEL</label>
        <!-- default is 1.0.0 -->
    <version>VERSION</version>
                    

If file pointed to by antFile has project name (attribute name of top-level element), then it is
taken as a label (regardless of settings in artifacts.xml).

Shell
Batch/executable invocation

Type name: shell.

Additional elements:

<executable>EXECUTABLE_LOCATION_RELATIVE_TO_BASE_LOCATION</executable>
   <!-- may be omitted ->
   <arguments>ARGUMENT1 ARGUMENT2 ...</arguments>
   <!-- default is executable's directory -->
   <workdir>WORKING_DIRECTORY_RELATIVE_TO_BASE_LOCATION</workdir>
   <!-- default is derived from project's location -->
   <groupId>GROUP_ID</groupId>
   <!-- default is "ant" -->
   <artifactId>ARTIFACT_ID</artifactId>
   <!-- may be omitted -->
   <sourceDirectories>
      <sourceDirectory>
         SOURCE_DIRECTORY_LOCATION_RELATIVE_TO_BASE_LOCATION
      </sourceDirectory>
      ... <sourceDirectory> ...
   <sourceDirectories>
   <!-- default is based on artifact id -->
   <label>LABEL</label>
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   <!-- default is 1.0.0 -->
   <version>VERSION</version>
                    

Build Descriptors (Definitions)
Note
The term "build definition" may appear in the portal user interface. It refers to "build
descriptor" as described in this topic.

Descriptors are configured in the file .polarion/builder/descriptors.xml. You can
configure build descriptors in both the global scope, and per project. These are merged if necessary.
Here is an example of a build descriptor:

<?xml version="1.0" encoding="UTF-8"?>
<descriptors xmlns="http://polarion.com/schema/Builder/Descriptors"
  xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">
  xsi:schemaLocation="http://polarion.com/schema/Builder/Descriptors">
  <!-- no name and "_default" are equal -->
  <descriptor name="NAME">
    <!-- may be omitted -->
    <artifacts>
      <artifact>
        <!-- if id ends with "*" then the given prefix is searched for; default value is "*" -->
        <groupId>GROUP_ID</groupId>
        <!-- if id ends with "*" then the given prefix is searched for; default value is "*" -->
        <artifactId>ARTIFACT_ID</artifactId>
      </artifact>
      ... <artifact> ...
    </artifacts>
    <!-- may be omitted -->
    <build>
      <properties>
        <PROPERTY_NAME>PROPERTY_VALUE</PROPERTY_NAME>
        ...
      </properties>
    </build>
    <!-- may be omitted -->
    <deploy>
       <!-- includes and excludes may be omitted, default value for defaultexcludes is true -->
       <copy|move todir="TARGET_DIRECTORY" label="LABEL_FOR_BUILD_REPORT"
         dir="SOURCE_DIRECTORY" includes="INCLUDES_PATTERN"
         excludes="EXCLUDES_PATTERN" defaultexcludes="USE_DEFAULT_EXCLUDES_TRUE_OR_FALSE">
       ... <copy|move> ...
       <item todir="TARGET_DIRECTORY" label="LABEL_FOR_BUILD_REPORT" name="ITEM_NAME" />
       ... <item> ...
    </deploy>
  </descriptor>
  ... <descriptor> ...
</descriptors>  
                

Warning
Usage of <move> or move in <deploy> should be used with caution. It can fail depending
on operating system, file system and whether BIR is on the same file system/volume/disk as
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the data folder. It is also not possible to combine more deployments whose sources are on the
same path. Generally, the "move" feature should be used with care and only if necessary due to
storage space or performance reasons.

Descriptors are attached to all build artifacts which match a given group and artifact IDs (or all if
<artifacts> is omitted). There could be two different descriptors with same name attached to
different artifacts.

There is always one default build descriptor named _default which simply runs a build and
deploys it to BIR (linked from the build report) data produced by Maven 2. This default descriptor
can be overridden by a descriptor with the same name (or nameless).

In <deploy> tags includes, excludes and defaultexcludes are the same as in Ant (see http://
ant.apache.org/manual/CoreTypes/fileset.html for more information).

There is only one deploy item supported for build artifacts of type maven2: default which will
deploy all files produced by a Maven 2 build (stored in target directory).

Artifacts vs. Descriptors
It could be said that a build artifact describes what is built, and build descriptor (definition)
describes how it is built. Reality is a bit more complicated than this, because build artifacts also
define how the build should go. So the more correct view is that a build artifact says what is built
(type, identification, repository resources), and what tools are used and their basic configuration
(both defined by type-dependent files), while a build descriptor says how these tools are configured
(by build properties) and what are the build results (i.e. BIR deployment).

Build Properties
Build properties can be defined in (latter overrides former):

• system configuration (in polarion.properties configuration file)

• global repository file /.polarion/builder/build.properties

• project-level repository file .polarion/builder/build.properties

• properties defined by build descriptor

• properties defined in Scheduler configuration

Built-in Properties
The following properties are set by the system before a build and cannot be changed:

• polarion.files.repository: BIR location top level folder)

• polarion.build.id: the build ID (e.g. 20070718-1111).

Standard Properties
• polarion.build.shared.config.dir: name of a repository folder relative to the

project's location or global root, which will be locally deployed alongside each artifact. Defaults
to .polarion/maven. Global is used only if a project scope configuration is missing.

• polarion.build.shared.config.dir.deploy: target name of repository folder
(relative to build artifact's local deployment directory; defaults to .config).

• polarion.build.single.artifact.deployment: use if there is a problem with paths
being too long for Windows. Setting it to true will deploy to shorter path. However this can be

http://ant.apache.org/manual/CoreTypes/fileset.html
http://ant.apache.org/manual/CoreTypes/fileset.html
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used only with build artifacts which do not contain other artifacts - not for Maven multiprojects,
for example. Do not use it for calculations under any circumstances.

• polarion.build.shared.local.repository: each build has its own local Maven
repository located inside the associated job's working directory, but by setting this property to
true builds can use one shared one.

Important

Please note that setting this property to true may cause failed builds or calculations,
because local Maven repository is not safe for concurrent modifications, and calculations use
it by default.

Build Execution Properties
• polarion.build.maven.executor: specifies which underlying Maven is executed:

embedded or external installation (default is the Maven installation bundled with Polarion
distributions, called maven2).

• polarion.build.maven.location.NAME: named location of an external Maven
installation (Maven home)

• polarion.build.maven.extra.jvm.options: extra space-separated JVM options
(like -Xmx) passed to underlying Maven. (Ignored by embedded Maven.)

• polarion.build.maven.extra.options: extra space-separated Maven options passed
to underlying Maven. (Ignored by embedded Maven.)

• polarion.build.maven.non.recursive: Maven option --non-recursive (for
true), default is nothing.

• polarion.build.maven.offline: Maven option --offline (for true), default is
nothing.

• polarion.build.maven.no.plugin.registry: Maven option --no-plugin-
registry (for true), default is nothing.

• polarion.build.maven.update.snapshots: Maven option --update-
snapshots (for true), default is nothing.

• polarion.build.maven.reactor: Maven option --reactor (for true), default is
nothing.

• polarion.build.maven.checksum.policy: Maven options --strict-checksums
(for fail) and --lax-checksums (for warn), default is nothing.

• polarion.build.maven.check.plugin.updates: Maven options --check-
plugin-updates (for true) and --no-plugin-updates (for false), default is nothing.

• polarion.build.maven.active.profiles: Maven option --activate-
profiles. Comma-separated list of profiles to activate.

• polarion.build.maven.inactive.profiles: comma-separated list of profiles to
deactivate (ignored by external Maven).

• polarion.build.maven.reactor.failure.behaviour: Maven options --fail-
at-end (for fail-at-end), --fail-fast (for fail-fast), and --fail-never (for fail-never),
default is nothing.

• polarion.build.maven.plugin.registry.location: location of the used Maven
plugin registry (path and name).
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• polarion.build.maven.plugin.registry.name: name of the used Maven plugin
registry (without path). Default is plugin-registry.xml.

• polarion.build.maven.settings.location: location of the used Maven settings
(path and name).

• polarion.build.maven.settings.name: name of the used Maven settings (without
path). Default is settings.xml.

Maven 2-specific Properties
• polarion.build.goals: space-separated list of Maven goals/phases to run (defaults to
deploy).

• polarion.build.default.deploy.repository.id: default deployment repository
ID (usually set in system configuration).

• polarion.build.default.deploy.repository.url: default deployment repository
URL (usually set in system configuration).

The default deployment repository is used if the POM file does not define the
<distributionManagement> section.

All build properties are reflected as properties accessible by standard ways in Maven (including
properties controlling behavior of various plugins like compiler, etc.)

Ant-specific Properties
• polarion.build.ant.targets: space-separated or comma-separated list of Ant targets to

run. Defaults to the default specified in the project configuration file.

• polarion.build.ant.taskdef.NAME.ATTRIBUTE: value of Ant <taskdef>'s attribute
with a given name. NAME is just an arbitrary name used for pairing attributes of one <taskdef>.

For example:

polarion.build.ant.taskdef.1.resource=net/sf/antcontrib/antlib.xml
polarion.build.ant.taskdef.1.classpath=ant-contrib-1.0b3.jar
                            

will produce:

<taskdef classpath="ant-contrib-1.0b3.jar" resource="net/sf/
antcontrib/antlib.xml"></taskdef>

All build properties are reflected as properties accessible by standard ways in Ant.

Shell-specific Properties
• polarion.build.exec.args: additional arguments to be used when executing.

All build properties are reflected as environment variables.

Working Directory
There are several important directories:

• working directory of the job related to the build (its location is visible in build's log)
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• base location (in local deployment space = after the download from repository)

• base directory of Maven 2 (accessible by Maven property basedir)

• current working directory (called "current user directory" or "cwd" by various platforms)

Base location is either somewhere under the job's working directory or inside the shared local
deployment space (if it is an integration build).

Base directory of Maven 2 is always the directory where pom.xml was downloaded (or the build
file for Ant builds, or executable for shell builds - Maven is used internally for execution of those).
It is under the base location.

If embedded Maven is used, then the current working directory is always the same as the working
directory of Polarion (usually directory from which Polarion was run). Otherwise, if external Maven
is used (which is the default), then the current working directory is the same as the base directory of
Maven 2.

For shell builds, the current working directory can be changed, regardless of which Maven is used,
to any directory relative to base location by specifying the <workdir> element in the build artifacts
definition.

Auto-recognition of Build Artifacts
Polarion will automatically recognize build artifacts if one of these conditions is satisfied:

• clean start (or recognition requested from UI) and there is no artifacts.xml present in the
configuration.

• clean start (or recognition requested from UI) and artifacts.xml is present in the
configuration with auto-recognition set to true

Polarion can also auto-recognize artifacts of types maven2 (searches for pom.xml) and ant
(searches for build.xml). Files are searched to a maximum of three folders depth, starting from
project's location or folder trunk within project's location (if there is one, then it is taken as base
location for all artifacts found).

Source directories are automatically determined for maven2, and heuristics is used for ant (heuristics
is name-based, not content-based).

If no artifact is auto-recognized, but source directories are found, then special artifact of type auto
is used. This type is not intended for building. Rather, it allows source-based reports to work on
unknown data.

Because auto-recognition (and detection of changes to build artifacts and related configuration)
is a potentially resource intensive operation, there are two configuration options which
affect it: polarion.startup.disable.artifacts.auto.recognition and
polarion.startup.disable.artifacts.change.detection. Refer to
Administrator's Guide, System Tuning for Advanced Administrators for more information.

How to Build Specific Types of Projects
This section explains how to build Eclipse and Maven 1 projects.

Eclipse Projects
Eclipse projects can be built using the Eclipse PDE Maven Plugin (see http://mojo.codehaus.org/
pde-maven-plugin/) which wraps the Eclipse PDE headless build process automation. For details
on usage see http://mojo.codehaus.org/pde-maven-plugin/usage.html. In short, one Maven project

http://mojo.codehaus.org/pde-maven-plugin/
http://mojo.codehaus.org/pde-maven-plugin/
http://mojo.codehaus.org/pde-maven-plugin/usage.html
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is created for one Eclipse project (which may contain multiple features and plugins) which must be
rigorously structured (all the features in one folder and all the plugins in second folder).

If your repository structure is different than the one required by the Eclipse PDE Maven Plugin, you
can adjust build artifact's resources to make the structure upon the build execution. For example
consider this repository structure (all under the trunk folder):

folderA
|--- plugin1
|--- plugin2
|--- feature1
folderB
|--- plugin3
|--- feature2
pom.xml
                    

However Eclipse PDE Maven Plugin requires this:

features
|--- feature1
|--- feature2
plugins
|--- plugin1
|--- plugin2
|--- plugin3
pom.xml
                    

That is achievable by changing artifacts.xml to contain:

<artifact>
    <type>maven2</type>
    <location>trunk</location>
    <resources>
        <resource source="folderA/plugin1" target="plugins/plugin1" recurse="true"/>
        <resource source="folderA/plugin2" target="plugins/plugin2" recurse="true"/>
        <resource source="folderB/plugin3" target="plugins/plugin3" recurse="true"/>
        <resource source="folderA/feature1" target="features/feature1" recurse="true"/>
        <resource source="folderB/feature2" target="features/feature2" recurse="true"/>
        <resource source="pom.xml" target=""/>
    </resources>
</artifact>
                    

Maven 1 Projects
Polarion is able to automatically recognize source code from simple Maven 1 projects whose layout
adheres to recommended conventions (with source code in src/main/java. Such build artifacts
have their artifact ID (visible in Create New Build wizard) set to auto. The system should be able
to compute source code metrics for this artifact, but please note that source code detection is entirely
heuristic and may not properly detect source code. It is highly recommended to migrate Maven 1
projects to Maven 2 and not to rely on this source code detection feature.

There is no direct support for building of Maven 1 projects. However it is possible to call Maven 1
from the command-line as any other tool (see information on build artifacts of type Shell).
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Migrating to Maven 2

Migration from Maven 1 to Maven 2 is usually very straightforward. Most projects can be converted
simply by copying project.xml as pom.xml with a few changes (all these changes apply to
elements directly under top-level <project> element):

• change <pomVersion>3</pomVersion> to <modelVersion>4.0.0</modelVersion>

• change <id>...</id> to <artifactId>...</artifactId>

• change <currentVersion>...</currentVersion> to <version>...</version>

• remove <groupId>...</groupId>

• change <package>...</package> to <groupId>...</groupId>

• add <packaging>jar</packaging>

For more information see the official Guide to Moving from Maven 1.x to Maven 2.x [http://
maven.apache.org/guides/mini/guide-m1-m2.html] on Maven's site.

There is also a possibility to convert a Maven 1 project to a Maven 2 project by using the
Maven 2 One Plugin [http://maven.apache.org/plugins/maven-one-plugin]. Issue command
mvn one:convert in the same directory as project.xml. This will not only convert
project definition files, but the plugin also tries to convert any Maven 1 reports to their Maven 2
counterparts. Please note that the conversion is not 100%, but mostly it works. Be sure to update
artifacts.xml or issue build artifacts auto-recognition after checking the converted project
back in to repository.

Branched Artifacts
There is explicit support for branched artifacts. Artifacts from a branch are handled the same as
trunk artifacts. Because Polarion identifies artifacts (from one project) by their group and artifact
IDs, and it is fairly common to have branched artifacts with same group and artifact ID but different
version, some work-around must be done in order to be able to build trunk and branched artifacts.
There are two possibilities:

• Have separate projects for trunk and for every branch.

• Have different group or artifact IDs of trunk and branched artifacts.

Maven-specific Information
This section provides some advanced topics related to building with Maven 2.

Maven Profiles
It is sometimes required to distinguish between running the builds on a developer's machine and
running them inside Polarion. For this, Maven's concept of profiles can be used (more information
is available at http://maven.apache.org/guides/introduction/introduction-to-profiles.html ). There are
several ways to define profiles, but here is the use of global profiles defined in C:/Polarion/
maven/settings.xml. Just add new profiles to the ones already there):

<profile>
    <id>development</id>
    <properties>
        <somePathProperty>FOLDER_ON_DEVELOPERS_MACHINE</somePathProperty>
    </properties>

http://maven.apache.org/guides/mini/guide-m1-m2.html
http://maven.apache.org/guides/mini/guide-m1-m2.html
http://maven.apache.org/guides/mini/guide-m1-m2.html
http://maven.apache.org/plugins/maven-one-plugin
http://maven.apache.org/plugins/maven-one-plugin
http://maven.apache.org/guides/introduction/introduction-to-profiles.html
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    <id>polarion</id>
    <properties>
        <somePathProperty>FOLDER_ON_POLARION_MACHINE</somePathProperty>
    </properties>
</profile>
                    

If developer runs this in standalone Maven with argument -P development then the build will
have a property somePathProperty pointing to a folder on developer's machine. If it is run
inside Polarion, and build property polarion.build.maven.active.profiles is set to
polarion, then the somePathProperty property will point to a folder on the Polarion server.

Maven Proxy
To minimize connections to the central Maven repository (by other means than by using potentially
dangerous polarion.build.shared.local.repository), it is recommended
to use Maven proxy (see http://maven-proxy.codehaus.org/). If you have trouble installing
the proxy, check http://codeforfun.wordpress.com/2006/05/24/maven-proxy/ and http://
codeforfun.wordpress.com/2006/09/11/maven-proxy-details/ for information. Once you have the
proxy installed, just edit C:/Polarion/maven/settings.xml and add a new <mirror>
section. For example:

<settings>
  <localRepository>C:/Polarion/data/maven-repo</localRepository>
  <mirrors>
    <mirror>
      <mirrorOf>central</mirrorOf>
      <id>central-mirror</id>
      <name>Mirror of Central Repo</name>
      <url>http://PROXY_HOST:PROXY_PORT/PROXY_PREFIX/repository</url>
    </mirror>
  </mirrors>
  <profiles>
    <profile>
      <id>polarion-bundled</id>
      <repositories>
        <repository>
          <id>polarion-bundled</id>
          <url>file:///C:/Polarion/maven/repository</url>
        </repository>
      </repositories>
      <pluginRepositories>
        <pluginRepository>
          <id>polarion-bundled</id>
          <url>file:///C:/Polarion/maven/repository</url>
        </pluginRepository>
      </pluginRepositories>
    </profile>
    <profile>
      <id>polarion-shared</id>
      <repositories>
        <repository>
          <id>polarion-shared</id>
          <url>file:///C:/Polarion/data/shared-maven-repo</url>
        </repository>
      </repositories>
      <pluginRepositories>

http://maven-proxy.codehaus.org/
http://codeforfun.wordpress.com/2006/05/24/maven-proxy/
http://codeforfun.wordpress.com/2006/09/11/maven-proxy-details/
http://codeforfun.wordpress.com/2006/09/11/maven-proxy-details/
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        <pluginRepository>
          <id>polarion-shared</id>
          <url>file:///C:/Polarion/data/shared-maven-repo</url>
        </pluginRepository>
      </pluginRepositories>
    </profile>
  </profiles>
  <activeProfiles>
    <activeProfile>polarion-bundled</activeProfile>
    <activeProfile>polarion-shared</activeProfile>
  </activeProfiles>
</settings>
                    

For more information about mirrors see http://maven.apache.org/guides/mini/guide-mirror-
settings.html.

Maven Repositories
One local and two remote repositories are configured:

• Local repository at C:/Polarion/data/maven-repo is used by calculations and can
be emptied at will. (Builds each have their own located in their job's working directory. Build
property polarion.build.shared.local.repository can be set to true to have this
for builds as well, but be warned that it may have undesirable side effects.)

• "Remote" repository polarion-bundled (at C:/Polarion/maven/repository)
contains some bundled third party plugins and projects (as well as plugins and projects required
for Polarion to work) to minimize connections to Maven's central repository.

• "Remote" repository polarion-shared (at C:/Polarion/data/shared-
maven-repo) is fully under user's control and is intended for deployment of
projects (this is configured by default to be the default deployment repository - see
build properties polarion.build.default.deploy.repository.id and
polarion.build.default.deploy.repository.url). It is also accessible via
http://YOUR_SERVER_URL/maven2/.

Comparison with Stand-alone Maven
There is no difference (except for additional configuration which can change the behavior) between
running stand-alone Maven 2 tool and running a build with external Maven.

Embedded Maven is significantly different because it is a development version in a frozen state, and
is carefully balanced to work with bundled plugins. Using it for builds is discouraged.

Under the Hood
Maven 2 is a core piece of the Polarion build management system. All builds and calculations are
routed through it. Embedded Maven is version 2.1, bundled external Maven is version 2.0 (installed
at C:/Polarion/maven/distribution).

If something fails and it is not clear why, then it is recommended to go to the working directory of
the build's job, find pom.xml (even if the build was not a Maven build) and see what is inside that
could cause something to go wrong.

Plugin registry is at C:/Polarion/maven/plugin-registry.xml, settings are
at C:/Polarion/maven/settings.xml. Both files can be freely changed, or other
files can be used (see build properties polarion.build.maven.settings.* and
polarion.build.maven.plugin.registry.*).

http://maven.apache.org/guides/mini/guide-mirror-settings.html
http://maven.apache.org/guides/mini/guide-mirror-settings.html
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Importing Test Cases Run During Builds
When tests are executed during a standard Maven build, they can be automatically imported as
a Test Run when properties in .polarion\builder\build.properties are set. It is
possible to fill some Test Run fields from an xUnit file name using regular expressions (regex).

For information, see User Reference: Test Management Reference

Scheduled Builds
Builds are scheduled like this (in global .polarion/jobs/schedule.xml):

<job name="ARBITRARY_NAME" id="master.build" cronExpression="CRON_EXPRESSION" scope="project:PROJECT_NAME">
    <buildArtifact>GROUP_ID:ARTIFACT_ID</buildArtifact>
    <!-- use "_default" for default build -->
    <buildDescriptorName>BUILD_DESCRIPTOR_NAME</buildDescriptorName>
    <!-- use for integration build, omit for standalone build -->
    <localDeploymentSpaceName>_default</localDeploymentSpaceName>
    <!-- may be omitted; specifies additional build properties -->
    <properties>
        <PROPERTY_NAME>PROPERTY_VALUE</PROPERTY_NAME>
        ...
    </properties>
</job>
                

Build is executed with access rights of the system user (defined in polarion.properties in
the login property). So make sure that this user has repository access to all sources.

Integration Builds
Integration builds are builds which are deployed to one shared local deployment space. This results
in a faster deployment phase, because only changes are downloaded from the repository, and the
build phase is faster because results of previous build are still in place. Please note that calculations
share the same shared local deployment space. Integration builds which must wait for others have
status WAITING.

Integration builds are usually stored in data directory in path workspace/polarion-data/
deploymentSpaces/_default.
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Chapter 15. Configuring Repositories
Although Polarion has its own integrated Subversion repository, which stores Polarion artifacts
like Work Items, wiki pages, etc. as well as other artifacts of users, some organizations adopting
Polarion want to have Polarion work with multiple repositories. These may either be existing
repositories external to Polarion's repository, or new repositories established to work with Polarion.

This chapter provides basic information about Polarion's multi-repository support and points you to
the information you need to set up Polarion to work with repositories in addition to the default one
set up during Polarion installation.

Feature Overview
There are two Polarion features which can deal with multiple repositories, but they are
fundamentally different. You need to understand the basics of each feature before deciding which
approach to multiple repositories best meets your needs.

• External Repositories: this feature gives you the ability to link Polarion artifacts stored in
Polarion's integrated repository with changes (revisions) in source code stored on one or more
external SVN or Git repositories. After installation, you can configure Polarion to use one or
more external repositories in addition to the SVN repository installed and/or configured during
installation of Polarion.

• The Clustering feature enables you to run Polarion on multiple servers, either physical, virtual,
or a combination. The topography can be set up to host multiple Polarion servers running on
separate machines each with its own Polarion repository, and/or multiple machines all accessing
a single Polarion repository. (Polarion servers on any node can optionally be configured to access
external repositories, as described above.)

Special installation and configuration procedures beyond the scope of Help documentation are
required to set up a clustered multi-server environment. These are covered fully in the Polarion
Enterprise Setup Guide (PDF), available for download on all product download pages on the
Polarion Software web site.

The remainder of this section is devoted to configuring external repositories to work with Polarion.

Configuring External Repositories (Git, SVN)

By default, Polarion uses the Subversion (SVN) repository that was configured by the installation
program (Windows) or script (Linux). This "Default" repository is used for all projects by default.
The assumption is that development code bases are managed in this same SVN repository. However,
if you have code bases managed in another repository, you can configure your Polarion project to
enable linking of Polarion Work Items (stored in the default repository) to revisions in the external
repository.

Polarion supports revision links with external Subversion or Git repositories.

When your Polarion project is configured, users can link an external SVN or Git revision to a
Polarion Work Item, either automatically by including the Work Item ID in the commit comment,
or manually in the Linked Work Items table of a Work Item's detail. The user can select the external
repository in the drop-down list, and use the Revision Picker dialog to select the revision, just
as they can when linking to revisions in the default SVN repository. Revisions from an external
repository appear in the same Linked Revisions table as revisions from Polarion's own SVN
repository in the Work Item editor. They are differentiated visually by an icon.



Configuring Repositories

159

Configuring the Project
The Repositories topic in project Administration enables you to specify one or more external
repository(ies) so that revisions there can be linked to Polarion Work Items in the project. It is
possible to configure more than one external repository, and external repositories can be of either
supported type (SVN or Git).

To configure an external repository:

1. Log in with administrator permissions for the project you want to configure to use an external
repository, and open the project.

Enter Administration if your login did not already take you into it.

2. In Navigation, select Repositories.

3. In the Repositories page, if there are no repositories configured yet, the Add New Repository
button is present. Click it to begin configuring a new external repository.

If one or more repositories are already configured, the Add below button appears in the Actions
column of each repository. Click this button on any row to begin configuring a new external
repository.

4. In the Provider list, select the type repository you want to use with this project. When you select
repository type, a set of fields specific to the selected type appears below the list control.

5. Fill in the fields with data specific to the repository you want the Polarion project to access,
noting the required fields marked with a red asterisk (*).

6. Click the Save button to save the configuration settings.

Repeat the above procedure to configure additional external repositories. IMPORTANT: The
Default SVN repository is always used by Polarion to store Work Items and other Polarion data.
If you have source code for the project in this repository as well as in an external repository, then
after adding the external repository(ies) to the configuration, you must explicitly add the Default
repository back to the project configuration. If you don't, then users will not be able to link revisions
in the default repository to Work Items.

To do this, begin adding a new repository as described in step 4 above, select Default in the
Provider list, and save the change.

Note

Values for the user name and password for each repository are automatically encrypted and
stored in the User Accounts Vault.
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Chapter 16. Configuring Connectors
While Polarion provides solutions that encompass all aspects of the application life cycle, it may not
always be possible or realistic for organizations to adopt Polarion solutions for the full spectrum.
For example, your team or department might want to use Polarion for requirements management,
but other teams or departments are currently unable or unwilling to adopt the Polarion solution
applicable to their function. For example, development teams might want to keep their present
tool for task and issue tracking, or testing teams might want to keep on with their current test
management and testing tools.

When Polarion Software identifies sufficiently widespread demand for interoperation with third
party systems or tools in order to help prospective customers remove barriers to adoption of a
Polarion solution within their organizations, the company develops Connectors for these third-
party tools and systems. Connectors are integrated directly into the Polarion platform rather than
implemented as extensions. Connectivity and interoperation is configurable directly in platform's
Administration interface, in the Connectors topic, and technical support is provided according to the
customer's subscription plan.

Polarion currently has connectors for:

• Atlassian JIRA (version 5.0 or later)

• HP Quality Center or HP ALM

• MATLAB Simulink

Overview of Functionality
Connectors provided either unidirectional or bidirectional synchronization of data between Polarion
and a third-party system. The synchronization process generally works in the following way:

1. Load all items that match a query and other parameters from Polarion.

2. Load all items that match query and other parameters from other system.

3. Determine what needs to be done with the items:

• Create "pairs" of items that have been synchronized before by looking up the connection
information stored in folder [POLARION]/data/synchronizer.

• If the "partner item" is found in the queried items, create a pair to be synchronized.

• If an item is connected, but the "partner item" was not found, try to load the partner item by ID
to create a pair to be synchronized.

• If loading the item by ID fails, consider the item as deleted.

• Consider all items that are not connected according to information in [POLARION]/data/
synchronizer as new items.

4. Create new items, synchronize paired items and propagate deletions according to the connector
configuration.

In summary, if an item matches the query on either side (Polarion or third-party system) it will be
synchronized.

The following sections in this chapter explain how to configure a connection to third-party systems,
define synchronization pairs, map data interchange between Polarion and another system, and use
features of the connectors.
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Jira and HP-ALM
This topic covers general steps for configuring a connection to a supported Atlassian Jira and HP
QC or HP ALM system via a Polarion Connector. You will need to:

• Configure a Connection.

• Configure a Synchronization Pair.

• Map Polarion Work Item fields to fields of the third-party system.

Creating a New Connection
To create a new Connection:

1. Open the Polarion project that corresponds to the project of the third-party system with which
you want to synchronize data. You need administrator permissions for this project.

2. Open Administration, and in Navigation select Connectors to access the Connectors page.

3. In the Connections section of the page, click Add Connection in the Actions column.

4. In the Create new connection todialog, select the third-party system with which you want
to connect and click Next. (The list contains the systems currently supported by Polarion
Connectors.)

5. In the Create New Connection To [SYSTEM] dialog, specify the following fields:

• Connection ID: identifies items from a specific server. For example if the Connection target is
Atlassian JIRA, you might specify an ID like: JIRA Dev Server.

• Server URL: URL of the target third-party server. Example: https://
mysubdomain.atlassian.net

• User: the user ID/name for authenticating the connection on the target third-party server.

• Password: the password for authenticating the connection on the target third-party server.

6. Click Create to finish configuring the Connection.

Connecting to HP QC or ALM Database
When configuring a connection to HP ALM or Quality Center, you can optionally specify a direct
connection to the SQL database using JDBC. While this connection is optional, it is not possible to
access (read/write) links from tests to requirements and between requirements without it.

To achieve the connection, you need to specify a value in JDBC Connection String. This value can
be derived from the Connection String in the DB Servers tab of HP ALM's Site Administration. In
the string you enter into the configuration in Polarion, replace mercury with jtds (for Microsoft
SQL), or oracle:thin (for Oracle Database).

Creating a Global Connection Template
Connections can be configured globally for an entire repository. When created in the global
scope, Connections become Connection Templates, which can be reused in different projects. The
login credentials for Connection Templates are not stored in the User Account Vault. Users can
enable Connections defined in the global scope in any project by supplying login credentials. You
can create entirely new Connection Templates, or save any existing project-scope Connection
configurations as global Connection Templates.
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To create an entirely new Connection Template, follow the same steps as outlined previously in
Creating a New Connection, but instead of opening a project, open the Repository.

To reuse and existing Connection as a global Connection Template:

1. Open the Connection for editing in the Connectors topic of Administration.

Use the drop-down control by the Save button, and select Save As.

2. In the Save Connection Configuration dialog, select the Create new configuration
option, and in the Scope field, select Global.

3. Specify an ID for the new Connection configuration and click Save.

Creating a Synchronization Pair
After defining a Connection, you need to define at least one Synchronization Pair. A
Synchronization Pair defines how a specific type of information is exchanged and synchronized
between Polarion and target third-party system configured in the Connection. Polarion includes
several Synchronization Pair templates that are pre-configured with commonly needed settings,
and which can facilitate configuration of new Synchronization Pairs. You can optionally save
Synchronization Pairs that you create and configure as templates.

To create a new Synchronization Pair:

1. In the Synchronization Pairs section of the page, click Add Sync Pair in the Actions column.

2. In the Template field, select the template for the type of synchronization you are creating. The
list of templates is filtered according to the setting of the Connect to field, so you may need to set
that field in order to select the right template.

3. Specify a unique identifier for the new Synchronization Pair in Sync Pair ID. This ID can be
specified in Jobs that run this Synchronization Pair. Example: Jira Sync 1

4. Select a Connection in the Connect to field. The list in this field is populated with the names of
all existing Connections.

5. Click Create to create the Synchronization Pair configuration.

The Sync Pair Configuration page for the new Synchronization Pair loads and displays
settings and data mapping for it. The next sections cover these settings.

Synchronization Pair Settings
The Sync Pair Configuration page provides settings for Polarion and the third-party
servers connections, data propagation, and data mapping.

Connection Settings

In this section you specify some properties for the Polarion side of the connection, and for the third-
party system side.

In the Polarion Configuration section, set the following:

• Account vault key: Required. Authentication key from the User Account Vault that contains a
user name and password that the Connector can use to access the Polarion server.

You may want to configure a new key specifically for use with Connectors, or even different
keys for different Connectors if you connect Polarion to more than one third-party system. For
information on Account Vault keys see the Administration Guide topic: Configuring the User
Accounts Vault. (The Account Vault configuration requires global administrator permissions.)



Configuring Connectors

163

• Query: Optional, but generally recommended. Enter Lucene query syntax to filter the Work Items
to be synchronizes with the third-party system. For example, maybe only Task type items are
to be synced with JIRA. In that case, you would specify a simple query like type:task is
all you need. For Task items that are open or finished, you would need a more complex query:
type:task AND (status:open OR status:done).

• Live Document: Optional. Specified as space name/Document name. If specified, only Work
Items from the specified Document in the specified space will be synchronized. The Document
items are filtered according to the filter in the Query field, if any.

• Filter (HPQC): A filter in HPQC can be used like a Work Item query to filter entities in HPQC.
The syntax for a filter is: field_id[filter]. For example a filter to have only entities with
ids between 5 and 10 would be: id[>=5 And <11]. In the filter block the following operators
can be used:

• Comparison operators:<,>,<>,>=,<=

• Logical operators: and, or, not

• Literals: String that represent the value of an expression. If a value contains spaces, it must be
contained within single or double quotes. Literals can contain the '*' wild card.

• Pairs of parenthesis

Multiple filters can be combined using the AND or OR operator. For example the query id[>3]
AND title['foo ba*'] is a valid query to filter out all entities which have an ID larger
than 3, and title starting with foo ba.

• Parent ID (HPQC): The ID of an entity in HPQC, which will be used to define a root element in
HPQC. Every entity from Polarion will be put below this root element in HPQC, and only entities
that are below this root element will be transferred from HPQC to Polarion. The parent ID can
only be used for the HPQC entity type Requirement, as this is the only element that supports
hierarchies

• JQL Query (JIRA): A JQL (Jira Query Language) can be used like a Work Item query to filter
entities in JIRA. For the JQL Syntax please consult the official JIRA documentation under https://
confluence.atlassian.com/display/JIRA/Advanced+Searching.

When you have set the desired properties, test the settings using the Test Connection button. A
green check mark appears if the configuration is valid as specified. A descriptive error message
appears if any setting is not valid. This connection, and the one to the third-party system described
below must succeed before you can proceed to complete the Synchronization Pair configuration.

To the right of the Polarion Configuration section there is another section with connection settings
for the target third-party system. The fields vary according to the system, but the purpose is
similar to the Polarion settings. It is expected that you are familiar with the third-party system
and understand the relevancy of the fields. Label semantics are those of the other system. After
you specify these settings, test the connection with the section's Test Connection button. This
connection, and the one to the Polarion server described above must succeed before you can proceed
to complete the Synchronization Pair configuration.

Creating Links Between Different Projects

You can synchronize linked items to different Polarion projects, using the same global connection,
so that the links between the items are recreated in Polarion. For example, to import links from
defects in Project B to requirements in Project A. In this case, defining the mapping of link
parameter for defect type is sufficient.

If the items are not in one sync pair, it may be necessary to execute synchronization twice, because
links cannot be created when there is no target for them yet. The items must be created during the
first sync, and then on next sync they will be linked.

https://confluence.atlassian.com/display/JIRA/Advanced+Searching
https://confluence.atlassian.com/display/JIRA/Advanced+Searching
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General Settings

The settings in this section enable you to control the propagation of new items and deleted items
between Polarion and the third-party system.

• Propagate new items: Controls how new items are synchronized. If set to
Bidirectional, then new items created in Polarion will propagate to the third-party system
and vice versa. If set to Left to Right, new items of the compatible mapped type(s)
created in Polarion will propagate to the third-party system, but new items created there will
not propagate to Polarion. If set to Right to Left, the opposite occurs: new items created
in the third-party system will propagate to Polarion, but new items created in Polarion will not
propagate to the third-party system.

The Disabled setting prevents all propagation of new items between the two systems. It is
likely to be less commonly used than the other options... only in a case where the Synchronization
Pair should be applied only to items created before the Sync Pair configuration.

• Propagate deletes: This setting works in the same way as above, except that it controls
how deleted items are synchronized.

Type and Field Mapping

After you have tested both connections as described in the previous section, the Mapping section
appears in the lower part of the page. There are two mappings to complete:

• Type mapping: maps one or more artifact types of your Polarion project to their equivalent
artifact type on the third-party system and project.

• Field mapping: maps one or more Work Item fields of your Polarion project to their equivalents
on the third-party system, and specifies the direction and precedence of synchronization.

First, map the Polarion Work Item type(s) you want to synchronize to the equivalent(s) on the third-
party system. Create a row in the Type Mapping section for every Work Item type you want to
synchronize.

To define a Type mapping:

1. Click Create New in the Actions column of the Type Mapping section.

2. In Left Type, select a Polarion Work Item type in the list. This type is to be synchronized with a
third-party type specified in the Right Type column.

3. In Right Type, select a third-party artifact type in the list. This is the type that is the third-party
system equivalent of the Polarion type specified in the Left Type column, and fields/attributes of
these two types can then be synchronized.

4. If more types are to be synchronized, create a new row in the Type Mapping section using the
Create New action.

TIP: It is a good idea to specify a query in the Query field of the Polarion Configuration section
and have that query filter for all types defined in the Type Mapping section. For example, if only
Tasks are to be synchronized, specify a query for that type.

After mapping the type(s), you can configure how fields of Polarion Work Items are mapped to
fields or attributes of the equivalent artifact(s) on the third party system. You do this in the Field
Mappings section. You can specify field mappings applicable to all types, and field mappings
applicable to specific types. The latter is especially needed if you want to synchronize one or more
type-specific custom fields of your Polarion Work Items.

Field mappings also specify the synchronization direction, and synchronization precedence. When
you create a Type Mapping, a default Field Mapping for all types is added to the page, and you can
customize it as follows:
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To customize a Field Mapping:

1. Select a value in the Left Field list. The list contains Polarion Work Item fields, and the one you
select is to be matched with a field of the third party system: Title, for example.

2. Select a value the Right Field list. The list contains names of fields or attributes of the third-party
system. The field you selected in Left Column will synchronize with the selected field on the
third-party system. For example, if the third-party system is JIRA and you selected Title in the
previous step, then you would probably select Summary in this field.

3. Select a value in the Direction list. This specifies if the synchronization is bi-directional, or only
from Polarion to the third-party system (Left to Right), or only from the third-party system to
Polarion (Right to Left).

4. If you selected Bidirectional in the previous step, you should review and set Primary Direction.
This is the direction that will be take precedence if there is a conflict. For example if the Title
field is changed in Polarion and its equivalent is also changed in the third-party system between
synchronizations, there will be a conflict when the next synchronization occurs.

Choose which direction should take precedence. For example, if you select Left to Right,
the Title value in Polarion will overwrite the changed value of the equivalent field or attribute in
the third-party system at the next synchronization.

5. Click OK when you finish the mapping. To define additional field mappings, click Create
New in the Actions column and specify mapping for the fields, direction, and precedence.

Within field mappings, you can also specify value mappings. This can be particularly useful when
you need to synchronize values like users in a field like Assignee, or enumeration value in a field
like Severity. Click the Edit link in any field mapping to display a dialog in which you can set value
mappings. Click Add in the dialog to add a new value mapping pair. Specify the Polarion value in
the Left field, and the third-party value in the  Right field. You can create multiple value mappings
for any mapped field.

If you want to map fields that are configured only for a specific Work Item type (a custom Task
Category field for the Task type, for example), specify the mapping in the last subsection of Field
Mappings. The procedure is similar to that just described for all fields.

Note that you can map attributes Status and Resolution by maping values of these attributes to
appropriate values of the Status and Resolution fields in JIRA (use the Edit link).

When you have finished all the mapping, click the Save button at the top of the page to save the
Synchronization Pair. You should now be able to synchronize data between Polarion and the
configured third-party system. You can do this either manually, as described in the next section,
or by setting up a scheduled Job to run the synchronization automatically at whatever interval is
desired.

Executing a Synchronization Pair
After you have created a connection and added a Synchronization Pair for it, you are ready to
synchronize data between to two systems.

To explicitly invoke synchronization manually, click the Execute link for the Synchronization Pair
on the Sync Configuration page. The progress and log of the synchronization can be seen in the
Monitor topic of project Navigation. (For testing, it can be useful to open this topic in a different
browser tab before executing the synchronization.) Look for the job named Synchronization of
[SYNC PAIR NAME] (where [SYNC PAIR NAME] is the name of the Synchronization Pair
executed).

As already mentioned, you can automate synchronization by creating a scheduled Job to execute
the Synchronization pair at whatever interval is desirable. You create jobs in the Scheduler topic of
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Global administration. For more information, see the Administrator's Guide topic Configuring the
Scheduler.

Job Configuration

In the Scheduler, you need to create a new <job> element. Since Synchronization Pairs are
configured in the project scope, it is essential to specify the project ID in the scope attribute.

Example 1:

<job id="synchronizer" name="Connector Sync Job" scope="project:MyProjectID" cronexpression="0019?*MON-FRI">
    <syncPair>[SYNC PAIR ID]</syncPair>
</job>                       
                    

• Use synchronizer as value for the id attribute.

• Use any meaningful string in the name. This is the name that will appear in the Scheduler list of
jobs.

• In the above example, replace MyProjectID with the actual ID of the project in which the
Synchronization Pair to be executed is configured.

• The cronexpression attribute is optional, used only if you want the job to run automatically
at some defined interval.

• The the <syncPair> element, replace [SYNC PAIR ID] of the actual ID of the
Synchronization Pair to be executed by this job. Avoid errors by opening the Synchronization Pair
configuration in another browser tab and copying the configured ID.

Example 2:

 <job id="synchronizer" name="Jira Sync 1" scope="project:elibrary">
    <syncPair>Jira - Defects</syncPair>
</job>
                    

Reusing Sync Pairs as Global Templates
Synchronization Pairs can be configured globally for an entire repository. When created in the
global scope, Sync Pairs become Synchronization Pair Templates, which can be reused in different
projects. Each Synchronization Pair Template must use an existing Connection defined in a
Connection Template. You can create entirely new Synchronization Pair Templates, or save
any existing project-scope Synchronization Pair configurations as a global Synchronization Pair
Template.

To create an entirely new Synchronization Template, follow the same steps as outlined previously in
the section Creating a Synchronization Pair, but instead of opening a project, open the Repository.

To reuse and existing Synchronization Pair as a global Synchronization Pair Template:

1. Open the Synchronization Pair for editing in the Connectors topic of Administration.

Use the drop-down control by the Save button, and select Save As.

2. In the Save Synchronization Pair Configuration dialog, select the Create new
configuration option, and in the Scope field, select Global.

3. Specify an ID for the new Synchronization Pair configuration and click Save.
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Data Backup
Before you begin using any Connector(s), be sure to have your system backup administrator include
the Connectors data folder in routine backups. Losing Connector data will result in items being
recreated rather then updated when systems are synchronized.

For details, please refer to Administrator's Guide, System Maintenance, Backing up Polarion Data:
Connectors Data.

MATLAB Simulink
This topic covers general steps for configuring a connection to a supported MATLAB Simulink
("MATLAB") system via the Polarion Connector for MATLAB Simulink. You will need to:

• Download the Polarion Connector for MATLAB Simulink: www.polarion.com/connectors/
simulink [http://www.polarion.com/connectors/simulink].

• Install the Polarion Connector for MATLAB Simulink, as described in this documentation.

• Configure a connection between your Polarion server and your MATLAB installation, as
described in this documentation.

• Publish MATLAB elements to Polarion Work Items, as described in this documentation.

Prerequisites for Installation
It is assumed that you already have an installation of a Polarion application lifecycle management
product installed, configured, and running.

To use the Polarion Connector for MATLAB Simulink, you need the following:

• MATLAB Simulink version R2013a or later, and Simulink Verification and Validation [http://
www.mathworks.com/products/simverification/].

• Any version of Polarion ALM, Polarion REQUIREMENTS, or Polarion QA (latest version is
recommended).

The Polarion PRO license is supported. The Polarion REVIEWER license is not supported (it
does not allow users to create new Work Items).

The connector may be integrated with a customer's instance of Polarion CLOUD, but this requires
customization of the instance by Polarion IT Services at additional cost.

Connector Overview
Experienced MATLAB users know that it has the capability to link model elements and subsystems
in diagrams to external requirements specifications maintained in Microsoft Word. Polarion
leverages this capability to enable linking of MATLAB model components to requirements
managed with Polarion application lifecycle management products. This can be a significant
advantage for MATLAB users who design components in companies and industries with stringent
compliance mandates.

Polarion's technology is designed from the outset to facilitate wide and deep traceability through
every engineering phase. In the case of MATLAB and Polarion, MATLAB model elements
and subsystems can be linked to granular requirements specifications maintained in Polarion's
exclusive LiveDoc documents. Process is efficiently managed across disciplines and stakeholders
by means of workflow, which can be customized to suite the customers exact needs (if these fall

http://www.polarion.com/connectors/simulink
http://www.polarion.com/connectors/simulink
http://www.polarion.com/connectors/simulink
http://www.mathworks.com/products/simverification/
http://www.mathworks.com/products/simverification/
http://www.mathworks.com/products/simverification/
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outside the parameters of Polarion's robust default workflows for software and systems engineering
projects). Inevitable change during the product lifecycle is easily managed and, most importantly,
automatically tracked so that at any given time it is possible to trace who changed what, when, and
why.

Traceability extends onward into testing. Test cases are linked to requirements in Polarion, which
in turn link to MATLAB components, so it is easy to understand the extent of test coverage for all
components and what is tested (and how). A comprehensive historical record of testing activity is
automatically maintained as well.

How Traceability is Created
Creating this robust traceability is like the old joke about eating an elephant one bite at a time.
By creating appropriate links every time an artifact is created, you end up with forensic levels of
traceability that can satisfy the most exacting requirements.

For example, suppose the process starts with business cases created in a business case specification
document. When requirements engineers create e.g. a functional requirement, they link it to the
relevant business case(s) with appropriate link role(s) which describe the nature of the relationship.
Then when testers create a test case. they link it to the requirement(s) it verifies, again with an
appropriate link role (e.g. "covers" or "verifies").

When engineers use MATLAB to design some hardware component, they have the option of
linking model elements to existing requirements in a Polarion project, or creating and linking to new
requirements in Polarion. Such new requirements can either be written up by the modeling engineer,
or assigned to a requirements engineer for completion. As requirements are completed, they can be
assigned to testers (automatically via workflow) who them create and link test cases. The end result
is traceability from a MATLAB model element to a requirement (or multiple requirements), and
from the requirement(s) to test cases, which later on will be linked to Test Runs to record manual or
automated test executions.

This guide explains how to set up a connection between a MATLAB installation and a Polarion
project hosted on a Polarion server, and how to link model elements to existing or new requirements
(or other artifacts) in a project hosted on a Polarion server.

Installation Procedure
To install the Polarion Connector for MATLAB Simulink:

1. Extract content of the ZIP distribution archive file in an empty folder on the computer hosting
MATLAB.

2. Start MATLAB and switch to the folder (e.g. type 'cd <folder path>')

3. Run the startup.p file.

Note that MATLAB might warn you: "MATLAB cannot run this file because <some file>
shadows it in the MATLAB pat"h. You may select option Change Folder or Add to path
to continue.

When you execute the installation program for the first time, it can display additional instructions on
how to extend your existing environment (if you already have startup.p files in your paths).

Connecting MATLAB to Polarion
This section explains how to set up a connection between MATLAB and your Polarion server, and
a project on that server. It is assumed that you already have a project created in Polarion to manage
the requirements (and possibly test cases and testing as well) for the MATLAB project you want to
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connect and link to. If you do not have such a project, you should create one before going further.
See the topic on Creating Projects in the User Guide part of Polarion's Help system.

It is further assumed that you have the connectivity scripts for Polarion set up and configured in
your MATLAB installation.

It is not necessary that requirements pre-exist in the project, as you will be able to create these in
Polarion as you being linking elements of your model in MATLAB to Polarion.

If you have existing requirements in Microsoft Word, you can import these into Polarion to take
advantage of the traceability benefits mentioned earlier. Consult the User Guide topic Importing
Microsoft Word Documents in Polarion Help.

The connector for MATLAB supports efficient work with one Polarion project. If the MATLAB
solution should be connected to several Polarion projects (or even servers with different URL or
user credentials), it could lead to inconveniences with reconfiguring settings each time... when
particular block needs to be revised, for example.

Connection Setup Procedure
Before you begin, you might want to consider having your Polarion administrator create a dedicated
user account to be used solely for the purpose of MATLAB accessing Polarion, with its credentials
stored securely in Polarion's User Accounts Vault. This user account must have permissions to
create and modify Work Items on the Polarion server in the project accessed by a MATLAB
connection. For more information see the Administrator's Guide topic Configuring the User
Accounts Vault.

To set up a connection to a Polarion server and project:

1. In the MATLAB menu, choose Tools > Polarion Settings to open the Polarion Settings dialog.

2. Specify the Polarion server's URL. For example, http://polarion.yourorg.com

3. Specify the user name and password to be used by MATLAB to access the Polarion server.

The specified user must have permissions to create and modify Work Items on the Polarion
server for the project specified in the Project ID field of the dialog. The credentials (and other
settings) are stored in persistent variables of the local MATLAB installation.

4. Specify the ID of the Polarion project to be accessed by this Connection. Note that the ID may
not be the same as the project name that appears in the Polarion user interface when you are
logged in. The ID is shown in the ID field of the Project topic of Polarion Administration when
you are logged in to a project. (You must have global or project administrator permissions to
access it.)

5. New Work Item Type field, specify the ID of the Work Item type that should be created when
a MATLAB user takes the option to link a model element in MATLAB to a new Work Item in
Polarion.

Here again, you need the ID from the project configuration, not the Name that appears to end
users in the user interface. You can find this in the project Administration: expand Work Items,
select Types, and copy the value in the ID column. For example, the ID for type with the name
Requirement is requirement.

The default value is requirement, but you can specify any type configured in the target
Polarion project. For example, you might have a type simulation block (an aggregate type later
decomposed into individual requirements).

6. The Search Query field is optional. Here you can enter Lucene query syntax for a query to
isolate some subset of all Work Items when a MATLAB user takes the option of linking a model
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element to an existing Work Item in Polarion. This becomes the default query for the "Link
Block/(Sub)System" action (described later). The query can be refined as needed when invoking
the action.

For example, suppose elements from some model need to be linked to Requirement items in
Polarion. Entering type:requirement will cause only Work Items of the requirement
type to be retrieved when a user invokes linking to an existing Work Item. The query can
filter the list even more. For example, maybe the links will be to unresolved requirements
planned to version 2: NOT HAS_VALUE:resolution AND type:requirement AND
targetRelease:2.0

7. Click the Save button to save the configuration.

Settings will be used for all subsequent sessions. To work with a different server or project on
the same server, reopen the Polarion Settings dialog and modify the settings as needed. Note that
if the user did not execute Tools > Settings, then the Polarion context menu will offer only the
option to open the Settings dialog.

When the connection is successfully completed, a context menu item Polarion appears on each type
of element in MATLAB models.

Publishing MATLAB Elements to Polarion
You should now have a connection configured and working between MATLAB and a project on
a Polarion server. This chapter will explain various options for "publishing" model elements in
MATLAB to requirements in Polarion. (Note that although we say "requirement", because it is the
most common use case, the target item can be of any type configured in the project on your Polarion
server.)

Publishing means creating a link to a Work Item in Polarion... either a pre-existing item, or on you
create during the process of publishing. Once published, user can easily navigate from elements and
subsystems in the MATLAB model to Work Items in Polarion, and vice-versa. You can publish:

• a single selected element to a single Work Item (existing or new)

• multiple selected elements to multiple Work Items (existing or new)

• an entire subsystem (to a single Work Items that may later be decomposed into sub-items)

• an entire diagram to a single Work Item

Publishing to a New Work Item
You can select a MATLAB element and "publish" it to create a new Work Item in the configured
Polarion project.

1. Select an element in a MATLAB diagram. The element must be one supported by MATLAB's
Requirements Management Interface (RMI).

2. On the element's context menu, select Polarion < Publish Block/(Sub)System. (If the element is
not supported by RMI, the Polarion menu item visible, but all actions are disabled.)

A new Work Item of the type specified in the configuration for this connection is created in
Polarion and displayed in a dialog that now pops up.

3. Click on the Work Item listed in the dialog and wait for your web browser to open a new instance
and open the new Work Item in the Polarion web interface.

4. Optionally edit any data fields of the new Work Item... Title, Description, etc. and save the Work
Item.
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TIPS
Polarion users can now follow the link in the Hyperlinks section of the Work Item back to the
element in MATLAB.

You can optionally link the same MATLAB element to multiple Work Items in Polarion. For
example, you might link to 2 requirements: functional and non-functional.

The Polarion context menu in MATLAB now has an item Open Linked Work Item, which leads
to a dialog in which you can click any listed item to open it in Polarion.

Publishing to an Existing Work Item
You can select a MATLAB element and "publish" to link it an existing Work Item in the configured
Polarion project.

1. Select any element in the MATLAB model and on its context menu, select Polarion > Link
Block/(Sub)System with Existing Item.

The Select Polarion Work Item dialog opens and lists all items found by the query specified in
the MATLAB to Polarion connection settings. Note that the configured query string is shown,
and that you can modify it in this dialog to retrieve a different set of items.

2. Locate the target Work Item in the dialog, and select it.

3. Click the Link Selected button.

A hyperlink to the MATLAB model is added to the existing Work Item in the Hyperlinks section.

Bulk Publishing to Polarion
You can publish multiple elements of a MATLAB diagram to Polarion in order to create, say,
requirements for them in a single operation. For example, you could publish two selected
subsystems to create Requirements in Polarion that cover both of them.

To bulk-publish elements:

1. Select multiple elements in a MATLAB diagram... subsystems for example.

2. Right click any selected element and on the context menu select: Polarion > Publish Block/
(Sub)System.

3. Confirm that you want to publish multiple selected items.

New Work Items are created for all elements selected and these are listed in the Following Work
Items Were Linked dialog.

You can click any listed item to open it in Polarion in your web browser. Each item has the same
title as the element in MATLAB, and also contains an image of the element (e.g. subsystem or
block), as well as a hyperlink back to the element in MATLAB.

Publishing an Entire Diagram to Polarion
To publish an entire diagram to Polarion:

1. Right-click on the diagram background, and on the context menu choose: Polarion > Publish
Block/(Sub)System.

A new Polarion Work Item is created in Polarion with the same title as the MATLAB diagram.

2. Navigate to the Work Item in Polarion in your browser by clicking on the item in the dialog.
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The Work Item's Description field contains an image of the entire MATLAB diagram.

3. Edit the data of the new Work Item as desired and save it.

Users can follow the link in Hyperlinks to the diagram in MATLAB.

TIPS

• Use the element context menu item Remove Highlighting in MATLAB to prevent the image
in Polarion from showing highlighted elements.

• If you modify the diagram in MATLAB, use diagram context menu item Refresh Published
Diagram(s) to update the image in the Work Item on the Polarion server.

• The diagram image is created/updated as an attachment to the Work Item, which is versioned
in the repository. Older revisions of the image are accessible in the attachment history.

Using the Requirements Management Interface
MATLAB is designed to work with external requirements management tools. Polarion natively
integrates with MATLAB, so you can access Polarion-managed diagrams/elements and modify their
properties in MATLAB.

Right-click on any diagram element linked to Polarion, and choose Requirements on the context
menu. The context menu indicates if the element is linked to any requirements. You can click any
requirement beginning with Polarion: to navigate to the linked Requirement in Polarion.

Click Add-Edit links to see the link properties. You can use this dialog to unlink any element from
Polarion (if an element was linked to the wrong existing Work Item by mistake, for example).

General Configuration Notes
Before attempting to access Polarion via a Connector when using Microsoft Internet Explorer
version 8, 9, 10 or 11 you should check the browser settings as follows:

1. In the Internet Explorer menu, open Tools > Internet Options.

2. On the General tab, find Browser History Settings.

3. Make sure the option Check for newer version of stored pages is set to: Every
time I visit the web page.
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Chapter 17. System Maintenance
Topics

This chapter covers topics related to maintenance of the Polarion system over time.

Low Resource Notifications
Polarion monitors Java system memory and disk storage resources and automatically notifies the
Polarion administrator by email when on or both of these are approaching failure levels. The actual
algorithm is fairly complex. The main points you need to know as an administrator are:

• A warning message is sent if the available free disk space is running low. By default, notifications
are sent when free disk space:

• is less than 5%

• is less than 1 GB

• less than 100 MB

The free disk space limit is configurable. See Configuring Free Space Limit, below.

• If Java is not able to recover enough heap memory during garbage collection, condition may
indicate that Polarion is running out of memory, and the administrator may want to increase the
-Xmx setting in polarion.ini (Windows) or etc/config.sh (Linux) and restart the
server.

Therefore, a warning message is sent when Java heap space is less than 5%.

Sending of these administrator notifications can be disabled by setting
com.polarion.platform.monitoring.notifications.disabled=true in the
system properties file polarion.properties (follow link if you need the location).

The email address(s) for the recipient(s) of these notifications can be set by
specifying a comma-delimited list of email addresses in the system property:
com.polarion.platform.monitoring.notifications.receivers

The sender can be set in the property
com.polarion.platform.monitoring.notifications.sender, the email subject
prefix can be set in
com.polarion.platform.monitoring.notifications.subject.prefix.

See also: Preventing SQL Database Update Blocking.

Configuring Free Space Limit
The system property
com.polarion.platform.monitoring.notifications.freeSpacePercent
controls when notifications about low free disk space will be sent. Default value is 5 (i.e. 5%),
meaning that when the free disk space on the disk where polarion data is stored is lower than 5% of
the disk's capacity, notifications will be sent to the Polarion administrator.

It is not enough to simply set this property - monitoring of system resources must be configured as
well. The following properties should be set:

com.polarion.platform.monitoring.notifications.disabled=false
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com.polarion.platform.monitoring.notifications.receivers=<valid@email>
                

Configuring the Scheduler
Polarion comes with a default set of scheduled jobs. Scheduler allows you to configure scheduled
jobs such as builds, dashboard updates, system cleanup, etc. You can alter the properties of
scheduled jobs, such as the day of the week when the job should run. You can also add additional
scheduled jobs to the default set, or remove jobs from the default jobs set. You can optionally
invoke any job explicitly in the Monitor topic.

Defining and Modifying Jobs
This configuration is available only for the global (repository) scope. If you are not familiar with the
basics of the different scopes, you may want to review Administration Basics: The Administration
Interface. The configuration is specified in the Scheduler topic of Administration.

Reference information including cron expressions and examples for configuring jobs is embedded
on the Scheduler configuration page (scroll down if necessary to see it). The same information is
available in the Administration Reference: Scheduler.

Accessing the configuration

To access the Scheduler configuration:

1. Log in with administration rights for the repository.

2. Enter the Administration interface (click the Administration) link in the tool view of
Navigation).

3. Select Repository in the Open Project or Project Group dialog.

(See User Guide: Accessing Projects.)

4. In the Navigation pane, select the Scheduler topic.

The Scheduled Jobs Configuration page loads in your browser. This page has an embedded XML
editor which displays the XML code of the current configuration.

5. Edit the XML code as needed to make the changes or additions you want. Refer to the embedded
help text that appears below the embedded XML editor.

6. Click the Save button to save the changes to the Scheduler configuration. Changes are
immediately in effect - it is not necessary to restart the server.

Spawning Multiple Jobs
Jobs can spawn other jobs. The ID for such a job is multi.job. Jobs to spawn are referenced
by their names from schedule.xml. It is possible to run jobs either sequentially (default) or in
parallel, and possible to terminate sequential execution if a job fails. Default is to ignore the failure.
The job reports failure if at least one of the executed jobs fails.

The following listing shows the multi.job scheduler configuration:

<job id="multi.job" ...>
    <parallel>_true_OR_false_</parallel>
    <terminateOnFailure>_true_OR_false_</terminateOnFailure>
    <delegateFailure>_true_OR_false_</delegateFailure>
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    <jobs>
        <job>_JOB_NAME_</job>
        . . .
    </jobs>
<job>    
             

It is possible to fail the job if at least one of the executed jobs fails. Default is to finish successfully
no matter what. Aborting will always fail the multi.job.

Extended Configurability

• _JOB_NAME_ may contain execution expression. Execution expression consists of:

• Job name

• Sequential operator ,

• Parallelization operator |

• Operator precedence is (from highest to lowest): | ,

• Sequential operator will execute job groups in sequence. Failures coming from these jobs are
ignored and not delegated.

• Parallelization operator will execute job groups in parallel. Failures coming from these jobs are
ignored and not delegated.

Example: J1,J2|J3|J4,J5 will execute three groups of jobs in parallel, first group consists of
sequence J1,J2, the second group is a single job J3, and the last group is a sequence of J4 and J5.

Running Scripts Via Jobs
You can define a job that runs a custom script. The job ID in the scheduler must be script.job.
Groovy (groovy) and JavaScript/ECMAScript (js) scripts are supported. Script files must be stored
in the scripts folder of the Polarion installation.

The job has the following required parameters:

• scriptName: Name of the script to run

• scriptEngine: Name of the scripting engine to use (groovy or js)

In the script you will be able to access following variables:

• logger: A com.polarion.platform.jobs.ILogger you can use to log messages for the job

• scope: A com.polarion.platform.context.IContext that repesents the scope of the job.

• workDir: A java.io.File pointing to the working directory of the job.

• jobUnit: The com.polarion.platform.jobs.IJobUnit that runs the script.

Every property is defined inside the <properties> element of the job. The property in the
example below would be accessible as variable with the name "myProperty" containing the value
"myPropertyValue".

<job name="Script Job" id="script.job" cronExpression="" disabled="true" scope="system">
    <scriptName>test.js</scriptName>
    <scriptEngine>js</scriptEngine>



System Maintenance

176

    <properties>
        <myProperty>myPropertyValue</myProperty>
    </properties>
</job>
             

Running Scripts Directly

The internal script engine that executes scripts via jobs, and also script-based workflow conditions
and functions for Work Items and Documents (ScriptCondition, ScriptFunction) can run a script
without installing it into the scripts folder. To run a script directly, direct your web browser to:
[POLARION SERVER]/polarion/scripting (where [POLARION SERVER] is replaced
with the actual domain of your server).

The page provides an interface that you can use to input and run a script. The variables visible
to the script are the same as for script jobs. (Actually, the script is run as a job). The system
property com.polarion.scripting.servlet.enabled must be enabled in the system configuration file
polarion.properties in order to run scripts directly. By default, only administrators are
allowed to run scripts this way, as it is potentially dangerous.

Starting and Stopping the Scheduler
As mentioned, Jobs are defined (scheduled) and run in the global scope. You can start or stop the
Scheduler from the Scheduler topic in Administration.

To invoke one of these operations:

1. Log in to Polarion with administrator permissions for the repository.

2. Enter the Administration interface.

3. Select Repository in the Open Project or Project Group dialog to work in the global scope.

(See User Guide: Accessing Projects.)

A button appears at the top of the Scheduler page, just under the main heading. If the Scheduler
is currently running the button label is Stop Scheduler. If the Scheduler is currently stopped, the
button label is Start Scheduler.

4. Click the button for the operation you want to invoke. When the Scheduler is stopped, configured
scheduled jobs will not run. When the Scheduler is started (i.e. running), the configured jobs will
be run according to the configured schedule.

Scheduling Jobs to Run Immediately
You can run any scheduled job immediately from the Monitor topic. The Scheduler must be
running. (See Starting and Stopping the Scheduler.) Check the job(s) you want to run in the
Scheduled Jobs section and click the Execute Now button to launch the job(s) you selected.

Note
Running jobs uses server system resources, and some types of jobs can be very resource
intensive. Administrators generally schedule jobs to run at times when user demand is low. Be
aware that explicit running of jobs has the potential to degrade performance for end users and
use discretion accordingly.

Executing System Commands/Utilities

You can use the execute.command job to immediately run some system command or utility. For
example, the following will run the PDT diagnostic utility.
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<job id="execute.command" name="PDT" scope="system">
    <command>$[com.polarion.home]/diagtool/run$[shellExtension]</command>
    <arguments>
        <argument>-sendResults</argument>
        <argument>no</argument>
        <argument>-resultsDir</argument>
        <argument>$[jobDir]</argument>
    </arguments>
</job>
                    

Viewing Jobs in the Monitor
You can see the status of all Jobs in the Monitor topic. This topic is available in the Navigation
pane when you exit from Administration and return to project or portal content topics.

To access the Monitor:

1. In the Open Project or Project Group dialog, select either Repository or a Project (you must have
the relevant permissions).

2. If you are in Administration, click the link in the top panel of Navigation to return to the portal
Home or the project.

3. In the Navigation pane, select Monitor.

Cleaning Up Temporary Folders
Jobs create temporary folders, which in turn store job logs. At some point, you will want to clean up
these folders. There is a job jobs.cleanup that deletes these temporary folders and their data.
The job can be scheduled to run periodically, or launched explicitly. You can optionally use the
preserveAgeHours to specify how long to preserve temporary file after jobs start. The value of
the parameter is hours (see the following example). If the parameter is not specified, the job defaults
to 24 hours.

Example:

<job cronExpression="0 55 * ? * *" id="jobs.cleanup" name="Cleanup of Temporary Files" scope="system">
   <preserveAgeHours>36</preserveAgeHours>
</job>                 
             

In this example, temporary folders and data are preserved for 36 hours.

Backing up Polarion Data
This section discusses the system location of data that administrators should be sure to include in
regular backup operations.

References to installation locations.
For the purposes of discussing the location of various folders that administrators may wish to
include in backups, this section will define some variables and their meaning on different operating
systems This is because the installation structure differs somewhat on Windows vs. Linux.

Variables and equivalent paths

This section documents the system variables and their locations of different operating systems.
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Variable: POLARION_HOME

• Description: Location of Polarion binaries

• Windows: C:\Polarion

• Linux: /opt/polarion

Note

The above paths are the defaults. You can configure the root location during installation.

Variable: POLARION_DATA

• Description: Root for Polarion data files

• Windows: %POLARION_HOME%\data

• Linux: /var/lib/polarion

Note

The above paths are the defaults. You can configure the data files location during installation.

Subversion Repository
An essential component to back up is the Subversion repository, located in %POLARION_DATA%/
svn. The default storage method is file-based and so does not modify existing files, only adds new
ones. This is very convenient for incremental back-up methods.

Project Builds
Project builds are located in %POLARION_DATA%/bir/projects .

The contents can be very large. Developers and project managers should know what is most
critical to back up. It is usually not necessary to back up all the nightly builds for example. It also
makes sense not to back up the demo project builds (installed by default by the Windows installer
program).

Reports
Reports are generally not critical to back up because they can be recreated any time, with one
exception: the trends.

To back up the trends you need to collect all *trend*.xml files (e.g. workitems-trend-
data.xml) in the structure beneath the folder  %POLARION_DATA%/RR. Backing up the entire
folder will most likely be a significant waste of backup space (up to 99%).

If you use SCRUM calculation, you should back up scrum-data.xml because it holds the
historic values for all past sprints.

User-modified Data
The following data may or may not need to be backed up depending on whether it was modified
after Polarion was installed.

Polarion Configuration File

It may make sense to back up the root Polarion configuration file polarion.properties
(follow link for location). This file can be recreated by reinstalling Polarion and filling in all the
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original arguments. However, if the file was modified after the installation to customize the system
configuration, it is a good idea to back it up.

Modified installation structure

If the original folder structure of the Polarion installation was modified - to add more Maven plugins
or Apache modules, or if some graphics or templates were modified - it is a good idea to back up
such modifications in case it is ever necessary to reinstall Polarion (on new hardware, for example).

Connectors Data
If any Connectors are configured for any projects (in Administration > Connectors), include the
folder %POLARION_DATA%/synchronizer in your backups. The folder contains a database
that stores the relation between Work Items and the items in the connected third-party systems, and
also baseline data that is used to detect which fields were changed. Losing that data would mean
losing the relation between Work Items and the items in the other systems, and when the items are
synchronized they will be recreated instead of updated, thereby corrupting the data integrity of both
systems.

Backup Tips for Polarion Server
From best to worst scenario:

1. Do a snapshot of suspended virtual machine in which Polarion server runs (in case virtual
machines like VMWare are used).

2. Stop Polarion server, do the backup, run server again.

3. On Windows, do not use backup software which opens files in write mode, because that may
cause corruption of index-related files and would require a re-index operation afterwards)

4. If running on Windows and backup software does open files in write mode, configure the job
"Live Plan Refresh" not to run during the backup (this job is most likely to work with the index
and stands the greatest chance of index corruption resulting)

When doing recovery from a backup of the running system (i.e., not a snapshot of the virtual
machine, or the server was not stopped during the backup), it will most probably be necessary to run
a re-index operation.

Indexing and Reindex
Polarion stores all data in the Subversion repository. While this approach brings many advantages
(history, branching, etc.), compared to traditional database approach it does entail some performance
trade-offs. Polarion uses advanced caching and indexing techniques to achieve acceptable
performance levels. In most standard situations, the caching and indexing behaves transparently
and users do not need to take care of it. However, the caching and indexing logic imposes certain
restrictions and requirements for what users can and cannot do. This section explains these
limitations in more detail.

Index Synchronization
The following events initiate index updating:

• Commits to the Subversion repository (including changes initiated by Polarion)

• Polarion start-up

The index contains information about location of all entities (Work Items, etc.) in the repository and
their history, so the term "index" refers to more things then just the index used by the Search feature.
Rather it is the entire indexing scheme that enables optimal performance.
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During the index update the Polarion checks all changes made to repository since the last indexed
revision and update the index accordingly.

Changing sort order of an enumeration, dates of time points, etc. which are already referenced will
cause inconsistency in the sorting. Some referrals will be sorted by to the old sort order, and some
by the new. A complete index rebuild solves this problem.

Note
If all you need to do is refresh lists of enumerations because of changes to some enumeration(s),
you do not necessarily need to run a full re-index. For more information see: Administrator's
Guide: Configuring Enumerations: Enumerations and Database Issues.

When to Repair the Index

Symptoms of a "broken" index tend to be the following: some Work Items are not up-to-date, some
are missing, history cannot be viewed or shows invalid or truncated information.

First Remedies

You may not need to completely rebuild the index if you observe the above symptoms.

1. Try an index refresh on the repository, or on a specific project. This corrects problems with
information updating.

Go to the Administration interface and open the Repository (if you want to refresh the entire
repository), or a project (if the problem seems to affect only that project). Then, in Navigation,
select Index and Cache. In the Index section, check the index(s) to refresh and click Refresh
Index. (Note that the indexes listed varies depending on whether you are working in Repository
or project scope).

2. If number 1 above does not fix all symptoms, try running the Check Index button. The index
check job should bring back Work Items that are missing from view.

If the above steps do not fix the symptoms, then you will need to rebuild the index, as described in
the next section.

How to Rebuild the Index

The procedure may sometimes be referred to as "index rebuild", "rebuild index", "index
synchronization", or "index rebuilding".

There are two important things for an administrator to keep in mind before initiating an index
rebuild:

• The Polarion server must be shut down before commencing an index rebuild.

• Depending on the size of the repository, reindexing time can range from a few minutes to several
hours. End users will not be able to use the system during the reindexing process.

If possible, you should plan to perform any re-index operation at a time when system usage is
low, and downtime is not critical for end users.

Configuring CPU Usage for Indexing

It is possible to configure how many CPU cores ("workers") are used in these phases of the indexing
process. There is one basic system property - com.polarion.startup.workers - that can be configured
to define total number of workers for all phases of reindex that can run in parallel. Administrators
can also specify different numbers for individual phases in instances of the system property
com.polarion.startup.workers.phase#, where # can be any of the following:

• 3 - for Context Initialization (phase 3)
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• 7 - for Data Indexing (phase 7)

• 8 - for calculating calculated fields (phase 8)

• 10 - for Attachment indexing (phase 10, AttachmentIndexer job)

• 11 - for History Indexing (phase 11, DBHistoryCrator job)

By default, the number of CPU cores used for the above phases is total cores, divided by 2, plus 1.
For example, on a CPU with 4 cores, the default usage is (4/2) + 1 = 3 cores. Maximum workers
for all phases is limited to 8.

In the default setup, the jobs are configured to run only between 19:00 and 08:00 (and they can
be stopped and started by scheduled jobs) so in most cases there should be no need to redefine the
number of workers. Adjusting the number of workers may be worth doing for the jobs running after
Polarion start-up that may cause performance to slow.

To explicitly set core usage for all index phases and/or the configurable index phases listed above,
you must add the following lines to the system properties file polarion.properties:

• Total workers for all phases:

com.polarion.startup.workers=[N] (where [N] is an integer value that should not
exceed the total available CPU cores).

Example: com.polarion.startup.workers=8

• Workers for specific phases:

com.polarion.startup.workers.phase#=[N] (where # is the phase, and [N] is an
integer value specifying the number of workers to be used for the specified phase.

Examples:

• com.polarion.startup.workers.phase3=2

• com.polarion.startup.workers.phase10=3

Note
The location of the polarion.properties file can be found in the Administrator's
Reference: System Properties File Location.

Launching the Index Rebuild Scripts

You perform the reindexing by running the appropriate reindexing script for your operating system:

• Windows: C:\Polarion\polarion\reindex.bat

• Linux: /etc/init.d/polarion reindex

Progress of the reindexing operation is reported in the console and written to a log file.

Important
Do not interrupt the index rebuild process. The process writes messages to the console
and the log4j-startup-TIMESTAMP.log log file. Check this file for the status of the
process. As mentioned, with large repositories the index rebuild can take several hours, and it
may seem that nothing is happening for long periods.

Reindex must be restarted if interrupted. If you believe there may be a problem with the
process, contact Polarion Software technical support before attempting to kill the reindex
rebuild process.
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Understanding the Re-index Process

The reindexing scripts perform the following operations:

1. Back up of the polarion-data folder. (The folder is renamed to polarion-
data.backup.)

(Path: $POLARION_HOME$/data/workspace/polarion-data)

2. Start the Polarion service. (As mentioned previously, the service should be shut down before
running the script.)

3. Regenerate the index in the polarion-data folder. As previously noted, this can take
considerable time during which users will not be able to access the system.

User Impact

Users cannot use the system while the system indexes are being rebuilt. They can, however, use the
system while the historical database is being reindexed.

The embedded historical SQL database, which replicates the Subversion repository to facilitate
complex queries, is indexed in the background. Although users can use the system, some features
are either not available, or do not display information until the database reindex is complete. A
message is displayed at the top of the Navigation panel warning users that database indexing is in
progress. When the message is present...

• Baseline (Time Machine) feature is not available.

• Reports that contain SQL queries on the historical database do not work and display error
messages.

• Burn-up and burn-down charts in Plans do not work and display error messages.

• Test management form extensions do not work.

Using Polarion Diagnostics
Polarion comes with a self-diagnostic utility, Polarion Diagnostic Tool (PDT). If your system
is not performing as it should, you can use this tool to run comprehensive diagnostic tests and
communicate the results to Polarion's technical support team by email or FTP upload.

The utility is bundled into all product distributions. It is located in the diagtool folder under the
root of your Polarion installation. Complete documentation (diagtool.pdf) covering setting up
and running the PDT utility is included in that folder.

Recovering Disk Space
Over time your server's disk storage can accumulate a large amount of data that does not need to be
kept. For example, if your process involves nightly or other frequent builds, these can eventually
consume a lot of disk storage, but the don't really need to be kept indefinitely. Old log files can also
consume disk space. This section discusses ways to clean up your server's disk storage and recover
disk space.

Cleaning Up Old Builds
Polarion comes pre-configured with the build.clean job for cleaning up builds and related
things like local deployment space.

To have the job delete the local deployment space directory, set the
localDeploymentSpaceName to the name of the local deployment space. For example:
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<job name="Builds Cleanup" id="build.clean" cronExpression="0 0 1 ? * MON-SAT" scope="system">
    <localDeploymentSpaceName>_default</localDeploymentSpaceName> 
</job>                    
                

To have old builds deleted from BIR, three job parameters must be set:

• maxBuildAgeDays

• minSuccessfulBuildsCount

• buildArtifacts

The job deletes builds of all build artifacts that match at least one of the selectors from
buildArtifacts, but only those builds that were started at least before maxBuildAgeDays
days. At least the number of builds specified in minSuccessfulBuildsCount are preserved
provided at least that number of successful builds exist (i.e. builds with status OK). Build selector
format is GROUP_ID:ARTIFACT_ID, where each part can include a suffix * matching any string.
For example:

<job name="Builds Cleanup" id="build.clean" cronExpression="0 0 1 ? * MON-SAT" scope="system">
    <maxBuildAgeDays>7</maxBuildAgeDays>
    <minSuccessfulBuildsCount>3</minSuccessfulBuildsCount>
    <buildArtifacts>
        <buildArtifact>org.acme.*:*</buildArtifact>
    </buildArtifacts>
</job>                    
                

See also: Administrator's Guide: System Maintenance: Configuring the Scheduler.

Cleanup of old log files
You can configure and run the logs.cleanup job to delete log files with specified names that are
older than a specified date. (See Configuring the Scheduler for more information on working with
scheduled jobs.)

Scheduler Configuration

The following example shows the basic structure of the log cleanup job configuration.

<job name="_ARBITRARY_JOB_NAME_"id="logs.cleanup" cronExpression="" scope="system" disabled="true">
    <maxFileAgeDays>_MAX_AGE_OF_FILE_IN_DAYS_</maxFileAgeDays>
    <filePatterns>
        <filePattern>_FOLDER_|_PATTERN_</filePattern>
        ... <filePattern> ...
    </filePatterns>
</job>                        
                    

• _FOLDER_ is where to find log files

• _PATTERN_ is a file name prefix regular expression

• _FOLDER_ and _PATTERN_ are concatenated with | (pipe)

File name prefix is matched against all files in the folder, those matching the same prefix are treated
together, From this set, all files older than _MAX_AGE_OF_FILE_IN_DAYS_ are removed with
the exception of the newest one which is always kept.
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Example file pattern #1: C:/Polarion/data/logs/main|log4j-[^2]*2

Job result:

• C:/Polarion/data/logs/main/log4j-20090525-1057-23.log (will be kept)

• C:/Polarion/data/logs/main/log4j-20090523-0457-87.log (will be deleted if
older than specified number of days)

• C:/Polarion/data/logs/main/log4j-20090525-1057-23.log.2009-12 (will
be deleted if older than specified number of days)

• C:/Polarion/data/logs/main/log4j-startup-20090525-1057-23.log (will
be kept)

• C:/Polarion/data/logs/main/log4j-
startup-20090525-1057-23.log.2009-12 (will be deleted if older than specified
number of days)

Example file pattern #2: C:/Polarion/data/logs/apache|.*\.log

Job result:

• C:/Polarion/data/logs/apache/access.log.2009-05-25 (will be kept)

• C:/Polarion/data/logs/apache/access.log.2009-05-20 (will be deleted if
older than specified number of days)

• C:/Polarion/data/logs/apache/error.log.2009-05-20 (will be kept)

See also: Administrator's Guide: System Maintenance: Configuring the Scheduler.
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Chapter 18. Advanced Administration
Topics

This chapter covers several administration topics of an "advanced" nature that may not always be
essential for the setup and maintenance of a Polarion system, but which may be useful in achieving
optimal benefits.

System and Virtual Machine Memory
Issues around server memory allocation and Java virtual machine are covered in the PDF installation
guide documents bundled with Polarion distributions, and also available for download on the
Polarion Software web site [http://www.polarion.com/resources/index.php?cat=docs]:

• Windows Installation Guide

• Linux Installation Guide

• Polarion Enterprise Setup Guide (for users running Polarion on multiple physical and/or virtual
servers with one or more Polarion repositories in the topography.)

Administrators of Windows installations should follow the recommendations in the section
Adjusting Server Memory Allocation in the Windows Installation Guide.

Administrators of Windows or Linux installations should note the section Java Virtual Machine
Memory Limit in the installation guide for their respective OS.

Administrators of clustered server installations should note the recommendations in the installation
guide for the operating system on their servers, well as any relevant instruction in the Polarion
Enterprise Setup Guide.

The information in these documents can help avoid issues such as startup failure (where the Polarion
service does not start) and Java Out of Memory (OOM) errors.

Optimizing the PostgreSQL Database
Beginning with version 2015 SR2, Polarion integrates the PostgreSQL database in all new
installations. This system component is used to improve performance on complex system queries.
After a new Polarion installation containing this database, it is recommended that the administrator
adjust some PostgreSQL settings to optimize performance.

You should make the following changes in postgresql.conf. Default Linux path: /opt/
polarion/data/postgres-data/. Default Windows path: C:/Polarion/data/
postgres-data/postgresql.conf

max_connections = 80  # should be less than 10 * number of CPUs
shared_buffers = 2GB # should be 10% - 15% of total system RAM
work_mem = 10MB # should be 10MB - 100MB
maintenance_work_mem = 200MB

fsync = off
synchronous_commit = off
full_page_writes = off

wal_buffers = 256kB   # should be more than size of common transaction

http://www.polarion.com/resources/index.php?cat=docs
http://www.polarion.com/resources/index.php?cat=docs
http://www.polarion.com/resources/index.php?cat=docs
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checkpoint_segments = 32

effective_cache_size = 4GB       # should be approx 1/3 of RAM for PostgreSQL

max_locks_per_transaction = 100  # specific for Polarion
   

Database Compatibility (H2, PostgreSQL)
Beginning with version 2015 SR2, Polarion replaced the integrated H2 database with PostgreSQL.
The database is used for complex query processing, such as are often needed for reports. Users
of prior versions who migrate their existing installations to use PostgreSQL may have some
report queries formulated for H2 that are not compatible with PostgreSQL due to H2's less ANSI-
compliant syntax.

Beginning with version 2015 SR3, Polarion implemented a database compatibility mode, which can
be enabled by a system property com.polarion.platform.sql.h2CompatibilityMode. When set to true,
Polarion attempts to adjust queries formulated with H2 syntax "on the fly" so that they work with
PostgreSQL. Compatibility mode is provided to handle situations where a problematic query cannot
be updated to be PostgreSQL compliant - reports in History and Baselines that fail due to missing
or incompatible functions, for example. If you enable compatibility mode, you should still update
reports containing queries that are not working with PostgreSQL.

To enable this compatibility mode, open the system configuration file
polarion.properties in a text editor and make sure the following is present:
com.polarion.platform.sql.h2CompatibilityMode=true. Issues handled in
compatibility mode include:

• Error: Subquery in FROM must have an alias

• Usage of H2-specific functions that result in errors such as: function curdate() does not exist.

Mapping H2 Functions to PostgreSQL
This section explains how to map queries that use H2-specific functions to PostgreSQL. (You can
find a listing of all H2 functions at: http://www.h2database.com/html/functions.html.)

Here is an example of an error, thrown when the proper curdate function is not defined: "ERROR:
function CURDATE() does not exist Hint: No function matches the
given name and argument types. You might need to add explicit type
casts."

To map a function from H2 to PostgreSQL:

1. In your installation's file system, navigate to [POLARION_HOME]/polarion/plugins/
com.polarion.platform.sql_*

2. Copy the file h2_functions_mapping.sql, paste it to folder [POLARION_HOME]/
polarion/configuration, and open it using a text or SQL editor application.

3. If the function does not already exist in this file, add your own definition of the function from
H2. For example:

CREATE OR REPLACE FUNCTION POLARION.CURDATE()
returns date AS
$$ SELECT current_date $$ LANGUAGE SQL;
     

http://www.h2database.com/html/functions.html
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Function definitions must always end with a semicolon (;) to be successfully deployed, and
always prefix the names of mapped functions with the schema name polarion, otherwise
Polarion will not always take them into consideration.

4. Enable the property com.polarion.platform.sql.h2CompatibilityMode=true
in the polarion.properties configuration file.

5. Restart the Polarion server.

Tip

For easy debugging before deploying a function to the h2_functions_mapping.sql
file, try to manually create it in the PostgreSQL database. Use the psql utility to connect to the
polarion database as the polarion user: psql -p 5433 -U polarion polarion.

For information on creating PostgreSQL functions, see http://www.postgresql.org/docs/current/
static/sql-createfunction.html. To check the definition of a function had in H2, see http://
www.h2database.com/html/functions.html.

Managing Polarion Licenses
Your Polarion server may host more than one license type: named and concurrent, for example.
For named user licenses, you need to specify the user IDs of all users who will utilize each named
license. For concurrent licenses, you may want to limit the number of users who can access the
portal concurrently (the maximum is controlled by the license). You may also wish to check the
current usage of your license(s).

You can manage licenses and view current license usage in the Polarion portal. The configuration is
only accessible in the repository scope.

Accessing License Management
To access the license management configuration:

1. Log in with administrator permissions for the repository.

2. If you are not in the Administration interface after you log in, click the Administration link in the
tool view of Navigation.

3. If you are in a project after you log in, click Global Administration at the top of the Navigation
panel.

4. In Navigation, click on the License topic. The License page loads.

Specifying License Assignments
The License page provides a plain text editor in the Assignments section which enables you to
edit the underlying configuration file, which is named users in the file system. The portal page
contains embedded "Quick Help" explaining how to specify different license assignment schemes.
Please refer to this documentation for specifics.

When you change any text in the online text editor, the Save button is enabled which saves changes
made in the portal to the configuration file.

Users not named in the license configuration are treated as concurrent users, and will utilize the
default concurrent license specified in the configuration. If the default concurrent license is not
specified, then these users will use the "highest" license having an unlimited number of concurrent

http://www.postgresql.org/docs/current/static/sql-createfunction.html
http://www.postgresql.org/docs/current/static/sql-createfunction.html
http://www.h2database.com/html/functions.html
http://www.h2database.com/html/functions.html
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users. If all are limited, then these users will use the "lowest" license with the highest number of
concurrent users. If all licenses have zero, then these users will not be assigned a license and will not
be able to log in.

Optionally, you can configure that all users who log into Polarion are automatically assigned a
concurrent add-on license together with their basic license. If no concurrent add-on license is
available, none will be assigned and users can still log in with the basic license. (See the embedded
Quick Help on the License page in global Administration.)

Important

The license assignment configuration can be changed only once in 20 minutes.

Viewing License Usage
The License page provides sections that display statistics on how users are currently consuming the
licenses available on your Polarion system. The numbers are current as of the moment you invoked
the page. Refresh your browser to see any change.

For information about the usage details displayed on the page, see Administration Reference:
License Usage Reference.

Updating and Reactivating Licenses
If your organization has purchased new, or obtained updated licenses for your Polarion installation,
you can update the installation from the License page in Administration. Use the Reactivate Polarion
button to begin the process. You will be taken to the first screen of the activation application, where
you will find instructions for activating your license(s) online or offline.

A confirmation dialog appears on each online activation, before the activation request is actually
sent. You must confirm that no running Polarion instance is activated by the License Key you are
activating.

Configuring Single Sign-on (SSO)
Polarion supports access by users who are already authenticated on the network. The "normal"
login page is bypassed for such users. SSO functionality is disabled by default. To enable it, an
administrator must configure several system properties in Polarion, and set up a proxy configuration
in Apache. When SSO is enabled:

• Polarion will not display the regular authentication (login) page if user credentials are provided in
the HTTP request header (including the first request).

• When Polarion recognizes user credentials in the HTTP request, it passes the user name and a
predefined password to Apache, skipping display of the regular login page.

• In case of CAC, even an encrypted password is included, which may be passed to Apache to be
authenticated through AD/LDAP.

• If authentication fails, as might occur if there are not enough concurrent licenses, for example, a
message (optionally customizable) is displayed to the end user.

• Users logged in via SSO may log out, thereby freeing up concurrent license slots. On logout, such
users are directed to a special page (that is, they are not shown the normal, non-SSO login page).

Note

SSO support is provided only in Polarion version 2011-SR1 and later.
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A prerequisite for enabling SSO functionality in Polarion is a reverse proxy configuration in your
web server environment which fills headers, so that Polarion can use the headers supplied by the
proxy. Such a configuration commonly exists in Apache-based environments, and is outside the
scope of Polarion Help. You should check with your web server system administrator to make
sure the necessary reverse proxy exists and can be accessed by Polarion. An  example Apache
configuration for testing purposes is provided later in this section.

Configuring Polarion
Make sure your Polarion server is accessible via http://<polarionservername>/polarion
from any client. That is, Apache should NOT bind to localhost only, but to 0.0.0.0 or the
server computer's public IP address. Add the following lines into the system properties file
polarion.properties:

com.polarion.portal.tomcat.usesProxySSO=true     
com.polarion.portal.tomcat.RequestHeadersCredentialsProvider.userNameHeader=userheader
com.polarion.portal.tomcat.RequestHeadersCredentialsProvider.passwordHeader=pwheader
    

The usesProxySSO property enables SSO features in Polarion.

userheader and pwheader (required) can be any value. They are just named for the respective
headers.

You can optionally add the following property:

login.proxySSOLoginFailed=Message for end users in case authentication fails or is misconfigured.
    

Reverse Proxy Example
This section provides an example of a reverse proxy configuration for Apache. This configuration
is not intended for production use. It is intended only to assist Polarion administrators to test
whether SSO is working.

Locate the file named proxy.conf in your Apache installation in directory conf.d (Linux) or
conf/extra (Windows). If not already present, create this file.

Open the file in a text editor application and add the following lines in which
<polarionservername> is the name of your Polarion server, and <proxyservername> is
the name of your Apache server:

# Needed when the proxied host uses https protocol
#SSLProxyEngine On

<Location /polarion>
ProxyPass http://<polarionservername>/polarion  
ProxyPassReverse http://<polarionservername>/polarion
RewriteEngine On
RewriteRule ^/$ http://<proxyservername>/polarion/

RequestHeader append userheader "[username]"
RequestHeader append pwheader "[password]"

</Location>     
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Where userheader and pwheader are the values of the header names set in
polarion.properties.

Where [username] and [password] are the credentials of the polarion user.

After restarting Apache and Polarion, all requests to http://<proxyservername>/
polarion will be forwarded to http://<polarionservername>/polarion, and request
headers userheader, and pwheader will be added to these requests, meaning that all requests to
Polarion from this reverse proxy are done on behalf of user specified in [username].

Repository Access Management

Polarion utilizes an integrated Subversion repository to manage all data artifacts. Access to
Subversion is controlled by the Subversion access file. Polarion provides a web based client with an
interface to facilitate administrators who need to control repository access directly in Subversion.
This topic explains how to locate and use the client. Subversion administration and access file
management is a topic beyond the scope of Polarion Help. Basic knowledge of the SVN access file
is assumed. For information about Subversion repository administration, see http://svnbook.red-
bean.com/nightly/en/svn.reposadmin.html.

The Access Management feature enables you to edit data in the SVN access file online, in
either repository scope or single project scope. It is an administration feature, so you must have
administrator permissions for the scope you want to work with.

Accessing the Client
To use the Subversion Access Management client:

1. Log in with administrator permissions for the repository or project you want to work with, and
open it (see User Guide: Accessing Projects).

2. If you are not in Administration after logging in, click the Administration link in the tool view of
Navigation.

3. In Navigation (topics view), expand User Management and select Access Management. The
Access Management page loads in your browser.

Using the Access Management Client
The Access Management page has 2 panes, top and bottom. The top pane enables you to browse
through the repository structure as it is defined in the access file, and review the current Role and
User assignments for folders and files. Keep in mind that this pane is a viewport into the SVN
access file... what you see is what is currently in that file.

The upper pane displays a string that shows the repository path to the currently selected folder or
file. Some or all of the folder names in the path are clickable depending on your permissions:

• If you have global (Repository) administrator permissions, the all folder names in the path are
clickable enabling you to navigate all the way up to the repository root.

• If you have project administrator permissions, the full path to the project folder is displayed, but
you will not be able to navigate higher than the project root folder.

The lower pane of the Access Management page provides detailed information about access rights
currently defined for the folder or file selected in the top pane. In the lower pane you can:

http://svnbook.red-bean.com/nightly/en/svn.reposadmin.html
http://svnbook.red-bean.com/nightly/en/svn.reposadmin.html
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• Add, edit, or remove Role assignments for the selected folder or file. Click the  (Edit) icon in
the Roles Assignment section in the lower pane of the Access Management page.

• Add, edit, or remove User assignments for the selected folder or file. Click the  (Edit) icon in
the Users Assignment section in the lower pane of the Access Management page.

Note the assigning access by Role is generally considered better practice than by User.

• Review Users and Roles that currently have read and write permission for folder or file currently
selected in the upper pane.

• Review Users and Roles that currently have read-only permission for the folder or file currently
selected in the upper pane.

By default, files in a folder have the same access permissions as the containing folder.

Editing Role Assignments
In either scope, you can edit Role assignments. This is generally considered preferable than
assigning access to individual users.

To edit Role assignments:

1. Open the repository or project you want to manage and navigate to User Management > Access
Management in the Navigation pane.

2. In the top pane of the Access Management page, browse to the repository folder or file for which
you want to edit Role assignments and select the item. The selected folder or file's SVN access
details appear in the lower pane.

3. In the Roles Assignment section, click  (Edit). The table of currently assigned Roles becomes
editable. Each row of the table corresponds to a Role and the permissions currently assigned to
it. The last row enabled you to specify a Role and its permissions to add to the currently selected
folder or file. Columns correspond to user role and permissions. Check boxes correspond to
enabling (checked state) and disabling (cleared state) each permission.

TIP: Deny All overrides the other permission settings and revokes all permissions for the
selected folder or file.

Adding Role Assignments

To add Role assignments:

1. Make sure you are editing the correct folder or file - select it in the top pane of the Access
Management page. If the Role Assignments table is not editable, click the  (Edit) icon on the
section header.

2. In the last row of the table, click the  icon to add a new row. Select the Role you want to add to
the access file from the list in the Roles column. (For information about configuring Roles, see
Administrator's Guide: Managing Users and Permissions: Configuring User Roles.)

3. Check the boxes corresponding to the permissions you wish to assign to the added Role. The
options are:

• Read - check to assign read-only permission, clear to revoke it.

• Read & Write - check to assign read and write permission, clear to revoke it.

• Deny all - check to deny all permissions, clear to revoke denial.
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4. If you want to add another Role and set its permissions, click the  icon in the Actions column to
add another row to the table. Select the Role and assign permissions as described above.

5. Click the Save button in the lower pane's toolbar to save changes from the GUI to the SVN
access file.

Removing Role Assignments

To remove existing Role assignments:

1. Make sure you are editing the correct folder or file - select it in the top pane of the Access
Management page. If the Role Assignments table is not editable, click the  (Edit) icon on the
section header.

2. On the row(s) of the Role(s) you wish to remove, click the  in the Actions column. The row
becomes highlighted. (If you make a mistake, click the Cancel button on the lower pane toolbar
and start over.)

3. Click the Save button in the lower pane's toolbar to save changes from the GUI to the SVN
access file.

Editing User Assignments
As previously mentioned, it is generally considered preferable to assign Subversion access by Role
rather than by User. The most common reason to edit User assignments is in situations where some
"clean-up" of the access file is desirable, removing User assignments that may have found their
way into the file at some time or another. Of course, if you wish to assign access to some specific
User(s), you can do so.

To edit User assignments:

1. Open the repository or project you want to manage and navigate to User Management > Access
Management in the Navigation pane.

2. In the upper pane of the Access Management page, browse to the repository folder or file for
which you want to edit User assignments and select the folder. The selected folder's SVN access
details appear in the lower pane.

3. In the Users Assignment section, click  (Edit). The table of currently assigned Users becomes
editable. Each row of the table corresponds to a User and the permissions currently assigned. The
last row enabled you to specify a user and permissions to add to the currently selected folder or
file.

Removing User Assignments

To remove existing User assignments from the Subversion access file:

1. Make sure you are editing the correct folder or file - select it in the upper pane of the Access
Management page. If the User Assignments table is not editable, click the  (Edit) icon on the
section header.

2. On the row(s) of the User(s) for whom you wish to remove SVN access, click the  in the
Actions column. The row becomes highlighted. (If you make a mistake, click the Cancel button
on the lower pane toolbar and start over.)

3. Click the Save button in the lower pane's toolbar to save your changes to the SVN access file.

Adding User Assignments

To add User assignments:
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1. Make sure you are editing the correct folder or file - select it in the upper pane of the Access
Management page. If the Users Assignments table is not editable, click  (Edit) icon on the
section header.

2. In the last row of the table, select the User to which you want to assign permissions from the list
of in the Users column. (For information about configuring Users, see Administrator's Guide:
Managing Users and Permissions: Configuring User Users.)

3. Check the boxes corresponding to the permissions you wish to assign to the selected User. The
options are:

• Read - check to assign read-only permission, clear to revoke it.

• Read & Write - check to assign read and write permission, clear to revoke it.

• Deny all - check to deny all permissions, clear to revoke denial.

4. If you want to add another User and permissions to the table, click the  icon in the Actions
column to add another row to the table. Select the User and assign permissions as described
above.

5. Click the Save button in the lower pane's toolbar to save changes from the GUI to the SVN
access file.

The Tilde Exclusion Marker

Subversion access management enables use of the tilde character (~) as an exclusion marker.
Prefixing a user name or role with this character causes Subversion to apply the access rule to
users not matching the rule. Polarion displays access rules as they are written in the access file, so
prefixed items may appear in the Polarion access management user interface if they exist in the
access file.

The system property com.polarion.accessmngmt.useTildaFeatureForRoles in
the polarion.properties file controls whether or not Polarion's Access Management should
offer tilde-prefixed roles. The property is set to true by default.

You can find more information about this marker, along with some examples, in the Advanced
Access Control Features section of the web page at http://svnbook.red-bean.com/nightly/en/
svn.serverconfig.pathbasedauthz.html.

Access Control for Documents
Controlling access to Documents can be an issue in some organizations. While administrators
cannot specify access control on specific Documents, it is possible to control access to Document
folders. Document folders are found under the modules folder, under the project folder. If, for
example, you wanted to set access control on the "User Requirements Specification" Document
in Polarion's eLibrary example project, you would set the desired permissions on the folder
elibrary/modules/Specification/User Requirements Specification.

When access management restricts a user from accessing a Document, the Polarion user interface
does not show the Document to the user in Navigation.

Note for Global Administrators
If your user account has global (i.e. repository-scope) administrator permissions, but you are editing
Role access in the project scope, then the appearance of some items in the Roles list is somewhat
different than for administrators having just project-scope administrator permissions. Global
administrators will see Roles prefixed with a project ID: myproject-project_developer or
myproject-project_user, for example. A project administrator would see the same roles as
project_developer and project_user.

http://svnbook.red-bean.com/nightly/en/svn.serverconfig.pathbasedauthz.html
http://svnbook.red-bean.com/nightly/en/svn.serverconfig.pathbasedauthz.html
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PostgreSQL Database Start-Stop
Polarion includes the embedded PostgreSQL database to process complex queries more efficiently
than is possible with the Lucene query engine. There may be times when an administrator needs to
start, stop, or restart the database.

On Windows, shortcuts are provided in the folder [POLARION_HOME]\polarion
shortcuts. On Linux, the following scripts are available:

Common Linux

/etc/init.d/postgresql-polarion start
/etc/init.d/postgresql-polarion stop
/etc/init.d/postgresql-polarion status
/etc/init.d/postgresql-polarion restart
    

CentOS, RHEL, Debian

service postgresql-polarion start
service postgresql-polarion stop
service postgresql-polarion status
service postgresql-polarion restart
    

SUSE

rcpostgresql-polarion start
rcpostgresql-polarion stop
rcpostgresql-polarion status
rcpostgresql-polarion restart
    

Removing Unused Excel Import Configurations
If some Excel Import Configurations become disused or obsolete over time, they can be removed
via the Repository browser. Import configuration may be save either in the global/repository scope
or in the scope of some project. Deleting an Import Configuration does not require administrator
permissions, but the user performing the removal must have permissions to delete content from the
repository in the relevant scope.

The Repository Browser path to Excel Import Configurations is:

.polarion/tracker/import_configurations/excel

Configuring the Dashboard

 Scope(s): repository, project

The Dashboard topic is implemented as a page in the integrated Wiki. You can customize the layout
and content of this page using the macros discussed in this section. (Details on macro syntax are
provided in the embedded Wiki Syntax Help in the Polarion portal).
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Macros for Layout
You can organize the content of the dashboard into table and or column structures using these
macros:

• {table} - creates a table structure

• {section} - defines a page section

• {column} - divides a section into columns

• {style} - enables embedding of CSS styling into the Dashboard (and other wiki pages)

Again, please refer to embedded syntax help for syntax and usage examples of these macros.

Macros for Information
There are several macros which roll up and display information from the system in the Dashboard.
The most important ones are:

• {fact}

• {linechart}

• {piechart}

• {report}

Macro: {fact}

This macro renders some useful values from factbase. These values are stored for example
in the workitems-data.xml file under the data folder of the Polarion installation. For
example, the file for the repository level is located in: %POLARION_HOME%/data/RR/
default/.reports/xml/workitems-data.xml.

This xml file contains computed values that can be rendered as numbers or graphs: UNRESOLVED-
BY-ASSIGNEE, OPEN-BY-SEVERITY, STATUS and so on. Values are populated by reports (see
Administrator's Guide: Configuring Reports.

Macros: {linechart}, {piechart}, {report}

The {piechart}, {piechart}, and {report} macros render information from HTML and
XML files generated automatically by system calculations. The main thing you need to understand
about them is that the path in their report-path is a relative path in the PR directory.

For example, if a macro is executed in project elibrary then the path is relative to the reports for
that project.

Reference information about fact bases and values can be found in Administration Reference:
Calculations and Facts.

Updating Dashboards
There is a calculation named all that calculates all metrics, charts etc. in a given scope. The
default system configuration has a job named All Calculations that invokes this calculation.
Schedule or call this job if you want to be sure that everything is freshly calculated.

Each section of the Dashboard contains an Update button which can be used to recalculate and
refresh specific information displays in the Dashboard.
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Depending on what you have configured to appear in the Dashboard, you may only need run some
calculations, as opposed to all calculations as described above. You should configure the specific
reports that run the calculations for the data you are displaying in the Dashboard. For information,
see Administrator's Guide: Working with Report Configurations.

Customizing XML Export Templates

  

Work Items can be exported to XML (see User Guide: Exporting Work Items: Exporting to XML.
Export is accomplished by means of XSL templates (XSLT). You can create your own XSL
templates to transform exported Work Items to another XML document, a HTML document, a plain
text file, or PDF or RTF. When creating your own XSLT, refer to the Polarion XML Export Schema
in the Administration Reference.

You can access the templates via the Administration interface: Work Items > Export Templates.

You can also use the integrated Repository Browser to access export templates. Templates are
located on repository path /.polarion/tracker/export_templates/. You must use this
tool to access the XSL templates.

XSL Template Naming Convention
Each of the exporters has a unique set of templates. Which template is used for which exporter is
determined by the name of the template:

• Transformed XML Export: *-xml.xsl

• HTML Export: *-html.xsl

• Text Export:  *-txt.xsl

• RTF and PDF Export: *-fo.xsl

Where to Deploy XML Export Templates
Upload your custom XML export templates to the export templates folder in the repository:
.polarion/tracker/export_templates.

Customizing Excel Export Templates
Excel export templates enable you to set up different export scenarios for users of the Excel round-
trip features. Templates specify which Work Item field are exported for round-trip, and the default
type for new Work Items created via Excel round trip.

Several export templates used for exporting Work Items to Microsoft Excel format are provided in
the xlsx: Microsoft Excel section of the Export Templates topic of Administration (Administration
>> Work Items > Export Templates > xlsx: Microsoft Excel. Repository folder is /.polarion/
tracker/export_templates/excel). You will probably want to create you own Excel
export templates derived from Polarion's default templates.

The following sections discuss the characteristics of an Excel export template, and describe several
commonly needed customizations:

• How to make a column read-only

• How to add a column
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• How to add a calculated column

Default Excel Export Templates
Polarion provides 3 default Excel export templates:

• Basic.xlsx - Template with some basic column-to-field mapping. A good starting point for
many customizations.

• Empty.xslx - Contains the required tables (describe later), but nothing else. No columns are
defined in the template sheet, and there is no default column-to-field mapping. If used for round-
trip export, the export dialog fields selection is pre-filled with all columns that are shown in the
Table view of Work Items.

This template is best used as the basis for new templates developed "from scratch".

• TimeReport.xlsx - this template defines a work time report. It serves as a good example of
how to define calculated columns in your custom Excel export templates.

Start by downloading the Excel export templates and checking to see how much is already
implemented that you can use. The Empty.xlsx template is the most basic template with minimal
data. The Basic.xlsx template has some typically used fields and columns pre-defined. The
Time Report.xlsx template has some examples of calculated columns. Create a copy of one of
these export templates to use for your customizations.

Export Template Structure
Work Items are exported to an Excel table (a named region of the worksheet) named WorkItems.
Your template must contain this table, which should contain only a header and one normal row - the
"template" row (see figure below). In Polarion's pre-defined export templates, this table is found in
Sheet 1. Any column in this template sheet that has the a column label corresponding to a Polarion
Work Item field ID is automatically mapped to the corresponding field. This includes custom fields.
You can add columns as needed. If you need to have column names that do not correspond to field
IDs, use the mapping table on the Polarion sheet.

The pre-defined Excel export templates from Polarion also contain the Polarion sheet. This sheet
specifies some settings for the exporter and enables column to field mapping when template column
names do not correspond to Polarion Work Item field names. Your custom template should contain
this sheet with the 2 tables from Polarion's default templates.

The first table in the Polarion sheet is a table of property-value pairs that enable you to set default
values for two properties:

• New Work Item Type - specify the type for any new Work Items that may be specified by end
users in exported round-trip workbooks based on the template, and created in Polarion during re-
import.

• New Comments Column - a regular expression value that matches headers of columns that should
be imported as new Work Item comments.

The second table on the Polarion sheet is a column-to-field mapping table. Use this table to map any
columns in the template table of Sheet 1 whose column names do not correspond to Polarion field
names. Each row corresponds to a column in Sheet 1 that doesn't have a column name matching
a field ID. (If there are rows in this table that duplicate the mapping on Sheet 1 you don't need to
remove them. The mapping will not be duplicated.)

When adding a new column and field row to the mapping table, be sure to use the Insert context
menu on a row in the mapping table. Do not add rows outside the table. Rows inside the table will
be shaded.
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If you should happen to specify a field that doesn't exist, it will not appear to uses in the Export
Work Items dialog when they select the Excel export option.

The end result of your customized template, when uploaded to the portal, should be that all fields
you have mapped in the template appear to users as the default fields in the Selected Columns list
of the Export Work Items dialog. It's recommended that you save your templates with different
filenames from the default templates. You can upload your finished templates on the Export
Templates page (described earlier) of Administration, then test them by invoking Export in the
Work Items table and selecting xlsx: Microsoft Excel in the Format field. If you need to modify
your template to correct errors (or for any reason), you can do so and re-upload it using the Replace
existing export template with this upload option.

Figure 18.1. Customizing Excel Export Template

Sheet column to Polarion Work Item field mapping in an Excel export template

Making a Column Read-only
To make an export template column read only:

1. Open the sheet of the export template containing the WorkItems region (normally on Sheet1).

2. In the first row after the header row (the "template" row referred to earlier), select the cell you
want as read only.

3. On the cell's context menu, choose Format Cells.
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4. Select the Protection page of the dialog and check Locked.

Adding a Column
To add another column to the Excel export template:

• Open the sheet of the export template containing the WorkItems region (normally on Sheet1).

• On first row after the header row (the "template" row referred to earlier), drag the lower right
corner of the right-most cell until you see the outline for a new column. (Or use the content menu
of the right-most cell to insert a column to the right).

• Set the value of the new column's header to the name of a Polarion field to which you want the
column mapped.

Alternatively, set the header value to any unique value, and then on the Polarion sheet add a row
to the mapping table.

Adding a Calculated Column

TIP

Download and open the Time Report.xlsx export template to see an example of
calculated columns.

To create a new calculated column in an Excel export template:

1. Create a new column as described in the previous section, but do not map it to any field. Rather,
specify a unique value in the column header.

2. Enter the desired formula in the template row cell of the new calculated column.

Note that you cannot use relative cell references. Rather you should use table column references.
For example:

=[Time Spent]+[Remaining Est.]-[Initial Est.]

Again, the calculated columns in the pre-defined Time Report.xlsx export template can
provide a useful example of such references.

Specifying Column for Test Step Iteration Numbers
Excel export for offline Test Case execution supports export of Test Cases with multiple Iterations
of Test Steps. By default, the export template is configured to append a label for each Iteration to the
Title column in the exported workbook. It is possible to configure which field displays the Iteration
number in the property Append Iteration Label to Field in the hidden Polarion sheet. The default is
the "title" field.

Configuring OLE Object Support
It is possible to import Microsoft Word documents that contain OLE objects. Polarion can display
OLE Object thumbnails during Word document import. However, some additional third-party image
converter software must be installed and configured before you can import such Word documents.
OLE Objects in documents must contain their thumbnails in .emf or .wmf file formats, and the
image converter used must support their conversion into JPEG. OLE Objects themselves are not
imported, only their thumbnails.

Installation of third-party image converter, and configuration of Polarion to support OLE objects
are covered in the Polarion installation guide documents for Windows and Linux, bundled with the
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respective distributions and available on product download pages on the Polarion Software web site
(www.polarion.com).

Customizing the Login Screen
You can customize the Polarion portal login screen to display a custom logo or other image in place
of the Polarion logo. The image must be hosted online in a location accessible to your Polarion
server via http. Images may be GIF, PNG, or JPEG format. Recommended width is 100 pixels.
(Height is scaled automatically.)

In a clustered environment where Polarion is served over multiple servers (physical and/or virtual),
if a custom image is specified on the server that is the entry point for the system, the image will be
used as the icon for each server's entry point. In an environment utilizing a single server, the custom
image appears beside the Polarion logo.

To add a custom logo or image to the login screen:

1. Using a text editor, open the system properties file polarion.properties (follow link for
location).

2. Add the following line to the file:

login.companylogo=[IMAGE_URL]
     

...where [IMAGE_URL] is the URL of the logo or other image you want to display in the login
screen.

3. Save the file.

The Polarion server must be restarted before the image will appear in the login page.

Repository Browser mime Types
The Repository Browser uses the following information to detect if a file is binary or text:
the svn:mime-type property, the container (Tomcat) mime-type settings, and configuration
parameters BinaryMimeTypes and BinaryMimeTypes set in the  web.xml (located
in the web client plugin folder of the Polarion installation: polarion/plugins/
org.polarion.svnwebclient_n.n.n/webapp/WEB-INF/ - where "n.n.n" are numbers
specifying a Polarion release number: 3.5.0, for example).

If mime type is detected in SVN properties or container settings, it is then looked up in the
BinaryMimeTypes and BinaryMimeTypes lists. If the mime type isn't set or isn't present in
those lists, then an automatic algorithm, which analyzes the first 1000 bytes of the file and returns
the best guess at the file type, is used.

This approach still cannot guarantee 100% accuracy of file type reporting and file handing in the
Repository Browser. For example, one organization might want to have a file type .xyz treated as
binary, while another wants the same file type interpreted as text. If you find that some file types
are not reported and handled correctly in the Repository Browser, or if you have some file types
that you want to make sure are always interpreted correctly, you can edit the above-mentioned
web.xml, setting mime-type mappings and interpretations in the BinaryMimeTypes and
BinaryMimeTypes lists.

Advanced System Tuning
There are some system properties that can be useful for experienced Polarion administrators. These
are set in the file system properties file polarion.properties.
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Property: attachments.indexingOfAttachmentContent.enabled

When not present in polarion.properties, or if added to the properties file and set to true,
indexing of the content of attachments is enabled. When enabled, attachments to Documents, Wiki
pages, Work Items and Test Runs are indexed. Attachment indexing is performed by a background
job when the server is started. Users may not be able to search attachments for some time until the
indexing job is completed.

Regardless of the setting, other attachment fields (author, title, fileName, updated and length) are
not affected by this property and are always indexed (and therefore searchable by users).

Example: attachments.indexingOfAttachmentContent.enabled=true

The attachments index can be explicitly refreshed via the Index and Cache page in Administration.

For a list of supported attachment file types, see the User Reference topic Attachment File Types.

Property: attachments.maxSizeOfIndexedAttachmentInMB

If property attachments.indexingOfAttachmentContent.enabled is enabled, this
property sets the maximum file size, in megabytes, that will be indexed for content, and therefore
searchable for content by users. If an attachment is larger than the value specified in this property,
only the attachment fields (author, title, fileName, updated and length) are indexed and searchable.

The value can be either an integer value (file sizes of 1 MB or more), or a float value. If no value is
provided, or the property is left out of the properties file, a default value of 50 MB will be used if
attachments.indexingOfAttachmentContent.enabled is enabled. The default limit
of 50 MB has been found generally suitable for Polarion installations meeting the recommended
system requirements

The setting applies to all attachments to any content that supports them: Wiki pages, Documents,
Work Items, Test Runs, etc. The limit also applies to imported documents. If users encounter "Out
of Memory" errors when uploading attachments or importing documents, check the limit in this
configuration setting and either adjust the setting, or add more system memory and storage, as
needed to meet the needs of your users. Examples:

• attachments.maxSizeOfIndexedAttachmentInMB=2

• attachments.maxSizeOfIndexedAttachmentInMB=0.5 (i.e. 512 KB)

• attachments.maxSizeOfIndexedAttachmentInMB=5.5 (i.e. 5.5 MB)

Property: maxAttachmentSize

Controls the size of any attachment in Polarion. If the attached file is bigger than the configurable
limit, the upload is stopped. Applies to Work Item attachments, Wiki attachments, Document
attachments, Test Run attachments, imported Documents, and uploads of Project Templates. This
limit is set in bytes.

Property: com.polarion.durationHoursPerDay

Specifies the number of hours per work day. Requires an integer value (default value is "8"). Other
type values are silently ignored and the default substituted. The setting applies globally and cannot
be overridden in the project or project group scopes. The specified value appears read-only in the
Work Items: Planning page of Administration.

Property: com.polarion.enumerations.objectEnumerationsLimit

Sets a hard limit on the number of items that are loaded into enumerated lists of system objects such
as Documents, Pages, Test Runs, users, etc. Excess items cannot be selected in the UI. Default value
is 10 000. You can set a whole number (for example, 200 ), or -1 for unlimited.
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Take for example a custom field in which users select a Document from a drop-down list of
Documents (provided by an object enumeration). If the system contains hundreds or thousands of
Documents, populating the select list can take too long. Setting a lower limit in this property can
significantly improve performance.

See also: com.polarion.ui.maxRenderedItemsInCombo [202].

Property: polarion.reindex.from.revision

• Which revision is taken as the first one to process when Polarion is started for the first time, or if
its runtime data were cleared (e.g. due to reindex).

• Possible values are FIRST and HEAD.

• Default value: FIRST.

• setting this to HEAD will speed up fresh start significantly, but the history of Work Items will not
be available (only changes done after the start).

Property: polarion.startup.disable.artifacts.auto.recognition

• Controls whether or not build artifacts auto-recognition during startup should be disabled (affects
only projects where there are no configured build artifacts and auto-recognition is not disabled on
the project level).

• The auto-recognition can be initiated manually from Administration.

• Default value: false.

• Setting the value to true will result in significant speed-up of first start or reindex.

Property: polarion.startup.disable.artifacts.change.detection

• Controls whether or not detection of build artifacts-related changes should be disabled during
startup (does not affect first startup or reindex or projects created while the server was not
running).

• Default value: false.

• Setting the value to true will result in significant speed-up of restart.

Property: com.polarion.ui.maxRenderedItemsInCombo

Universally controls the number of items loaded into combo box lists. Default value is 100.
Decreasing the value can improve loading of lists, if performance is noticed to be slower than
optimal, which may occur if there are many projects with many concurrent users. Users can filter
for excess items by typing a string of characters in the combo box. For example, assuming an item
"Zebra Stripe Pattern", user can filter by typing zebra.

See also: system property com.polarion.enumerations.objectEnumerationsLimit [201].

Property: useDecimalHoursDurationFormat

• Controls whether or not the value for hours in time reporting fields (Initial Estimate, Time Spent,
etc.) must be entered as a decimal value rather than the default fractional.

• Default value: false.

• When set to true, hour durations in all time reporting fields are displayed and entered as
decimal hours only - 22.33 for example. The examples displayed by clicking on the "?" next
to time input fields are changed when this feature is enabled, and the export option Convert
Durations to decimal hours is not displayed in the export dialog.
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Storage in XML persistence and pre-2011 LiveDocs is still in the fractional format, only hours
are not converted to days. So the value in the example above is actually stored as 22 1/3h. It is
stored that way rather than 22 33/100h because of smart parsing of user-entered values to the
fractional format, which recognizes the decimal representation of fractions (y/3, y/6 and y/12). So
for example entering 0.08 or 0.083 is parsed as 1/12h. The smart parsing can be disabled by
setting the system property dontUseSmartDecimalHoursDurationFormatParsing to
true.

Property: wordImport.ignore.[CLASS]

Where [CLASS] the short name of an object class from the docx4j library

• Default value: false

• Controls whether or not unsupported content, of the type represented by the specified class, is
reported with the Unsupported Content message (see screenshot) in the result Document after
importing a document from Microsoft Word.

By default, unsupported content contained in the import source is not imported, and is replaced
by the graphical message shown below in the result Document after the import process finishes. If
you would rather that such content be silently ignored, you can add this property for each type of
unsupported content you do not want reported in the import result Document.

Figure 18.2. Unsupported Object

Graphical message when an object in a source document cannot be imported to Polarion. Set this
property to suppress it.

Example: wordImport.ignore.R.DayLong=true where R.DayLong is the short name of
the class of the object from docx4j library.

In this case, content objects of the R.DayLong class will be ignored during import and no message
will appear in the import result. To find the class name, look at the tool-tip on the Unsupported
Content message in an import result where some unsupported content was present in the source
document.

Note that OLE thumbnails are supported for imported Word documents when third-party image
converter software is installed and configured. See the User Guide topic Documents with OLE
Objects for more information.

Property: com.polarion.logoURL
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Optionally specifies the URL of a remotely hosted logo or icon image to display in the Navigation
panel in lieu of the Polarion Software logo. The hosted location must be accessible to the Polarion
server. If this property is not specified, the Polarion Software logo is displayed.

If specified, the remote image should ideally be 60 W x 64 H (pixels) in GIF, PNG, or JPG format.
Larger images should ideally have the same aspect ratio,and will automatically be resized and
cropped if necessary to fit the display space allocated by Polarion in the Navigation panel.

This can especially useful for organizations running multiple Polarion servers. A different logo
image can be configured for each server, enabling end users to tell at a glance which one they are
connected to.

Example:

com.polarion.logoURL=http://myhost.myorg.com/images/
server1_logo.png

Property: com.polarion.ui.lock.timeout

Optionally specifies a lock timeout in minutes for the Diagram Editor. When a user begins editing
a diagram, a lock us set and no other user can edit it until the diagram changes are saved, the user
closes the Diagram Editor, or the lock timeout set in this property occurs.

If this property is not specified, the lock timeout defaults to 8 hours. The user who obtained the lock
must save the diagram or close the Diagram Editor in order to remove the lock.

Example: com.polarion.ui.lock.timeout=30 (Sets lock timeout to 30 minutes.)

Property: com.polarion.ui.login.resetPasswordLinkURL

Holds the URL of a page on your system that you have provided for users to reset their password.
You must also set the resetPasswordLinkLabel property (below).

Example:

com.polarion.ui.login.resetPasswordLinkURL=http://www.mydomain.com/
user/recoverpw.php

See also: Enabling Users to Reset Password.

Property: com.polarion.ui.login.resetPasswordLinkLabel

Link text to display on the Polarion portal login page, leading to your password reset page. You
must also set the resetPasswordLinkURL property (above).

Example:

com.polarion.ui.login.resetPasswordLinkLabel=Reset Password

See also: Enabling Users to Reset Password.

Subversion Access by System User
On Polarion installations with large amounts of content, there can be significant performance
benefits from setting up alternate access to the Subversion repository for the system user, especially
for system indexing/reindexing.

The system property repoSystem can be used to provide an alternative repository URL to be used
for read-only access by the system user. If this property is not set, the system user uses the normal
access URL as specified by the repo system property.

Either of 2 protocols can be used when specifying the URL value in the repoSystem property:
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• The file:// protocol can be used when the SVN repository resides on the server computer's local
drive. This is the simplest alternative, as nothing other than the repoSystem property needs to be
configured.

• The svn:// protocol is faster, but it requires start-up of the svnserve server (part of the
Subversion installation). With this protocol, if the repository resides on the server's local drive
then the following can be used: svnserve -d --listen-host 127.0.0.1. In this case,
the repository is readable by anyone from the server computer (also true for the file:// protocol).

EXAMPLES:

repoSystem=file:///C:/Polarion/data/svn/repo
--OR--
repoSystem=svn://localhost/C:/Polarion/data/svn/repo
    

If the repository referenced via svn:// protocol is remote, then it will most likely be necessary to set
up authorization for svnserve. You can find information about this in the svnserve documentation
published online at: http://svnbook.red-bean.com/en/1.7/svn.serverconfig.svnserve.html.

Installing svnserve as a Service

The svnserve server can be installed as a service on Windows and Linux Platforms.

WINDOWS:

Run the following from the Windows Command line:

sc create SvnServe2Polarion binpath= "\"C:\Polarion\bundled\svn\bin\svnserve.exe\" 
--service -R -r C:\Polarion\data\svn\repo --listen-host 127.0.0.1" 
displayname= "SvnServe2Polarion" depend= Tcpip start= auto
     

Note that the above is a single command line. Please concatenate the above into a single line,
leaving a space between them.

LINUX:

On Linux, installation of a service is OS-specific. The command to run by the service is the same
as on Windows: svnserve -r /opt/polarion/data/svn/repo --listen-host
127.0.0.1.

The exact path given as value of the -r argument is the root folder, which may vary. It needs to be
reflected in the value of the repoSystem property, which contains the path relative to this given root.
EXAMPLES:

"-r /opt/polarion/data/svn/repo" => repoSystem=svn://localhost
     

TIP

A facility for installing the svnserve daemon as a service on CentOS is available online: http://
geek.co.il/2011/11/28/setting-up-subversion-svnserve-daemon-on-centos.

The svnserve caching has proved to boost performance significantly. Also consider adding
some memory to the server, as the cache is in-memory. For details, see http://svnbook.red-
bean.com/en/1.7/svn.serverconfig.optimization.html.

http://svnbook.red-bean.com/en/1.7/svn.serverconfig.svnserve.html
http://geek.co.il/2011/11/28/setting-up-subversion-svnserve-daemon-on-centos
http://geek.co.il/2011/11/28/setting-up-subversion-svnserve-daemon-on-centos
http://svnbook.red-bean.com/en/1.7/svn.serverconfig.optimization.html
http://svnbook.red-bean.com/en/1.7/svn.serverconfig.optimization.html
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Work Items Tree Rendering
In the Tree view of Work Items, some user queries can return a tree so large that the performance of
the entire system is adversely affected. Before constructing a tree of Work Items, Polarion checks
two system properties with default values designed to prevent this. However, administrators can
review and optionally adjust these depending on their system's resources.

The system property com.polarion.ui.treeTable.softLimit sets a first check limit
on the number of items returned by a query run by a user in the Tree view. The default value is
1000. If you want to change that limit, you need to add this line to the system properties file:
com.polarion.ui.treeTable.softLimit =500. (Replace "500" with an integer
specifying the limit... it can be smaller or larger than the default 1000 items, depending on your
system's resources.)

The check is performed on the number of items returned by the query. If the count exceeds the limit,
the user is presented a dialog informing that the tree is large and can take a long time to load, and
asking permission to display only the top N nodes (where N is the limit set in the above property).
These top items can be on any level of the tree. This is neither the final number of nodes, nor the
final number of roots. Rather, it is the initial number of roots. When the tree is created some of these
items might be removed and others might be added.

If the user rejects loading of the top N items, a second condition is checked in the system
property com.polarion.ui.treeTable.hardLimit (default value 10000). If the total
number of nodes returned does not exceed this limit, the tree is constructed from the full query
result. Otherwise, the user is shown a message that the tree is too large to show and has been
limited to N nodes, where N is the value set in this property. Again, the administrator can set
a higher or lower limit by adding com.polarion.ui.treeTable.hardLimit to the
polarion.properties file.

Fonts and Font Substitution
The fonts available in LiveDoc Documents and rich text edit fields, and font-
substitution for import and round-trip operations is configurable in the system property
com.polarion.ui.richText.fonts.

Font substitution works for:

• Import from Microsoft Word and Microsoft Excel.

• Round-trip for the above.

• Text copied from sources outside Polarion (e.g. from a Word document) and pasted into a
LiveDoc or rich text field.

Font substitution replaces certain fonts with fonts defined in Polarion. Any font not available in
Polarion and for which there is no substitution set is replaced by Polarion's default font.

Available fonts are separated by semicolon, and font substitution is separated by colon. Consider the
following example:

com.polarion.ui.richText.fonts=Arial, Helvetica; "Courier New",
Courier, monospace, HanWangKanTan; Georgia, Garamond; "Times New
Roman", Times

• Arial, Courier New, Georgia and Times New Roman are set as available fonts.

• Helvetica is substituted by Arial

• Courier, monospace, and HanWangKanTan are substituted by Courier New, etc.
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The defined fonts must be installed on client computers. Any missing fonts will be substituted by the
default font, Arial This is hard-coded into Polarion and cannot be changed by administrators.

Preventing SQL Database Update Blocking
Sometimes users can execute reports that use long-running SQL database queries. If this is not
managed, system updates by other users can be blocked. A special set of system properties enable
administrators to set some boundaries, and to receive email notifications of potentially problematic
queries being run by users.

Property: com.polarion.platform.monitoring.notifications.disabled

Must be set to false in order for any system monitoring notifications to be sent.

For information on several other properties related to system monitoring emails, see Low Resource
Notifications.

Property: com.polarion.platform.sql.notifier.minAttempts

Minimum number of attempts to interrupt a long-running query. Default value is 10.

Property: com.polarion.platform.sql.notifier.minTotalTime

Minimum total seconds for all attempts together. Default value is 300 seconds.

Property: com.polarion.platform.sql.notifier.killAfterLimit

Boolean, default valut is true. Controls whether or not to kill a long-running query that exceeds
the limits set in the above 2 properties. If set to true, long-running queries exceeding the
configured limits will be killed, a notification will be sent to administrators, and an exception is
thrown and logged.

IMPORTANT: If set to false, the query is processed in further attempts with no limits, and no
additional emails are sent concerning the query. Users may be blocked from saving their updates
until the query is completed.

Lucene Word Splitting
In Version 2014-SR1, Polarion updated the embedded Apache Lucene query engines. The way
indexed text is split into words changed from the previous Lucene version. Polarion now provides a
system properties to enable administrators to control how words are split during query operations.

Property: search.wordBoundaries

Defines how word boundaries are defined for the index. Two values are supported:

• splitByPattern - the input is split to words using a regex pattern. This is the default.

• standard - the word boundaries are defined according to Unicode standard. This value should
always be used for Asian languages

Property: search.wordBoundaries.splitByPattern

Defines the pattern to be used when using "search.wordBoundaries=splitByPattern". It is used with:
java.lang.String.split(String).

Default value: \A[^\d\p{IsAlphabetic}]*|[^\d\p{IsAlphabetic}]*[\s]+[^\d
\p{IsAlphabetic}]*|[^\d\p{IsAlphabetic}]*\Z

The default value ensures that the text is split by white-space, and the leading and trailing sequences
of non-alphanumeric characters are removed from the remaining character sequences. The rest are
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"words" for the index. For example: Hello! WI-1234 _help_. is split to words Hello,
WI-1234, and help.

JVM Properties for Maven Calculation
When updating to a new Polarion version, your current settings in JVM properties for Maven
calculations may result in an Out of Memory (OOM) error PermgenSpace. In this case, you will
need to adjust JVM memory values in the system file calculation.properties (repository
path: .polarion/reports/calculation.properties.
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